[bookmark: _Toc42488098]ANNEX II + III:	 TECHNICAL SPECIFICATIONS + TECHNICAL OFFER

Contract title: Upgrade of the existing Migration Information System - supply
	
Publication reference: EuropeAid/140731/DH/SUP/BA; Tender no. EC/BiH/TEN/19/021



Columns 1-2 should be completed by the Contracting Authority
Columns 3-4 should be completed by the tenderer
Column 5 is reserved for the evaluation committee 

Annex III - the Contractor's technical offer

The tenderers are requested to complete the template on the next pages:

· Column 2 is completed by the Contracting Authority shows the required specifications (not to be modified by the tenderer), 
· Column 3 is to be filled in by the tenderer and must detail what is offered (for example the words “compliant” or “yes” are not sufficient) 
· Column 4 allows the tenderer to make comments on its proposed supply and to make eventual references to the documentation

The eventual documentation supplied should clearly indicate (highlight, mark) the models offered and the options included, if any, so that the evaluators can see the exact configuration. Offers that do not permit to identify precisely the models and the specifications may be rejected by the evaluation committee.

The offer must be clear enough to allow the evaluators to make an easy comparison between the requested specifications and the offered specifications.


TECHNICAL SPECIFICATION

LOT 1 Supply and integration of the Biometric Identification System as integrated part of Information System of Migration – ISM

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	Item 1.1.
Qty:
1

	AFIS system, integration with ISM system and upgrade of ISM system

AFIS system
· Data Enrolment Functionality
· Data Verification Functionality
· Data Verification and Matching Functionality 1:1
· Data Verification and Matching Functionality 1:n
· The AFIS system offered must support smooth use from all sites covered by this project
· Fingerprint scan time of 1: N verification should not exceed 7 seconds
· AFIS system delivery must include perpetual licenses for all 200 locations (regardless of number of users per location), must plan to support AFIS enrolment of 1,000,000 individuals without additional licensing, regardless of the number of prints collected, possibly new locations or new records would be additionally  licensed without re-licensing previously purchased licenses. AFIS system must have minimum one operational reference of a Data Base with fingerprint biometrics records, operational in the EU for the, at least last five years.  The AFIS database license must be durable, supporting uses from 200 locations, regardless of the number of users at those locations, with no additional cost to users.
· The delivered AFIS system must be web based i.e. it must have open interfaces where it is accessed by other applications through web services in order to use the functionalities of AFIS (e.g. new record entry, data export, data import, records search...)
· When implementing an AFIS system, it must support full two-way integration with the described ISM system and its biometric component
· The offered AFIS system must support the installation and operation on standard hardware platform with the Windows frontend system and Linux backend operating system
· The delivered AFIS system must have possibility to be installed and used on the hardware platform that is the subject of this contract
· The offered AFIS system must have possibility to add new hardware resources in case of need for larger resources to process matchings.
· The offered AFIS must, among other things, provide through its web services the following functionalities: permanent deletion of record, entry of a new record, update of an existing record, verification and addition of record, verification and entry of record, search and entry of a new record
· The offered AFIS system must have a solely software-based fingerprint matching system, with no proprietary hardware for processing, and no matching accelerators hardware.
· Fingerprint technology must comply with the standards: ISO / IEC 19794-2 and ISO / IEC 19794-4
· The offered AFIS system must be fully compatible with the offered fingerprint scanner
· The offered AFIS system must have the functionality of export, import and search of biometric data
· When implementing the AFIS system in question, it is necessary to migrate all data from the existing SPS biometrics system.
· When processing the same person on other grounds/ processes in the ISM, within 5 years from the day of the preliminary processing of that individual, biometric data are used for the purpose of identifying the person and keeping a log of it.
If the same person is processed in the ISM on other grounds/processes after 3 years of previous processing, his/her biometric data is stored again in the system. If the second ground/process, by which the same person is being processed in the ISM, prescribes the collection and storage of more biometric data than the previous ground/process, then the system should enable the storage of additional biometric data for that person. 
· Sequence checking
· Specialized Fingerprint processing
· Automatic Correction of Error (ACE)
· Incorrect Candidate Elimination (ICE)
The biometric matching system shall implement a mechanism be tolerant to “fingers not in sequence” acquisition:
· in order to detect any error at the enrolment level, the fingerprint biometric system shall have an integrated cross finger matching feature: matching of all fingers against all fingers regardless of their position i.e. matching a right forefinger against ALL fingers of the database (matching the forefinger against the left middle finger, ring finger etc…)
The biometric matching system shall perform fingerprint orientation independent matching:
· in order to be tolerant with enrolment mistakes, the fingerprint biometric matching system shall be able to match a fingerprint against a rotated fingerprint regardless of the angle difference, from 0° to 360°
· The offered AFIS system must have possibility of deleting data in accordance with the rules for the personal data retention.
· The offered AFIS system must have an option in the future upgrade to work at Disaster recovery (DR) location in a way that data entered at the central location are automatically entered at the DR location, and in case of the central (primary) location in Sarajevo crash, the AFIS system must continue to work without interruption so that the user carry on with his/her their daily activities.  The Disaster recovery location must work in so called Active-Active mode i.e. if the central location stops working, the system must not shut down and the user should not notice that a problem had occurred. This also means that both systems must be in production at the same time and process transactions, thereby allowing the immediate transfer of work from site to site while minimizing the percentage of potential transaction loss.
· The fingerprint matching system shall not use any proprietary hardware or firmware and rely on a 100% software solution allowing the Customer to use their preferred material
· The Customer IT services shall be able to replace defective material easily without contacting the system provider
· The fingerprint matching system shall not use any third party database.
· The offered AFIS system  must have the possibility to add multiple versions of biometric data for one person, such as if a longer period of time has elapsed since the last biometric data collection and new data should be collected. It is also important that the offered AFIS system has the possibility to define for certain sets of already collected biometric data that they are inactive and the like.
Integration of AFIS and ISM system and upgrading of ISM system 
As part of the ISM system upgrade to work with the biometric module, it is necessary to develop a special application, (developed on the existing Microsoft platform and compatible with end users current workstations -Windows 8 and Windows 10. and operating system that will be delivered with workstation mentioned in points 1.2,1.3,1.4 -mini PC, desktop PC and industrial PC), that will be installed on all end users workstations and used for collection of biometric data (fingerprints, signatures, and photos) and the initial identification of the foreigners. Some of the functionalities that this application must have is as follows (the list is provided as a guideline to the bidders, while the final set of functionalities will be defined after the business process analysis has been completed and the final functionality specification has been confirmed):
· Must be developed on an existing Microsoft platform and compatible with end users current workstation - Windows 8 and Windows 10 and operating system that will be delivered with workstation mentioned in points 1.2,1.3,1.4 -mini PC, desktop PC and industrial PC)
· Must fully follow the logic of the existing ISM system in the domain of search methods, data entry, process logic and the like.
· It is also necessary to create an additional application for the mobile set, which will have an option to work in an offline mode i.e. the possibility of complete process of biometric data collection when no central location is available, and once that communication is established, data synchronization should be performed. When creating the application, special attention should be put on integration and subsequent synchronization with the ISM system, in order not to impair the integrity of the work and the integrity of the data. During the initial system analysis, this application will be further specified. 
· Must be fully integrated with the ISM system and the AFIS /ABIS system
· Must be integrated with the SDK fingerprint scanner, signature collection device, camera and barcode reader.  
· Integration with the document reader (depending on the location). That integration implies that after scanning the travel document, data from the MRZ zone is automatically printed at the proper form boxes. 
· Must be integrated with the advanced functionalities of the fingerprint reader SDK (fake finger, quality of the collected fingerprint, etc.)
· Must have functionality (besides integration with fingerprint scanner SDK) of fingerprint sequence selection.
· Must have functionality (besides integration with the fingerprint scanner SDK) of displaying what is the last of the fingerprints collected
· Must have functionality (besides integration with the fingerprint scanner SDK) of notifying that a particular collected finger is false or wrongly positioned
· Must have functionality (besides integration with fingerprint scanner SDK) of displaying the quality of each fingerprint collected
· Must have the functionality of automatic or manual use of the fingerprint collection sequence
· Using the authentication mechanism (system administrator), there has to be the possibility to manually set the quality threshold for the collected fingerprints and the threshold for determining whether the collected fingerprint is false or not
· Must have the functionality (besides integration with the fingerprint scanner SDK) of displaying one image of collected fingerprints, segmentation of collected fingerprints, and quality of each individually collected fingerprint.
· Must use the existing ISM database for storage (in addition to storing collected fingerprints in AFIS system)
· It must use the user credentials and rights of the existing ISM system and in accordance with these credentials different versions of the application will be open to the users (whether for identification only or identification and entry, depending on how many fingerprints are taken, etc.)
· Must have two-way integration with the ISM system (sending data to and receiving data from the ISM system).
· Must have the possibility to enter basic data on foreigner in order to generate foreigner’s ID through integration with the ISM system and create a file within the ISM system in order to be able to collect biometric data and link to the foreigner’s file.
· Must have possibility of search for foreigners using only a fingerprint as well as printing the search results with links for access to complete files within the ISM system without the need for additional logging on the ISM system.
· It must have functionality to subsequently collect biometric data from foreigners who are already in the ISM system
· It was earlier stated which institutions and in which situations collect biometric data.  In some institutions, one person receives requests (e.g. for residence), performs the search for a foreigner, entry of a foreigner and collection of biometric data, whereas in some institutions one or more persons receive requests, performs search and entry of basic data on foreigner while others collect the biometric data from foreigners. In this regard, it is important to develop mechanisms for the application to have an option to operate in the specified modes (e.g. creating a specific receipt upon receiving a request that would contain a bar code or QR code which would be scanned with a reader for identification purposes during the collection of the biometric data).  
· Using a mass deploy tool, it must have possibility to be installed from one central location to all remote locations in BiH and worldwide. This installation applies to new versions of the application, upgrades, new device drivers and the like.
In addition to the above application, it is also necessary to upgrade the ISM system with new functionalities (the list is given as a guideline to the bidders, while the final set of functionalities will be defined after the business process analysis has been completed and the final functional specification has been confirmed):
· All upgraded functionalities must be on existing platform and source code (Microsoft platform Windows Server, SQL server, Microsoft development environment)
· Single sign on functionality for authenticated users, coming from the aforementioned application for biometric data collection, for which there will be no need for re-authentication
· Improved administration module for managing of users and their rights when using the application
· Refined foreigner’s file to display the collected biometric data
· Refined foreigner entry form and foreigner search form in order to be integrated with the document reader (depending on the location). This integration implies that after scanning the travel document, data from the MRZ zone is automatically printed in the appropriate fields on the specified forms.  Improving the form for searching and entering a foreigner with a bar code reader so that the bar code can be read from the certificates issued from the ISM system and those data transferred to certain parts of the form. It is necessary to develop the integration for at least one of the commercial browsers (Internet Explorer, Chrome or Mozilla Firefox). 
· Modification of visa module as well as temporary and permanent residence modules to print a photo on the visa and residence stickers.   
· Modification of the forms printed from the ISM system so that a photo of an foreigner can be displayed on them (about 20 forms)
· Creating a two-way integration mechanism for integration with application for biometric data collection 
· Improvement of the system for logging actions related to the collection and search of biometric data.
· Biometric data are stored at certain official records in accordance with the Rulebook on content, method of keeping and use of official records on foreigners. In those records, this data is called personal data of a special category foreigner. All records listed in the Rulebook are part of the ISM system. As part of this project, the above records need to be upgraded so they can contain biometric data (the fingerprints, as previously stated, in these records will be kept in the image format, while the fingerprints for comparison will be kept in the AFIS system). The records keeping the biometric/special category foreigner data are: 
· Records of foreigners who have applied for a visa and foreigners who have been issued visas 
· Records of foreigners who have applied for a residence permit through BiH diplomatic-consular offices
· Records of foreigners who have applied for visa and foreigners who have been issued visas at the border 
· Records of foreigners with established identity
· Records of foreigners who have applied for a visa extension and foreigners whose visa has been extended
· Records of foreigners whose visa has been revoked with the expulsion measure imposed
· Records of foreigners who have applied for residence, who have been granted permanent or
temporary residence permit
· Records of foreigners whose residence has been cancelled with the pronounced expulsion measure
· Records of foreigners who have been issued the decision on the expulsion 
· Records of foreigners imposed with the decision on placement under surveillance and who are subject to surveillance
· Records of foreigners who have been granted a certificate of stay.
· Records of travel documents for refugees
· Refinement of the service for verification of visa, residence permit, residence records at the Border Police System (KPDG IS) in order for the service to receive an image from the ISM system, as well as refinement of those services on the ISM system side to restore the image of a foreigner.
· Improvement of the ISM system report module with new reports. It is estimated that approximately 20 new reports will need to be created where each will have a minimum of 20 print and search parameters
Functional requirements for ISM system upgrade and AFIS and ISM system integration:
· Entire ISM system upgrades and integration of AFIS and ISM systems must be fully compatible with the existing ISM system described in the  document “Technical Specification of AFIS System Implementation” and must be developed on the same platform.
· Border Police BiH will use the system in question on the second line of checks
· All eventually new codebooks must fit into the existing ISM system 
· All upgraded functionalities, where technologically possible, must be capable of operating under the https protocol
· The web interface must support leading Internet web browsers (Chrome, Edge and Firefox), if they are web-based upgrades, or if the upgrades are created as desktop applications they must be compatible with end users current workstations -  Windows 8, 8.1 and Windows 10 and operating system that will be delivered with workstation mentioned in points 1.2, 1.3, 1.4 – mini PC, desktop PC and industrial PC
· System architecture must be based on object-oriented models and concepts.
· The graphic design of the upgraded functionalities must accompany the design of the current ISM system (an example of the ISM system screen given in the document “Technical Specification of AFIS System Implementation”  )
Non-functional requirements for upgrading a ISM system with a biometric module
During the implementation, industry standard guidelines should be followed, including but not limited to:
· Scalability - the ability of a system to scale up and down to support different numbers of users and transactions. Upgraded functionalities must be able to scale horizontally (by adding more servers) and vertically (by increasing the capacity of existing hardware)
· Flexibility and adaptability - The system will have a high level of flexibility and adaptability in case of environment changes. Such adaptability will enable future system configurations and adjustments in an easy and acceptable way
· Reliability - the ability to perform given functions within given conditions in a given time
· Reusability - Reusability of software components
· Availability - implies use by any user through available communication channels
· Data sharing and interoperability - data sharing with other systems must be possible
· Security - implemented upgraded functionalities must have, as an integral part, modules and technologies that meet security requirements such as physical security, repair, authentication, authorization, communication, data security and data access, audit, etc.
· Robustness
· Fault resistance
· Sustainability - Easy modifications and upgrades
· Ease of use - easy to understand and quick to accept
· The upgrade must be based on an existing ISM system (Microsoft Windows Server platform, SQL server, Microsoft development environment) and must follow the logic and business processes currently implemented within ISM.
· Easy delivery of new versions of the application - possibility of centralized deploy of new application versions  
· Since the ISM system will be active during the implementation of the biometric module, it is very important that any work on the biometric module does not jeopardize at all current operation and functionality of the ISM system. It is used 24/7/365 and any system shutdowns should be under strictly controlled and predefined conditions. The eventual downtime of the existing ISM system must not exceed 15 minutes.
· Since it is a very sensitive and security significant system, it is not allowed to take the source code of the existing system and bring it outside the safe premises of the MSB. Source code and technical documentation will only be available at the MSB premises and it is not possible to be taken out of those premises. This means that all development and refinement of the existing ISM system will be carried out at the central location of the MSB in Sarajevo, under constant supervision of the MSB authorized persons. MSB will provide all necessary working conditions (workspace, access to servers, network...). Also, under no circumstances will remote access to MSB infrastructure be allowed. The same conditions apply to the warranty period.

· Testing and adjustment of the system shall be carried out as described in the document "Technical Specification of AFIS System Implementation"
· User training and user documentation as described in the document "Technical Specification of AFIS System Implementation"
· Administrator training and technical documentation as described in the document "Technical Specification of AFIS System Implementation"
· Warranty Period: One year from the date of provisional acceptance certificate is issued for the system in accordance with the description in the document "Technical Specification of AFIS System Implementation"
Technical Documentation: Reference Document: “Technical Specification of AFIS system Implementation ”
Remark: Bidders are required to meet all requirements stated in the document "Technical Specification of AFIS System Implementation"
	
	
	

	Item 1.2
Qty:50

	Desktop computer with monitor TYPE1 (Mini PC)

PC:
· Case – small case with volume lower than 1.5 l
· CPU - min 1 processor with Pass mark CPU Mark 9900 or higher
· RAM - minimum 1x8 GB 2400 MHz DDR4, expandable up to 32GB, min. 2 slots
· Graphic card – HD ( To be connected with monitor which is part of this item)
· Hard drive – min. 250 GB SSD
· Connectivity – min. Ethernet 10/100/1000
· Sound card – min. HD Audio with integrated speakers (1 x Microphone jack, 1 x Headphone/ Microphone jack)
· I/O ports – min. 6 x USB port (2xUSB 3.1 ; 4xUSB 2.0), 1 x RJ45
· Keyboard:  Wi-Fi USB, localized BiH language 
· Mouse: WiFi optical, scroll (keyboard and mouse must be connected over 1 USB receiver to the computer)
· VESA: Computer must be mounted on monitor 
· Security - Discrete TPM 2.0, TCG Certified, Kensington Lock
· Power supply – max. 65W
· PSU Input voltage: According to delivery region
· Software – Preinstalled Operating System. Has to support integration with enterprise-class directory services MS Active Directory
· Possibility to connect with the other equipment described in AFIS system and support to install new application described in section, Integration with ISM system 
· Commercial Warranty – as granted by the manufacturer
Monitor:
· Display size: min 21,5''
· Technology: LED backlight
· Resolution: min 1920x1080, 16:9
· Response time - max 7 ms 
· Ports - To be connected with PC which is part of this item
· Contrast: min 1000:1
· Brightness – min. 250 cd/m2
· Other – Tilt
· Input voltage: According to delivery region
· Other - Surge Protection with min. 5 outlets and power cord min. 1,8m (outlets and input/output voltage according to delivery region)
· Warranty – one year
· Commercial Warranty – as granted by the manufacturer

Installation: Full installation and configuration with testing
	
	
	

	Item 1.3.
Qty:23

	Desktop computer with monitor TYPE2 (Desktop PC)

PC:
· Case - volume lower than 16 l
· CPU - min 1 processor with  Pass mark CPU Mark 12000 or higher
· RAM - minimum 1x8 GB 2400 MHz DDR4, expandable up to 64GB, min. 4 slots
· Graphic card – HD To be connected with monitor which is part of this item)
· Hard drive – min. 250 GB SSD
· Optical devices – DVD RW SATA
· Connectivity – min. Ethernet 10/100/1000
· Sound card –  min. HD Audio with integrated speakers (1 x Microphone jack, 1 x Headphone/ Microphone jack)
· I/O ports – min. 10 x USB port (5xUSB 3.1; 4xUSB 2.0; 1xUSB-C), 1xRJ45, 1xSerial
· Expansion slots:  min. 2 x PCIe x16, min. 2 x PCIe x1, min. 2 x M.2
· Keyboard:  Wi-Fi USB, localized BiH language 
· Mouse: WiFi optical, scroll (keyboard and mouse must be connected over 1 USB receiver to the computer)
· Security - Discrete TPM 2.0, TCG Certified, Kensington Lock
· Power supply – max. 260W
· PSU Input voltage: According to delivery region
· Software – Preinstalled Operating System. Has to support integration with enterprise-class directory services MS Active Directory
· Possibility to connect with the other equipment described in AFIS system and support to install new application described in section, Integration with ISM system 
· Warranty - 1 year
· Commercial Warranty – as granted by the manufacturer
Monitor:
· Display size: min 21,5''
· Technology: LED backlight
· Resolution: min 1920x1080, 16:9
· Response time - max 7 ms 
· Ports - To be connected with PC which is part of this item
· Contrast: min 1000:1
· Brightness – min. 250 cd/m2
· Other – Tilt
· Input voltage: According to delivery region
· Other - Surge Protection with min. 5 outlets and power cord min. 1,8m (outlets and input/output voltage according to delivery region)
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer

Installation: Full installation and configuration with testing
	
	
	

	Item 1.4.
Qty:36

	Industrial computer with monitor (Industrial PC)

PC:
· Case – industrial grade desktop according to MIL-STD 810G standard with volume lower than 9 l
· CPU - min 1 processor with Pass mark CPU Mark 12000 or higher
· RAM - minimum 1x8 GB 2400 MHz DDR4, expandable up to 64GB, min. 4 slots
· Graphic card – To be connected with monitor which is part of this item)
· Hard drive – min. 250 GB SSD
· Optical devices – DVD RW SATA
· Connectivity – min. Ethernet 10/100/1000
· Sound card –  min. HD Audio with integrated speakers (1 x Microphone jack, 1 x Headphone/ Microphone jack)
· I/O ports – min. 10 x USB port (5xUSB 3.1; 4xUSB 2.0; 1xUSB-C), 1xRJ45, 1xSerial
· Expansion slots:  min. 2 x PCIe x16 and min. 1 x M.2
· Keyboard:  Wi-Fi USB, localized BiH language 
· Mouse: WiFi optical, scroll (keyboard and mouse must be connected over 1 USB receiver to the computer)
· Security - Discrete TPM 2.0, TCG Certified, Kensington Lock
· Power supply– max. 300W
· PSU Input voltage: According to delivery region
· Software – Preinstalled Operating System 
Has to support integration with enterprise-class directory services MS Active Directory
· Possibility to connect with the other equipment described in AFIS system and support to install new application described in section, Integration with ISM system 
· [bookmark: _GoBack]Commercial Warranty –as granted by the manufacturer
Monitor:
· Display size: min 21,5''
· Technology: LED backlight
· Resolution: min 1920x1080, 16:9
· Response time - max 7 ms 
· Ports - To be connected with PC which is part of this item
· Contrast: min 1000:1
· Brightness – min. 250 cd/m2
· Other – Tilt
· Input voltage: According to delivery region
· Other - Surge Protection with min. 5 outlets and power cord min. 1,8m (outlets and input/output voltage according to delivery region)
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer

Installation: Full installation and configuration with testing
	
	
	

	Item 1.5
Qty:121

	Fingerprint scanner

· Technology: optical
· Fingerprint biometric sensor with SDK – simultaneous capture of 4 fingers
· Thumbs fingers
· Rolled Fingers
· Plain Fingers
· FAP Size: FAP 60
· FBI IQS Appendix F: Yes
· Ingress Protection: min IP54
· Fake finger detection
· Resolution: min. 500 dpi
· Gray Scale: min. 256 grayscale dynamic range
· Sensing area: min. 3" x 2,8"
· Scanner size: max. 150mmx135mmx30mm
· Weight: max. 420g
· Power supply: Through USB
· Power supply input voltage: According to delivery region 
· Programming interface: C# / Java
· Must have functionality to exclude fingerprints from all 10 finger
· The ability to install and connect with computers described in Item 1.2.,1.3.,1.4., 1.19)
· The SDK must be delivered with the scanner in order to connect and work with the computers described in Item 1.2.,1.3.,1.4., 1.19.
· Fingerprint scanner must be compatible with offered AFIS system
· Additional equipment: USB electronic signature pad designed for ruggedness, reliability and portability with signing area dimension min. 120mm x 25mm and including active energized pen. SDK must be delivered with the electronic signature pad
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.6.
Qty:121

	Document reader

· Case: Rugged plastic without moving parts
· Active Scan Area: min. 125 x 87 mm passport datapage format
· Glass Plate: Scratch resistant tempered glass for robustness and durability
· Illumination Sources: White visible, Near IR B900, UV-A
· Image Resolution: min. 400 ppi
· Camera: min. 3.0 Megapixel sensor
· Provided Images: Visible, IR, UV (UV-A), OVD Image and glare-free Image
· Image Formats: BMP, JPG, JGP2000, PNG, JPEG, JPEG2000
· Image Color Depth: min. 24 bits/pixels
· Automatic Document Detection
· Anywhere placement of ID cards
· Removable hood for reading thick documents
· Anti-glare reading technology
· Adaptive Light Control
· ICAO MRZ Reading: ICAO compliant documents in near infrared (IR) per ICAO 9303 specification, one line Driving Licenses in near infrared (IR) per ISO18013 part 2 specification, MRZ Optical Character Recognition in near IR
· VIZ Reading: Available with the software (VIZ OCR)
· Barcode Reading:
· 1D: 2 of 5 interleaved, 2 of 5 industrial, Code 128, Code 39, UPC-A, EAN-8 and EAN-13
· 2D: PDF 417, QR Code®, DataMatrix™ and Aztec formats
· From paper based documents and mobile devices
· AAMVA compliant PDF 417 and IATA BCBP
· ePassport (RFID) Reads and writes to contactless chips and eID according to:
· ISO 14443 13.56MHz Type-A and Type-B using a PC/SC interface, SDK cert. BSI TR-03105 Parts 5.1 and 5.2
· iDL & eDL reading and access control for driving licenses to ISO 18013 parts 2&3 and ISO/CEI TR 19446 using included SDK
· All Standardized rates up to 848 Kpbs
· Contact Smart Card:
· ISO 7816 Class A, AB.  T=0, T=1 protocol support,
· speed up to 344,105 bps (PPS, FI parameter), Frequency up to 8 MHz (PPS, DI parameter)
· Supported Operating Systems: Windows 10, 8.1, 8, 7 (32/64 bit), 32/64 bit Server 2008 R2 and Server 2003 (2012), Linux, MacOS
· Software Development Kit (SDK)
· Device native, Twain, PC/SC, BioAPI 2.0, AssureID
· RFID Functions:
· ICAO Doc. 9303 LDS 1.7 and 1.8, Checksum
· ISO 18013 (Driver License),
· PKI 1.1, BAC , EAC, EAC2.0, PACE, PACE-CAM, AA,PA, TA, CA, BAP, EAP etc
· Dual-Antenna RFID, Single Step Reading OCR & RFID
· Advanced Document Authentication: 
· Data consistency checks: MRZ, Bar codes, RFID
· IR B900 and UV Dull paper check
· Passport’s bearer photo vs RFID DG2
· PC connection via USB
· Additional Authentication Options:
· VIZ and non-ICAO document reading
· Automated verification based on document specific
· Security features in VIZ, IR and UVA
· Size (width x length x height)/Weight: max. 180mm x 215mm x 175mm/ 1.3kg
· Power supply input voltage: According to delivery region 
· Power supply: Through USB or external power supply
· Warranty: 1 year
· The ability to install and connect with computers described in Item 1.2.,1.3.,1.4. ,1.19.
· The SDK must be delivered with the scanner in order to connect and work with the computers described in Item1.2.,1.3.,1.4., 1.19
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.7.
Qty:109

	UPS

· Topology – Line Interactive (Tower)
· Output power capacity – min 480Watts / 950VA
· Nominal Input/Output Voltage – According to delivery region
· Input frequency  50/60 Hz +/- 3 Hz (auto sensing)
· Input voltage range for main operations 
· 150 - 290 V
· Maximum Input Current: 4.6 A
· Transfer Time: max. 8 ms 
· Input Connections: min. (4) Schuko CEE 7 (or corresponding according to delivery region)
· Recharge time: max 8 hours
· Backup time: min. 1,3 minutes at 100% load, min. 7,5 minutes at 50% load
· Data Line Protection: RJ-45 Modem/Fax/DSL/ISDN/10-100 Base-T protection
· Other: Automatic self-test; LED status, Automatic Voltage Regulation (AVR), USB
· Warranty –1 year
	
	
	

	Item 1.8.
Qty:109
	Barcode reader with stand

· Symbology decode capability: 1-D, 2-D 
· Power: max. 5 V DC ± 10%
· Current: up to 370 mA
· Light source: min. 617 nm LED
· Print contrast ratio: 20% minimum reflective difference
· Work temperature:  0 ° C - 50 ° C
· LED Safety: IEC 62471:2006 and EN 62471:
· 2008
· Interface: USB, Keyboard Wedge
· Cable: USB cable for connecting bar code scanner
· Pedestal: Yes
· Warranty – 1 year
	
	
	

	Item 1.9.
Qty:88

	Multifunctional color laser printer

· Functions: Print, Scan, Copy
Print specifications
· Technology: Laser
· Duty cycle: min 40.000 pages/month
· Resolution: min 600 x 600 dpi
· Speed: 25 ppm minimum
Scan specifications
· Type: Flatbed, ADF
· Color scaning: yes
· Resolution: min 300 x 600 dpi
· Speed: Black – min 25 ipm minimum
· Color – min 14 ipm minimum
· File format: TIFF, JPEG, PDF, Compact PDF, Searchable PDF
· ADF size: min 215 x 355mm 
Copy specifications
· Resolution: min 600x600dpi
· Speed: min 25 ppm
· Conectivity: Hi speed USB 2.0 port, 10/100/100 Ethernet network port, Wi-Fi
· Processor: min. 1 x 800 MHz
· Memory: min 1 GB
· Display: min 12” LCD Touch Screen
· Duplex print: Automatic
· Paper input: min. 300 sheet including ADF
· Paper output: min. 150 sheet 
· Cables: Hi-speed USB 2.0 min 1.8m
· Power: Built-in power supply, According to delivery region
· Supported OS: Windows 7, 8, 8.1 (32-bit/64-bit), Windows 10
· Drivers: host-based print and scan drivers
· PSU Input voltage: According to delivery region 
· Waranty: 1 year
	
	
	

	Item 1.10
Qty:21

	Inkjet color printer

· Type: Inkjet color printer
· Minimum Droplet Size:1.5 pl, With Variable-Sized Droplet Technology
· Ink Technology:Dye Ink
· Printing Resolution:Min. 5.700 x 1.400 DPI
· Printing Speed ISO/IEC 24734:Min. 5 pages/min Monochrome, 5 pages/min Colour
· Printing Speed:Minimum 37 pages/min Monochrome (plain paper 75 g/m²), 38 pages/min Colour (plain paper 75 g/m²), 12 Seconds per 10 x 15 cm photo (Premium Glossy Photo Paper)
· Compatible paper (in grams):70g to 320g
· Min. Colours: Black, Cyan, Light Cyan, Yellow, Magenta, Light Magenta
· Paper Formats:16:9, 13 x 18 cm, 10 x 15 cm, 9 x 13 cm, Legal, Letter, No. 10 (Envelope), DL (Envelope), C6 (Envelope), B5, A6, A5, A4
· Output Tray Capacity:Min. 50 Sheets
· Media Handling:Auto Sheet Feeder, Borderless print, CD / DVD
· Compatible Operating Systems: Mac OS X 10.6.8 or later, Windows 7, Windows 8, Windows 8.1, Windows 10, Windows Vista, Windows XP, Windows XP Professional x64 Edition
· Interfaces:USB, WiFi
· Input voltage: According to delivery region
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer
	
	
	

	Item 1.11.
Qty:109

	DSLR Camera

· Functions: DSLR Camera
· Image Sensor Type: CMOS (min. 22.3mm x 14.9mm) 
· Effective Pixels: min 24,00 MP
· Focal Length: Equivalent to 1.6x
· Focusing: TTL-CT-SIR with a CMOS sensor, Dual Pixel CMOS AF System
· ISO Sensitivity: Auto (min. 25600)
· Shutter speed: Slowest max. 30 sec., Fastest  min. 1/4000 sec.
· LCD Display:  Vari angle touchscreen min. 3.0"
· Built-in Flash Coverage: up to 17mm focal length
· Frame rate: min. 29,90 fps
· File type – image: JPEG, RAW
· Microphone: external microphone (3.5mm Stereo mini jack)
· Conectivity: Hi speed USB, Wi-Fi, NFC and Bluetooth 
· Storage: SD, SDHC, SDXC
· Video: Full HD
· PictBridge: Yes
LENS
· Image size: APS-C
· 35mm film equivalent focal length (mm): 29-88
· No. of diaphragm blades: min. 7
· Minimum aperture: 22 - 38(36)
· Image stabilizer: min. 4-stops
· Filter diameter (mm): max. 58
· Max. diameter x length (mm): 69.0 x 75.2
· Other: AC Adapter (According to delivery region), DC Coupler, Tripod, white photo background on the stand min. dimension: 180 x 180 cm
· Warranty: 1 year
	
	
	

	Item 1.12
Qty:1
 
	Converged IT infrastructure platform

· Converged IT infrastructure platform that integrates storage, compute, networking, hypervisor, real-time deduplication, compression, and optimization along with powerful data management, data protection, and disaster recovery capabilities in a standard x86 server building block. 
· Converged IT infrastructure platform must have min. 3 node
· Each node must provide 40 cores (min. 2.4 GHz), 384 GB RAM and 11 TB usable SSD storage. Usable SSD storage capacity is the capacity before data deduplication and data compression
· Each node should allow inbox upgrade of RAM up to 1536GB per node
· Each node should support two All Flash storage sofferings: 1. All flash for generic/read intensive workloads 2. All flash for performance/write intensive workloads
· Each node should have embedded 4 x 1GbE ethernet ports
· Each node should support 2 x 10GbE SFP+ ethernet ports with option to select Fiber optic, Copper DAC or RJ45 connectivity
· Each node should have embedded 1 x out-of-band management to simplify remote management
· Converged IT infrastructure platform management software should be able to cap the power consumption of a node by applying different power consumption policies for different nodes.   
· The disk drives on the nodes that are used for shared data storage pool should be SSD. All the nodes should have the same number of disk drives with the same capacity.
· Each node should provide dual redundant Power Supplies
· Each node sould have redundant fans to provide reliable optimum cooling
· Converged IT infrastructure platform hardware must be capable to Deduplicate, Compress & Optimize ALL data inline, in real-time, across all storage tiers. All handled with fine data granularity of min. 8KB data blocks. If the data granularity is not 8KB then the vendor should provide 25% more storage capacity.
· Deduplication and compression should be inline (i.e. before the data is written to the disks in the nodes). If deduplication and compression is a post process (i.e. after the data is written to the disks in the nodes or during the data transfer from cache SSD to disk SSD -known as near-inline or near-line), such solutions should provide additional 25% capacity for each node.
· The proposed solution should support remote replication. To do so, if the solution requires a third party replication solution, it should be included in the proposal. The solution should come with enough licenses to replicate 200 virtual machines or unlimited number of nodes. 
· Hyper-converged solution should support VMware vSphere or Microsoft Hyper-V Type-1 hypervisors
· Hyper-converged solution must be able to allow in-box upgrade of CPU, RAM and storage capacity as well as scale-out expansion
· Proposed solution must be able to support multiple points of failure across multiple nodes, with no loss of function or data.
· Solution can be deployed as a stretched cluster with Zero RTO.  Solution should support stretched cluster deployment in a near site metro DC deployment.
· The method to provide data redundancy should be to keep more than one copy of the data in different nodes. In calculating the net storage size of the cluster, only mirroring based technology should be taken into account; redundancy methods based on parity calculation encompassing more than one node such as RAID5, RAID6 or erasure coding should not be taken into account. Minimum usable capacity of the cluster should be min. 33 TB before deduplication and compression (min 3 nodes, min. 11 TB per node), based on the data mirroring (min 16.5 TB for data + 16.5 TB for min. 1 mirror copy)
· The proposed system should be able to tolerate total failure of one disk drive on two different nodes simultaneously in each cluster. 
· Offered Hyper-converge platform shall support individual VM-centric policy-based backup, recovery and DR. All necessary software like backup software, if required, shall be supplied.
· Offered Hyper-converge platform shall support WAN-optimized data protection for VM mobility. Only and only unique information shall flow across WAN after enabling deduplication and compression. All required accessories for enablement of deduplication and compression over WAN shall be included as part of solution.
· Data shall not be re-hydrated before being transferred to target datacenter.  
· If the above two criteria are not met, then the vendor should provide hardware based WAN optimization applicances for both locations.
· Offered Hyper-converge solution shall be supplied with licenses for real-time compression and deduplication.
· Offered Hyper-coverged solution shall be supplied with licenses with remote backup to DR location for maximum numbers of VMs supported on offered solution.
· Should include licenses for multi-site deployments
· Offered Hyper-converge solution shall support VM-centric management through a single pane of glass via the virtualization manager of provided hypervisor.
· With the proposed solution, it should be possible to manage different clusters in different locations from a single point. If management from a single point requires additional software, it should be included in the proposal for the whole hyperconverged environment.
· Hyper-converged solution should have single deployment management console to simplify deployment of 1 to many nodes in parallel to reduce deployment time
· Hyper-converge solution must provide:
· the complete flexibility for selecting individual VMs for Backups
· ability to Move specific VMs between datacenters
· flexibility for VM-level backup instead of forcing protection at the datastore or protection domain level
· The proposed replication software should support the automated disaster recovery orchestration. The mentioned orchestration should be provided for at least 25 VMs.
· The solution must allow the option to test DR failover to separate network with no impact to production workloads
· The solution must allow changing of IP address of recovered Virtual Servers to match target datacenter
· Should maintain repository for firmware and drivers recipes in the flash drive associated to management port. This is to aid rollback or patching of compromised firmware. Should also store Factory Recovery recipe preloaded to rollback to factory tested secured firmware
· HyperConverged System remote management should support browser based graphical remote console along with Virtual Power button, remote boot using USB/CD/DVD Drive. It should be capable of offering upgrade of software and patches from a remote client using Media/image/folder; It should support server power capping and historical reporting and should have support for multifactor authentication.
· HyperConverged system should support remote console sharing up to 6 users simultaneously during pre-OS and OS runtime operation
· The converged IT platform must be shipped with all system (permanent full database and operating system licenses without restrictions on number of users) and other software required for the AFIS system
· Warranty – 1 year
· Commercial warranty: as granted by the manufacturer
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.13.
Qty:1

	Software deployment tool

· Software deployment tool with licence for min. 200 workstation
· Possibility to create your own custom package templates
· Possibility to host your own package repository
· Included support to automatically add executables to PATH
· Possibility to upgrade all software with one command
· Support for integration with other infrastructure management and RMM tools
· Enhanced functionality with additional PowerShell functions
· Convert existing packages for complete offline / reliable use
· Detect and create full software deployments in less then 10 seconds
· Install and upgrade directly from exe/msi files
· Centralized reporting and management of software for your entire organization from one location
· Visual interface to create packages
· Package Audit - see who installed what/when
· Reduce download speeds for low bandwidth environments
· Malware protection for packages and automatically check the executables prior to running any content in packages
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.14.
Qty:1

	Rack

· 42U rack server cabinet with basic technical characteristics as follows:
· dimensions:max. 1100x800x1995mm (DxWxH)
· front door: single perforated with a lock 
· rear door: double perforated with a lock
· degree of protection: IP-20
· max. 160 kg weight
· static load capacity: min. 1330 kg
· Power distribution units (2 pcs.) with technical characteristics as follows:
· Input Connection: 32A, 3-pin IEC-309 with min. 3m cable
· output sockets: min. 20x IEC-320-C13 + 6xIEC-320-C19
· overload protection: Yes
· Installation is done verticaly on the side of the rack cabinet (zero U)
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.15
Qty:12

	Firewall

· Firewall throughput: min. 3 Gbps
· IPsec VPN throughput: min. 2 Gbps
· Concurrent sessions: min. 1.2 Million
· Connections per Second: min. 30.000
· Next Generation Threat Prevention Throughput: min. 200 Mbps
· Ports: min. 10 x 10/100/1000 BASE-T
· Storage: Yes (min. 120 GB SSD)
· Routing Protocols: RIP and OSPF
· High Availability support: Active/Active, Active/Passive and Cluster
· Input voltage: According to delivery region
· Warranty: 1 year manufacturer support with included 1 year license for Application Control, URL filtering, IPS and Malware protection
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.16.
Qty:30
	Network switch

· Ports: min. 24x 10/100/1000 Base-T and min. 4x SFP/SFP+ with min. 2x1GB SFP transceiver included
· Packet-Switching Capacities: at least 128 Gbps
· Throughput: at least 95 Mpps
· Support for Jumbo Frames: Min. 9216 bytes
· Memory: Min. 2 GB Flash and min. 2 GB DRAM
· Layer 3 Features: Static routing (included); RIP v1/2 and OSPF v1/2 (with additional license)
· Multicast: Support for IGMP snooping, IGMP v1/v2/v3, PIM SM, PIM SSM, PIM DM and MSDP with additional license
· Services and Manageability: support for CLI and Web interface; support for Out-of-band management; Rescue configuration; Image rollback
· Rack mount kit: Included
· Power supply: AC power supply. Input voltage according to delivery region
· Warranty:  1 year
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.17.
Qty:12

	3G/4G firewall

· Firewall throughput: min. 900 Mbps
· IPsec VPN throughput: min. 75 Mbps
· Concurrent sessions: min. 500.000
· Connections per Second: min. 14.000
· Next Generation Threat Prevention Throughput: min. 150 Mbps
· Ports: min. 5 x 10/100/1000 BASE-T
· Internal 3G/4G Modem: Yes
· Routing Protocols: RIP and OSPF
· High Availability support: Yes
· Input voltage: According to delivery region
· Warranty: 1 year manufacturer support with included 1 year license for Application Control, URL filtering, IPS and Malware protection
· Installation: Full installation and configuration with testing
	
	
	

	Item 1.18.
Qty:12

	Wireless mobile printer with battery

· Print Resolution min. 4800x1200 dpi
· Print Engine 
· 2 ink cartridges: Black (Pigment BK) and Colour (BK, C, M, Y)
· Mono Print Speed min. 9 ipm or 6.7 ppm
· Colour Print Speed min. 5,8 ipm or 3.8 ppm
· Photo Print Speed 10 x 15cm 
· Borderless Printing: Yes 
· Supported Paper Types:
· Plain Paper
· Envelopes
· Photo Paper Glossy II (PP-201)
· Glossy Photo Paper (GP-501)
· Matte Photo Paper (MP-101)
· Photo Stickers (PS-101)
· Supported Paper Sizes
· A4, B5, A5, Letter, Legal, Envelopes (DL size or Commercial 10), 10 x 15cm, 13 x 18cm, 20x25cm
· Paper Input Min. 50 sheets or 20 sheets plain paper, 1 envelope, 5 sheets photo paper
· Wired Connections
· Min. 2.0 USB 
· Supported Operating and Mobile Systems
· Windows 10 (32 and 64-bit), Windows 8.1 / 8 / 7 / Vista SP1 & SP2 / XP SP3 32-bit, Mac OS (Apple OS) X v10.6.8 or later
· Battery: included Lithium-ion 
· Max. Charging Time: Max 3h
· Warranty –1 year
	
	
	

	Item 1.19.
Qty:12

	Mobile set

The mobile set, in situations where no internal network is available for the purpose of being connected to AFIS and ISM, will use the 3G or 4G network for secure VPN connection. The mobile set must have the same functionality as the desktop sets in terms of working with the ISM and AFIS system in the case of using a 4G network, otherwise it will work in the offline mode described in the document: “Technical Specification of AFIS system Implementation ”
The mobile set contains following components:
· Protective Mobile Case 
· Notebook
· Fingerprint scanner (item 1.5.) 
·  Document reader (item 1.6.)
· Barcode reader with stand (item 1.8.)
· DSLR camera (item 1.11)
· 3G/4G Firewall (item 1.17)
· Wireless mobile printer with battery item 1.18)
· Battery modules to power the set 
Protective mobile case: 
· Protection level: Minimum IP67, Ruggedized 
· Interior: Protective Cubed Foam
· Mobility: Integrated Wheels
· Battery modules is necessary to ensure that it is compactly integrated into a single portable unit, while providing basic working conditions
· Autonomy of system operation at maximum load should be at least 90 min.
· Ensure that all devices can be connected simultaneously to the Notebook, which have to have installed software and drivers for all the mentioned devices.
· The housing in which the components will be mounted must be modular in order to adapt to the characteristics of the equipment of different manufacturers.
· Proper airflow should be provided to avoid damage to the equipment.
· All equipment should be with plug-in functionality
· Battery modules should have information on battery charge status.
· Power supply for "mobile set" provide via cable glands or secure the appropriate socket (connector) on the "mobile set" housing.
· The total weight of the set should not exceed 35 kg.
· Provide document - scheme of binding of complete set.
· Communication and power cables must be marked (with special characters, letters, numbers and colors)
· Minimum size: Enough to contain Items: Notebook, Fingerprint scanner (item 1.5.),  Document reader (item 1.6.), Barcode reader with stand (item 1.8.), DSLR camera (item 1.11), 3G/4G Firewall (item 1.17), Wireless mobile printer with battery item 1.18), Battery modules to power the set.
Notebook: 
· Diagonal:min 14”
· CPU - min 1 processor with  Pass mark CPU Mark 9900 or higher
· RAM:min 8GB
· HDD: min 250GB SSD
· Ports neccessery for connecting all equipment to notebook (Fingerprint scanner (item 1.5.),  Document reader (item 1.6.), Barcode reader with stand (item 1.8.), DSLR camera (item 1.11), 3G/4G Firewall (item 1.17)
· 1xRJ45 port, min 6 USB ports +additional USB extender or 3 USB ports + additional USB extender.
· Connectivity:LAN 10/100/1000 Mbits/s, WLAN, Bluetooth
· Battery: 6 cell minimum
· Power adapter
· Software – Preinstalled Operating System. Has to support integration with enterprise-class directory services MS Active Directory
· Warranty – 1 year
· Commercial Warranty – as granted by the manufacturer
	
	
	

	Item 1.20.
Qty:10

	PtP Links

Radio microwave links – 10 complete links 

General requirements
· Devices must be delivered with a minimum of min. 250 Mbps capacity, net aggregate and can be upgraded up to min. 400 Mbps, net aggregate.
· Must support modulation from min.: QPSK to 256QAM.
· Duplex scheme: TDD.
· Modulation control: Manual and Automatic modulation control.
· Fully configurable uplink/downlink ratio.
· All licenses required to operate and meet technical requirements must be delivered as perpetual.

Radio
· Frequency 3.5 GHz (3.6 – 3.8 GHz);
· Must support Min. the following radio channel widths 10, 20 and 40 MHz.
· Radio technology: min. MIMO 2x2.
· Transmit power: Min.  up to 25 dBm.

Interfaces, min:
· 2 x 10/100/1000Base-T 
· 1xSFP.

Ethernet features, min:
· Switching:  Full-fledged L2 switching
· Quality of Service
· Transparent Ethernet traffic of any type 
· Low Latency: up to 5 ms one way

Management and Security, min:

Link must have a WEB based management and control system and support for the SNMP protocol. SSH and HTTPS protocols must be supported for control operations such as uploading/downloading of configuration files or updating the software. Management tools must include Link Alignment, Spectrum analyser and Constellation Diagram options.

Standards compliance, min:
· Radio: EN 302 326
· EMC: EN 301 489-1, EN 301 489-17, FCC Part 15 Class B
· Safety: EN 60950-1:2006

Environmental, min:
· Operating temperature range of ODU: -35°C to +55°C 
· Operating temperature range of IDU: -5°C to +35°C 
· Protection:  IP66/IP67

Power supply:
· Power Input: Max.: 100 – 240 VAC, 50/60 Hz 

Antennas, min:
· Antenna: Integrated dual-pol.
· Min.: 21dBi

Antenna Characteristics
· Antenna: Integrated dual-pol.
·  Min.: 21dBi 

Accompanying equipment for installation per link, min:
· Indoor AC/DC injector – 2 pcs.
· Lightning protection – 2 pcs
· Necessary connectors and cables; 
· Mounting kit - 2 pcs.
· Quick Start Guide - 1 pcs

Centralized monitoring system:

The PtP links should be integrated into ProVision v 6.10 monitoring system. Otherwise, the Central monitoring system must be delivered. It must be supplied as a distributive, designed to deploy in the customer's proprietary infrastructure both on virtual machine and on dedicated server. 
 System must provide display of PtP nodes as a list and network map, where the provider can get values of key parameters.
The System should includes all necessary software components (operational system, DBMS, etc.), optimized for continuous monitoring and storing data.
The System must include license, up to 50 devices.
· Display of the PtP network structure with metrics about links in real time on the network map.Creation of diagrams based on different parameters of links.Automatic tracking of changes and creation of events according to the configured rules.Email-notifications to the responsible employees about critical events.Display of key parameters values for host in real time: status, last reboot reason, model, serial number, etc.

Installation, configuration and testing

User training for min. 5 persons
Training duration: min. 5 days

Warranty: 1 year
	
	
	

	Item 1.21.
Qty:2

	LCD Display for monitoring

· Diagonal:min 50“
· Ports:HDMI, USB, CI
· DVBT tuner
· Warranty – 1 year
	
	
	

	Consu-mables
	CONSUMABLES

1. Set of toner for Multifunctional color laser printer Item 1.9

Original additional high yield set of toner, min. 5000 pages based on ISO/IEC 19798 (black, cyan, magenta, yellow)

Quantity: 88 sets

2. Black and color ink set for inkjet printer Item 1.10:

Black and color ink set: Min. Black, Cyan, Light Cyan, Yellow, Magenta, Light Magenta with minimum of 1800 prints of 10 x 15 cm photo

Quantity: 21 sets

	
	
	



Summary Information including delivery places:

	Item
	Type
	Institutions for delivery
	Qty
	Total Qty

	1.1 
	AFIS system
	Ministry of Security 
	1
	1

	1.2 
	Desktop computer with monitor Type 1
	Ministry of Foreign Affairs
	50
	50

	1.3 
	Desktop computer with monitor Type 2
	Ministry of Security 
	4
	23

	1.4 
	
	Service for Foreigner’s affairs
	19
	

	1.5 
	Industrial computer with monitor 
	Border police
	31
	36

	
	
	Service for Foreigner’s affairs
	5
	

	1.6 
	Fingerprint scanner
	Ministry of Security
	9
	121

	1.7 
	
	Service for Foreigner’s affairs
	27
	

	1.8 
	
	Border police
	34
	

	1.9 
	
	Ministry of Foreign Affairs
	51
	

	1.10 
	Document reader
	Ministry of Security
	9
	121

	1.11 
	
	Service for Foreigner’s affairs
	27
	

	1.12 
	
	Border police
	34
	

	1.13 
	
	Ministry of Foreign Affairs
	51
	

	1.14 
	UPS
	Ministry of Security
	4
	109

	1.15 
	
	Service for Foreigner’s affairs
	24
	

	1.16 
	
	Border police
	31
	

	1.17 
	
	Ministry of Foreign Affairs
	50
	

	1.18 
	Barcode reader with stand
	Ministry of Security
	4
	109

	1.19 
	
	Service for Foreigner’s affairs
	24
	

	1.20 
	
	Border police
	31
	

	1.21 
	
	Ministry of Foreign Affairs
	50
	

	1.22 
	Multifuncional color laser printer
	Service for Foreigner’s affairs
	24
	88

	1.23 
	
	Border police
	14
	

	1.24 
	
	Ministry of Foreign Affairs
	50
	

	1.25 
	Inkjet color printer
	Ministry of Security
	4
	21

	1.26 
	
	Border police
	17
	

	1.27 
	DSLR camera
	Ministry of Security
	4
	109

	1.28 
	
	Service for Foreigner’s affairs
	24
	

	1.29 
	
	Border police
	31
	

	1.30 
	
	Ministry of Foreign Affairs
	50
	

	1.31 
	Converged IT infrastructure platform
	Ministry of Security
	1
	1

	1.32 
	Software deployment tool
	Ministry of Security
	1
	1

	1.33 
	Rack
	Ministry of Security
	1
	1

	1.34 
	Firewall
	Ministry of Security
	3
	12

	1.35 
	
	Service for Foreigner’s affairs
	4
	

	1.36 
	
	Border police
	5
	

	1.37 
	Network switch
	Ministry of Security
	3
	30

	1.38 
	
	Service for Foreigner’s affairs
	22
	

	1.39 
	
	Border police
	5
	

	1.40 
	3G/4G firewall
	Ministry of Security
	5
	12

	1.41 
	
	Service for Foreigner’s affairs
	3
	

	1.42 
	
	Border police
	3
	

	1.43 
	
	Ministry of Foreign Affairs
	1
	

	1.44 
	Wireless mobile printer with battery
	Ministry of Security
	5
	12

	1.45 
	
	Service for Foreigner’s affairs
	3
	

	1.46 
	
	Border police
	3
	

	1.47 
	
	Ministry of Foreign Affairs
	1
	

	1.48 
	Mobile set
	Ministry of Security
	5
	12

	1.49 
	
	Service for Foreigner’s affairs
	3
	

	1.50 
	
	Border police
	3
	

	1.51 
	
	Ministry of Foreign Affairs
	1
	

	1.52 
	PtP links
	Ministry of Security
	3
	10

	1.53 
	
	Service for Foreigner affairs
	7
	

	1.54 
	LCD Display
	Ministry of Security
	2
	2





Delivery Locations with addresses:

	Institution
	Address

	Ministry of Security
	Trg BiH 1, 71000 Sarajevo, BiH

	Ministry of Foreign Affairs
	Musala 2, 71000 Sarajevo, BiH

	Service for Foreigner’s affairs  
	Braće Mulića 38, 71000 Sarajevo, BiH

	BiH Border Police
	Reufa Muhića 2A, 71000 Sarajevo, BiH









It is important to note that delivery to the diplomatic and consular offices must be included using diplomatic mail (details will be given after signing the Contract).
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