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Columns 1-2 should be completed by the Contracting Authority
Columns 3-4 should be completed by the tenderer
Column 5 is reserved for the evaluation committee 
Annex III - the Contractor's technical offer
The tenderers are requested to complete the template on the next pages: 
· Column 2 is completed by the Contracting Authority shows the required specifications (not to be modified by the tenderer), 
· Column 3 is to be filled in by the tenderer and must detail what is offered (for example the words “compliant” or “yes” are not sufficient)  
· Column 4 allows the tenderer to make comments on its proposed supply and to make eventual references to the documentation
The eventual documentation supplied should clearly indicate (highlight, mark) the models offered and the options included, if any, so that the evaluators can see the exact configuration. Offers that do not permit to identify precisely the models and the specifications may be rejected by the evaluation committee.
The offer must be clear enough to allow the evaluators to make an easy comparison between the requested specifications and the offered specifications.


TECHNICAL SPECIFICATION

Abbreviations

	AC
	Alternating Current

	ACM
	Adaptive Coding & Modulation

	AD
	Active directory

	ADF
	Automatic Document Feeder

	AES
	Advanced Encryption Standard

	ALPR
	Automatic license plate recognition

	API
	Application Programming Interface

	APDU
	Application Protocol Data Unit

	ATPC
	Automatic Transmit Power Control

	BGP
	Border Gateway Protocol

	BIOS
	Basic Input/Output System

	CA
	Certificate Authority

	CAN-bus
	Controller Area Network Bus

	CIFS
	Common Internet File System

	CLI
	Command-Line Interface

	CMS
	Case management system

	CPU
	Central Processing Unit

	CRL
	Certificate Revocation List

	CSV
	Comma Separated Values

	CWA14167-1
	CEN Workshop Agreement (reference document from the European Committee for Standardisation) 14167-1: security requirements for trustworthy systems managing for electronical signatures

	DDR
	Double Data Rate

	DDoS
	Distributed Denial of Service

	DES
	Data Encryption Algorithm

	DHCP
	Dynamic Host Configuration Protocol

	DMS
	Document management system

	DNS
	Domain Name System

	DoS
	Denial of Service

	DPC
	Directorate For Police Coordination

	DRAM
	Dynamic Random-Access Memory

	EAL4+
	Evaluation Assurance Levele 4+ (Common Criteria for Information Technology Security Evaluation international standard)

	ECC
	Error-Correcting Code (item 2.2 Server type 2)

	ECC
	Elliptic-curve cryptography (item 7.1 Smart Cards)

	EMC
	Electromagnetic Compatibility

	EPO
	European Patent Office

	ERP
	Enterprise resource planning

	ETSI
	European Telecommunications Standards Institute

	FC
	Fibre Channel

	FHD
	Full High Definition

	FUP (FDP)
	Federal department of  police

	FSK
	Frequency-Shift Keying

	FTP
	File Transfer Protocol

	GBPS
	Giga Bits Per Second

	GIS
	Geographical information system

	GNSS
	Global Navigation Satellite System

	GP (BP)
	Border police

	GPS
	Global positioning system

	GRE
	Generic Routing Encapsulation

	GSM
	Global System For Mobile Communications

	GUI
	Graphical User Interface

	HBA
	Host Bus Adapter

	HD
	High Definition

	HDD
	Hard Disk Drive

	HDMI
	High-Definition Multimedia Interface

	HSM
	Hardware Security Module

	HTTP
	Hypertext Transfer Protocol 

	HTTPS
	Hypertext Transfer Protocol Secure

	IEC
	International Electrotechnical Commission

	IDDEEA
	The Agency for Identification Documents, Registers and Data Exchange of Bosnia and Herzegovina (IDDEEA)

	IGMP
	Internet Group Management Protocol

	IGMPv3
	Internet Group Management Protocol ver.3

	IoT
	Internet of things – internetworking of sensors (humidity and temperature meter, camera, audio-sensors,)

	IP
	Internet Protocol

	IPS
	Intrusion prevention system

	IPSec
	Internet Protocol Security

	IS-IS
	Intermediate System to Intermediate System

	iSCSI
	Internet Small Computer System Interface

	JMBG
	Unique Master Citizen Number (Jedinstveni matični broj građana, JMBG)

	ISO
	International Organization for Standardization

	ISDN
	Integrated Services Digital Network

	LACP
	Link Aggregation Control Protocol

	LAN
	Local Area Network

	LDAP
	Lightweight Directory Access Protocol

	LDP
	Label Distribution Protocol

	LED
	Light Emitting Diode

	LPR
	License plate recognition

	LUN
	Logical Unit Number

	MD5
	cryptographic algorithm

	MoI
	Ministry of interior

	MPLS
	Multiprotocol Label Switching

	MS
	Microsoft

	MSDP
	Multicast Source Discovery Protocol

	MTU
	Maximum Transmission Unit

	NAS
	Network-Attached Storage

	NBD
	Next Business Day

	NDMP
	Network Data Management Protocol

	NFS
	Network File System

	NGFW
	Next-Generation Firewall

	NOC
	Network Operations Center

	NTP
	Network Time Protocol

	OCSP
	Online Certificate Status Protocol

	PBX
	Private Branch Exchange

	PIM DM
	Protocol Independent Multicast - Dense Mode

	PIM SM
	Protocol Independent Multicast - Sparse-Mode

	PIM SSM
	Protocol Independent Multicast - Source-Specific Multicast

	PKI
	Public Key Infrastructure

	PoE
	Power Over Ethernet

	PRI
	Primary Rate Interface

	PSU
	Power Supply Unit

	PtMP
	Point to Multipoint

	PtP
	Point-To-Point

	QAM
	Quadrature Amplitude Modulation

	QPSK
	Quadrature Phase-Shift Keying

	OSDP
	Open Supervised Device Protocol

	OSPF
	Open Shortest Path First

	P2P
	Peer to peer

	PMI
	Project management institute

	RAID
	Redundant Array Of Inexpensive (or Independent) Disks

	RAM
	Random Access Memory

	RDBSM
	Relational Database Management System

	RIP
	Routing Information Protocol

	RP-SMA
	Reverse-polarity SubMiniature version A

	RSA
	Rivest, Shamir, and Adelman - public key cryptography algorithm

	RSVP
	Resource Reservation Protocol

	RTC
	Real Time Clock

	SAS
	Serial Attached Scsi

	SAN
	Storage Area Network

	SATA
	Serial At Attachment

	SCADA
	Supervisory Control And Data Acquisition

	SCEP
	Simple Certificate Enrollment Protocol

	SCP
	Session Control Protocol

	SD
	Secure Digital

	SDK
	Software development kit

	SFF
	Small Form Factor

	SFP
	Small Form-Factor Pluggable

	SFTP
	SSH File Transfer Protocol / Secure File Transfer Protocol

	SHA
	Secure Hash Algorithms

	SMTP
	Simple Mail Transfer Protocol

	SNMP
	Simple Network Management Protocol

	SNTP
	Simple Network Time Protocol

	SQL
	Structured Query Language

	SSD
	Solid-State Drive

	SSH
	Secure Shell Protocol

	SSL
	Secure Sockets Layer

	TCP/IP
	Transmission Control Protocol / Internet Protocol 

	TDM
	Time Division Multiplex 

	TFTP
	Trivial File Transfer Protocol

	TKIP
	Temporal Key Integrity Protocol

	TLS
	Transport Layer Security

	TSA
	Timestamp Authority

	UAC
	Unified Access Control

	UPS
	Uninterruptible Power Supply / Uninterruptible Power Source

	URL
	Uniform Resource Locator

	USB
	Universal Serial Bus

	UTC
	Coordinated Universal Time

	UTP
	Unshielded Twisted Pair

	VA
	Validation Authority

	VDC
	Volts Direct Current

	VdS
	VdS is an independent institution which has been ensuring safety and trust in the fields of fire protection and security for many decades and develops advanced safety concepts for significant industrial and commercial enterprises, leading manufacturers and system businesses as well as specialist firms and independent specialists.

	VLAN
	Virtual Local Area Network

	VMS
	Video management system

	VoIP
	Voice over internet protocol

	VPN
	Virtual Private Network

	VRLA
	Valve-Regulated Lead-Acid

	VRRP
	Virtual Router Redundancy Protocol

	WLAN 
	Wireless Local Area Network

	WPA
	Wi-Fi Protected Access

	WPA2
	Wi-Fi Protected Access 2

	XKMS
	XML Key Management Specification

	XML
	Extensible Markup Language

	YMCK
	Color printing typically uses ink of four colors: cyan, magenta, yellow, and key

	1PPS
	1 Pulse per second

	3DES
	Triple Data Encryption Algorithm




 

LOT 1: Computers and peripheral hardware devices

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	1.1
QTY:
698
	Monitor

Size - min 22 "
Technology: LED 
Resolution - min 1920x1080, 16:9
Ports - min HDMI or DisplayPort and VGA, 2 x USB
Response time - max 7 ms
Viewing angle – min.: horizontal 150 degrees,  vertically 150 degrees
Contrast: min 1000:1
Brightness - 250 cd min / m2
Other – Tilt
Pixel defects according to standards ISO-9241-3xx, Class 0 when delivered and class 1 during the warranty period.
Warranty: 1 year
	
	
	

	1.2
QTY:
611
	Desktop computer type 1

Case – Tower/Midi Tower
CPU - min 1 processor with  Pass mark CPU Mark 7400 or higher 
RAM - minimum 1x8 GB 2400 MHz DDR4, expandable up to 16GB, min. 2 slots
Graphic card –VGI + HDMI or DVI 
Hard drive–min. 500 GB SATA 7.200 rpm 
Optical devices – DVD RW
Connectivity – min. Ethernet 10/100/1000
Sound card –  min. 5.1 (Rear: 3 x Audio jacks; Front: 1 x Microphone jack, 1 x Headphone jack)
I/O ports - min 6 x USB port (Rear: 4 x USB; Front: 2 x USB), 1 x RJ45,
Expansion slots:  min. 1 x PCIe
Keyboard:  USB, localized BiH language 
Mouse: optical, scroll, USB
Software: Preinstalled Operating System         
Has to support integration with enterprise-class directory services MS Active Directory or equivalent
Warranty: 1 year
	
	
	

	1.3
QTY:
87
	Desktop Computer type 2

Case – Tower/Midi Tower
CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
RAM - minimum 1x8 GB 2400 MHz DDR4, expandable up to 16GB, min. 2 slots
Graphic card –with HDMI and DVI or VGA 
Hard drive– min. 500 GB SSD
Optical devices – DVD RW
Connectivity – min. Ethernet 10/100/1000
Sound card –  min. 5.1 (Rear: 3 x Audio jacks; Front: 1 x Microphone jack, 1 x Headphone jack)
I/O ports - min 6 x USB port (Rear: 4 x USB; Front: 2 x USB), 1 x RJ45,
Expansion slots:  min. 1 x PCIe
Software: Preinstalled Operating System          Has to support integration with enterprise-class directory services MS Active Directory, or equivalent
Keyboard:  USB, localized BiH language 
Mouse: optical, scroll, USB
Warranty: 1 year
Commercial Warranty: 3 years
	
	
	

	1.4
QTY:
62
	Notebook

Processor 	x64 processor with 2 core and 4 threads PassMark: CPU Mark 5550 (minimum)
RAM: Min. 20 GB DDR4 2133 MHz,
Monitor:  min 12”, max. 14” LED FHD 
HDD: Min. 256 GB SSD M.2
Graphic: HDMI supported 
Audio	Stereo speakers and 2 x digital array microphones Min. 1 x Audio-in/Audio-out (combo)
I/O Ports Min. 2 x USB 3.0 – Type A
Minimum one of the required USB ports should support power-always-on technology
Min. 1 x USB 3.1 – Type C
Min. 1 x HDMI, 1 x RJ45, 
1 x SmartCard, 1 x Memory Card
Connecting:	integrated LAN modul 10/100/1000 MBit/s, Dual band WLAN, Bluetooth V4.0
Integrated keyboard: Localized keyboard (spill-resistant)
Camera: Built-in webcam (HD)
Battery: Li-Ion battery 50 Wh


Security:Fingerprint, User and BIOS password, HDD password, TMP 2.0
Bag included                   
OS:   	Preinstalled Operating System         Operating system must support integration with enterprise-class directory services MS Active Directory, or equivalent
Warranty: 1 year
	
	
	

	1.5
QTY:
30
	Document scanner with barcode module

Type : Office Document Scanner
Document input : manual and automatic
Document size : up to max. Width: 50.8 - 216mm; Length: 54 - 356mm
Capacity : min 50 sheet (80g/m²)
Light : RGB LED
Resolution: minimum Optical: 600 dpi; Output:150/200/240/300/400/600 dpi; 
Scan speed : black/white:  (single / duplex): min. 40 ppm / 80 ipm; color: (single / duplex): min. 40 ppm / 80 ipm
Daily cycle : min 5,000 pages
Interface : Hi-Speed USB 2.0
Power : AC 100 - 240V (50/60Hz)
Supported OS : Windows 7, 8, 8.1 (32-bit/64-bit), Windows 10
Module : BARcode scanning (BAR code Modul III)
Warranty: 1 year

	
	
	




	1.6
QTY:
30
	Handheld barcode reader

Supported barcode standards : 1D and GS1
If needed adapter to be included
Scan angle : 30° minimum
Scanning slope :, 50° minimum 
Scan speed : min. 100 lines per second
Light source : min. 4800 Lux
Print contrast ratio : better than 35%
Work temperature :  0 ° C - 40 ° C (32 ° F - 104 ° F)
Interface : USB
Cable : USB cable for connecting bar code scanner
Pedestal : Yes
Warranty: 1 year
	
	
	

	
1.7
QTY:
82
	Multifunctional printer 

Functions : Print, Scan, Copy

Print specifications
Technology : Laser
Duty cycle : min 8000 pages
Resolution : min 600 x 400 dpi
Speed : 18 ppm minimum
Scan specifications
Type : Flatbed, ADF
Color scaning : yes
Resolution : min 1200 x 1200 dpi
Speed : Black-min 6 ppm
Color – min 3 ppm minimum
File format : JPEG, PDF, GIF
Size: ADF: max 216x356mm, Flatbed: min. 216x297mm

Copy specifications
Resolution : min 600x400 dpi
Speed : min 18 ppm

Conectivity : Hi speed USB 2.0 port, 10/100 Ethernet network port
Memory : min 64MB
Duplex print : Automatic
Cables : Hi-speed USB 2.0 min 1.8m
Power : Built-in power supply, 220-240VAC, 50/60 Hz
Supported OS : Windows 7, 8, 8.1 (32-bit/64-bit), Windows 10
Drivers : host-based print and scan drivers 
Warranty: 1 year
	
	
	

	
1.8
QTY:
4
	Multifunctional Copier

Core functions: 	Print, Copy, Scan, Send, Store and Fax
Print speed: min. 25 ppm for A4,  min. 15 ppm for A3
Print resolution:	min. 600 dpi x  600 dpi
Duplex:Yes, automatic
Direct print:Direct printing must be avalaible from USB memory key, Advanced space, Remote UI
Communication protocol: File: FTP, SMB v3.0, WebDAV E-mail/I-Fax: SMTP, POP3
Scanning Speed: 	
Single-sided Scanning (BW/Color): min. 80/80 ipm (300pi), 
Double-sided Scanning (BW/color): min. 160/160 ipm (300pi)
Scanning Resolution: min. 600 dpi x  600 dpi
Double side scan:	Yes, 2-side to 2-side (Automatic)
DADF:	Yes, Simultaneous 2-sided scanning of multiple page documents. Minimum paper capacity 150 sheets
Paper Formats:	A3, B4, A4, A4R, B5, B5R, A5R
File formats:	TIFF, JPEG, PDF, XPS, Office Open XML
Supported media types:Thin paper, Plain paper, Recycled paper,Colour paper, Thick paper
Finishing capabilities: Collate, Group, Offset, Staple, 	Staple-Free Staple
Paper input: min. 2 x 500-sheet cassettes min. 80-sheet multi-purpose tray
Memory:	min. 2 GB RAM
Hard disk:	min. 250 GB
Toner:	min. 20.000 pages
Control Panel: 	min. 7 inches TFT LCD Colour Touch panel
Authentication:Universal Login Manager, User Authentication, Department ID, 	Authentication
Interface: Min. Ethernet, Wireless LAN 4 x USB 
Warranty: 1 year 


	
	
	




	1.9
QTY :
3000
	Contact Smart Card Reader

Host Interface: USB 2.0 full speed 
Smart Card Interface: 
-supports ISO 7816 Class A, B and C cards (5 V, 3 V, 1.8 V),
-reads from and writes to all ISO 7816-1,2,3,4 microprocessor cards, T=0 and T=1 protocols
Card Size: ID-1
Extended Length APDU support: Yes
Smart Card Connector: 
-8 friction contacts - ISO location
-min. 100000 insertion cycles
Cable: USB 2.0 type A connector
Power supply:
-Power supply thru USB port
PC / SC Driver Support: -Up to Windows 10, -Linux, -Mac OS X 
Warranty: 1 year
	
	
	

	
CONSUMABLES
Toner for multifunctional printer Item 1.7
Original toner compatible with Multifunctional printer, item 1.7 
QTY: 34

Toner for multifuntional copier Item 1.8
Original toner compatible with Copier, item 1.8
QTY: 8

	
	
	






LOT 2: Server and storage equipment and network equipment

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	2.1
QTY:
13 pcs
	Server type 1: 
Server 1U rack mount  with rack mounting kit
Processor: min. 2 x 6 core processor, Pass mark 10400 (CPU Mark for each processor) or  higher
Memory:  min.128 GB. Supported up to 1.5 TB,
HDD: Min. 4 x 600GB/15K rpm 6GBPS SAS 
Raid support: integrated 6 Gbps hardware RAID -0, -1, -5, -10
Optical drive: Internal SATA DVD-RW + SW                                            Connectivity: min.Network LAN: 4 × 1 GbE, 
Fibre Channel:  8Gb FC DUAL-PORT HBA or equivalent with 2 SFP transceivers
Systems management: Integrated.
Ports: min.5 x USB(2x front, 2x rear, 1x internal), min.1xSerial, 1xVideo back, 1xVideo front 
Power supply: min. 2x750W,  dual and redundant, hot swap.
Hot-swap components: Power supplies, fan modules and hard disk drives                      
OS support: Microsoft Windows Server  2012/2016, Red Hat Enterprise Linux, SUSE Linux Enterprise Server, VMware, Hyper-V, Oracle Solaris.  
OS: Preinstalled Server Operating System                                           
Warranty: 1 year 
Compatibility: compatible with Storage type 1, type 2 and type 3; 
Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.2
QTY:
7
	Server type 2
Form factor: 19” rack with rack mounting kit and cable management arm, 2U max
Processor: min. 2 x 8 core processor, Passmark Passmark CPU Mark for each processor 11300 or higher
Memory: min. 256 GB DDR4 ECC (8x32GB). Min. supported 1.5 TB RAM, 24 DIMM slots.
HDD: min. 3 x 600GB 10k 12Gb SAS
Storage controller: 12Gb/s SAS RAID controller, RAID support 0, 1, 5, 10
Optical drive: Internal SATA DVD-RW drive
Connectivity: min. 4x 1GbE RJ45, min.  1Gb Remote Management Port
Fiber Channel: min. 2x dual port FC HBA 16Gb (total four FC ports required)
System Management: on-board remote management independent of server or OS status, health monitoring of key internal components
Ports: min. 5x USB ports, min. 1x Serial port, 1x Video front, 1x Video back.  
Power supply: min. 2x 500W, redundant, hot swap.
Hot-swap components: power supplies, fan modules and hard disk drives                      
OS support: Microsoft Windows Server 2012/ 2016, Red Hat Enterprise Linux, SUSE Linux Enterprise Server, VMware, Hyper-V, Oracle Solaris. 
OS: Preinstalled Server Operating System                                            
Warranty: 1 year Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.3
QTY:
16
	Server type 3

Form factor: 19” rack with rack mounting kit and  cable management arm, 2U max
CPU:  min. 1x 8core processor, Passmark CPU Mark 11.300 or higher
Possibility of installation of second processor
Memory:	min. 64 GB DDR4 with Advanced ECC
SD media adapter with RAID 1 SD cards capability, with min. 2 x 8GB SD cards for RAID1 or equivalent
HDD: min. 2x 4TB 7.2k 12Gb SAS 3,5‘‘
Storage controller: 12Gb/s SAS RAID controller, RAID support 0, 1, 5, 6, 10, 50, 60, 2GB flash backed write cache, possibility to upgrade up to 12 HDD without additional HW components.
HBA: min. 2x 8Gbps FC ports
Expansion Slot: min. 3x PCIe 3.0
Network:	min. 4x 1Gb Ethernet, 2x 10GBASE-T adapter, 1Gb Remote Management Port
Ports: min. 5x USB ports
Power:	min. 2x 500W, redundant,  hot swap
Fan: 	min. 4x redundant hot swap fans.
How swap units: power supplies, fans, HDDs
System Management: On-board remote management, remote access, health monitoring of key internal components: fans, hard drives, power supplies
OS support: Microsoft Windows Server  2012/2016, Red Hat Enterprise Linux, SUSE Linux Enterprise Server, VMware, Hyper-V Oracle, Solaris.  
OS: Preinstalled Server Operating System
Warranty: 1 year
Commerical warranty: 3 years
Compatibility: 
· compatible with Storage type 1 and type 2; 
· virtualization software specified in 6.3; 
· Backup and replication software specified in 6.4
Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.4
QTY:
4
	Server type 4

Form factor: 19” rack with rack mounting kit and  cable management arm, 2U max
CPU: min. 2x CPU; min. 10 physical cores per CPU; min. 13.900 Passmark CPU score per each CPU
Memory: min. 128 GB DDR4 in 8x 16 GB configuration; expandable to 384 GB with same 16 GB DIMMs
HDD: min. 2x 150 GB SSD, RAID 1
Power: redundant (min. 2x) PSU; Platinum efficiency
LAN: 4x 1GbE on board (no PCIe slots used)
HBA: min. 2x 8Gbps FC ports
USB: min. 5x USB ports
SD media adapter with RAID 1 SD cards capability, with min. 2 x 8GB SD cards for RAID1 or equivalent
Management: integrated remote access module with hardware monitoring, error logging, firmware upgrade capability
Hot plug components: PSU, fans, disks
OS support: Microsoft Windows Server 2012/ 2016, Red Hat Enterprise Linux, SUSE Linux Enterprise Server, VMware, Hyper-V, Oracle Solaris. 
OS: Preinstalled Server Operating System  
Warranty: 1 year
Commerical warranty: 3 years
Compatibility: 
· compatible with Storage type 1 and type 2; 
· virtualization software specified in 6.3; 
· Backup and replication software specified in 6.4
Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.5
QTY:
6
	Storage type 1

2U rack mount with minimum 24 drive bays
Controller: Dual redundant controllers.
Supported Capacity: min. up to 256 TB native capacity with optional disk enclosures
Supported Drives (with expansion): min  96 LFF/192 SFF
Cache: min. 8 GB read/write cache 
Cache Backup: cache data protection / back up to non-volatile memory for indefinite backup
Total LUNs: min 512
Thin Provisioning: enabled.
Management Interface: provision of status and activity
RAID Support: 0, 1, 5, 6, 10, 50	
Host Ports: min. support up to four connections with options of 16Gb, 8Gb FC and 10GbE, 1GbE iSCSI per controller
Disk included: min. 12x 1.2TB 6GB SAS 10k SFF dual port, hot swap
Connectivity: fiber channel connectivity, min. 1x16 GB FC,
1x8GB FC, 1x10 Gbe per controller
Warranty: 1 year
Commerical warranty: 3 years
Installation: Full installation and configuration (HW, SW) with testing.
	
	
	




	2.6
QTY:
2
	Storage  type 2
· Type: dual controller integrated system with FC SAN support
· Format: 19" rackmount with integrated disk slots, dual controllers, memory and control software
· online disk expansion capability within control enclosure or expansion enclosures
· Controller requirements:
· active redundant controller pair with each controller having own processor, memory, frontend iSCSI and/or SAN connectivity ports
· min. 8 GB cache memory per controller
· min. 4x 16 Gb Fibre Channel (FC) ports per controller with included appropriate SFP modules
· Disk related requirements:
· min. 140 total disks per system
· min. RAID 1, 5, 6, 10
· included 8x 1.8 TB 10K SAS disks
· Included 6x 5m FC cables
· Management requirements: web management console
· Feature requirements:
· upgrade without system downtime 
· virtualization
· thin provisioning
· local snapshots (min. 64 snapshots)
· tiering supported 
· remote mirroring supported
Warranty: 1 year
Commerical warranty: 3 years
Installation: Full installation and configuration (HW, SW) with testing.
	
	
	



	

2.7
QTY:
1
	Storage type 3
· Redundant hot-plug/hot-swap power supply
· Redundant hot-plug/hot-swap cooling
· All Flash Unified Array
· Min 96 GB cache 
· Support for iSCSI and FC SAN
· Storage system supports min 150 SSDs 
· Supports RAID levels 0, 1, 5 and 6
· Thin Provisioning 
· Compression (Block, File)
· Local and remote data protection (snapshot, replication)
· QoS
· Antivirus
· Min 4x16 Gb FC ports included per controller, 
· Min 2x10 G BASE-T iSCSI ports included per controller
· Direct Host Attach for FC and iSCSI
· Min. usable capacity 25 TB without compression and min. 15 unused disk slots for future needs
· Integration with VMware and Hyper-V
· Storage monitoring platform included 
· Full copies (Clones) and snapshots of volumes 
· Support for synchronous and asynchronous replication to another storage system from the vendor
· NTP
· Active Directory authentication
· Storage must be configured as central part of DPC primary datacenter and data must be migrated from existing Storage system. Existing Storage system should be reused in VMWare HA infrastructure and servers in item 2.2
Warranty: 1 year

Commerical warranty: 3 years

Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.8
QTY:
1
	Deduplication storage

· Disk based device with system for data deduplication on device
· Distributed deduplication supported
· Min. 17 TB usable deduplicated capacity
· Min. RAID level 6 supported
· Protokols supported min.: NFS, CIFS i NDMP 
· Min. 4x1 Gbps ports, or faster
· Min. 1x1 Gbps management Ethernet port
· Support for extension with min. 4x10 Gbps Ethernet ports or 4 x 16 Gbps FC
· Redundant hot-plug/hot-swap power supply
· Maximum writing speed must be min. 4,5 TB/h, using distributed data deduplication
· Functionalities:
· Compression and deduplication
· Local and remote data protection (snapshot, replication)
· Inline write/read data verification
· Telnet, FTP, SSH, alarms and notification over e-mail 
· LACP, VLAN tagging, IP alias
· Scheduled Capacity Reclamation
· VTL
· Boost
· Encryption, locking/archiving
· Integrated web based GUI/CLI management
· Device will be used as primary backup target at DPC primary datacenter. Data must be migrated from existing system. Existing system should be reused as backup target in VMWare HA infrastructure built with component above mentioned.
Warranty: 1 year

Commerical warranty: 3 years

Installation: Full installation and configuration (HW, SW) with testing
	
	
	

	2.9
QTY:
6
	NAS Storage

12-Bays
Processor: minimum 4 cores processor, Pass mark CPU Mark 6922 or higher
Memory: min. 24 GB RAM
Flash memory: min. 512MB 
Supported: min.12 x 3.5” or 2.5” SATA HDD or SSD, 12 x hot-swappable and lockable tray
Ports: min. 4 x Gigabit RJ-45 Ethernet port, 2x Dual-port 10 Gigabit Network Card with 10GBASE-T interface, 3x USB port
Support USB printer, pen drive, USB hub, and USB UPS.
Support min. 4TB NAS Hard Drive, Enterprise RAID
Included HDD: min. 12 x 4 TB SATA III  , Class NAS, Cache 64 MB, Compatible with NAS
Rackmount kit included
Warranty: 1 year
	
	
	






	2.10
QTY :
2

	GPS NTP Server

GNSS Receiver: Yes
Antenna: Outdoor Antenna, Environmental IP67, Lightning Arrestors ,Cable length min. 50m
Network Protocols: NTP; MD5; SNTP; SNMP v2c, v3; DHCP, HTPPS/SSL, IPv4
Time Accuracy: <50 ns RMS to UTC at 1PPS output
1 Day Holdover Accuracy: Rubidium Oscillator < 5 µs
NTP Server Performance:
min. 7500 NTP requests per second 
Network: min. 2 RJ-45 100/1000Base-T Ethernet
1PPS-Out: BNC
GNSS: BNC L1
Console: DB9-F RS-232
Size: 1U rack mount,
Warranty: 1 year
	
	
	

	2.11
QTY :
1 pair
	PtP Link
Radio microwave link – 1 complete link 
General requirements
· The PtP 10 GHz (10.15-10.3/10.5-10.65 GHz, 350 MHz duplex) link must be all-outdoor single-core radio node backhaul solution in 1+0 configuration.
· Devices must be delivered with a minimum of 200 Mbps capacity and can be upgraded up to min. 350 Mbps with the appropriate license key.
· Must support modulation from QPSK to 256 QAM with full range of hitless Adaptive Coding & Modulation (ACM).
· ATPC – Automatic Transmit Power Control
· Must support the following radio channel widths 3.5, 7, 14, 28, 40 and 56 MHz.
· All licenses required to operate and meet technical requirements must be delivered as perpetual.
PTP link must have following ethernet characteristics:
· Traffic Interfaces – 1 x 10/100/1000Base-T (RJ-45) and 1x1000Base-X (Optical SFP) or 10/100/1000Base-T (Electrical SFP).
· SFP Types - Optical 1000Base-LX (1310 nm) or SX (850 nm)
PTP link must support following ethernet features:
· MTU – min 9200 Bytes
· Quality of Service
· Transparent Ethernet
· Low Latency
Management and Security
Link must have a WEB based management and control system and support for the SNMP protocol. SSH and HTTPS protocols must be supported for control operations such as uploading/downloading of configuration files or updating the software. Management tools must include Link Alignment, Spectrum analyser and Constellation Diagram options.
PtP link must meet the following standards compliance
· Radio: EN 302 217-2-2, EN 300 440-2
· EMC: EN 301 489-1, EN 301 489-4
· Safety: EN 60950-1
PtP link must meet following environmental specifications
· -30°C to +55°C 
Power Input Specifications
· Standard Input: -48 VDC with DC Input range: -40 to -60 VDC
· Power-Over-Ethernet (PoE) IEEE 802.3at
Antenna Characteristics
· The RR antenna will be, in accordance with the recommendations of ETSI EN 302 217-4-1 and EN 302 217-4-2 Class 3, minimum.
Parabolic antennas will be of high performance (HP) with single polarization.
Antenna diameter will be 1.2 m.
· Installation of the antenna Ø1.2 m and the radio module will be integrated (Direct Mount) and will be able to be mounted on antenna carriers Ø60mm - 115mm. 
· Antennas will normally function at a wind speed of 200 km / h and ice deposits on an antenna of 25 mm. 
Each antenna will necessarily include hardware:
· To fasten and secure the antenna to the pillar
· For rough adjustment of the antenna in the horizontal and vertical plane
· For fine tuning of the antenna in the horizontal and vertical plane.
Additional equipment
· PoE injectors for both side of links, AC version, 802.3at support
· For second side of the link it is necessary to deliver:
· 12U wall mount rack
· 8port rack mount Managed Gigabit Ethernet Switch
UPS with for minimum 8h autonomy (Microwave Unit & Ethernet Switch) with integrated WEB server and SNMP support
Installation, configuration and testing
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	Network Switch L2 type 1
· Number of port 10/100/1000 Base-T PoE+: switch must have a minimum 44 UTP connections, all of which are able to connect 10/100/1000 Mbps
· Number of free uplink plug-in SFP port: at least 4
· Modules: min. 4x1G SFP LC LX Transceiver
· Packet-Switching Capacities: at least 170 Gbps
· Throughput: at least 130 Mpps
· MAC addresses supported per system: Min. 16,000 
· Memory: Min. 1GB Flash and min. 512 MB DRAM
· PoE budget: min. 370 W
· Layer 3 Features: Static routing with min. 2048 entries in IPv4 routing table
· Stacking: Supported, with min. 1x stacking module slot;
· High Availability: 802.3ad (LACP) support
· Multicast: Support for IGMP snooping, IGMP v1/v2/v3
· Services and Manageability: support for CLI and Web interface; support for Out-of-band management; SNMP;
· Rack mount kit: Included
· Power supply: One AC power supply
· · Warranty: 1 year
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	Network Switch L2 type 2

· Ports: min. 24x 10/100/1000 Base-T and min. 4x SFP/SFP+ with min. 2x1GB SFP transceiver included
· Packet-Switching Capacities: at least 128 Gbps
· Throughput: at least 95 Mpps
· Support for Jumbo Frames: Min. 9216 bytes
· Memory: Min. 2 GB Flash and min. 2 GB DRAM 
· Layer 3 Features: Static routing (included); RIP v1/2 and OSPF v1/2 (with additional license)
· Multicast: Support for IGMP snooping, IGMP v1/v2/v3, PIM SM, PIM SSM, PIM DM and MSDP with additional license
· Services and Manageability: support for CLI and Web interface; support for Out-of-band management; Rescue configuration; Image rollback
· Rack mount kit: Included
· Power supply: One AC power supply
· Warranty:  1 year
· Installation: Full installation and configuration with testing
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	Network Switch L3 type 1

Type : L3, Managed
Throughput: min. 75 Mpps
Ports: 48 RJ-45 10/100/1000 ports;
min. 4 SFP ports; 
RJ-45 or USB micro-B serial console port
Modules: min. 2x1G SFP LC LX Transceiver
Form factor: max.1U height
Rack mount kit: Included
Features : OSPF, QoS, VLAN, ACLs, MAC address filtering, support for CLI and Web interface
Warranty: 1 year
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	Network Switch L3 type 2

· Ports: min. 24x 10/100/1000 Base-T and min. 4x SFP/SFP+ with min. 2x1GB SFP transceiver included
· Stacking bandwidth: at least 160 Gbps with possibility to interconnect up to 9 switches as a single logical device. Min. one cable for stacking must be included
· Packet-Switching Capacities: at least 280 Gbps
· Throughput: at least 200 Mpps
· Support for Jumbo Frames: Min. 9216 bytes
· Layer 3 Features: RIP v1/v2, OSPF v1/2, Static routing, VRRP Layer 3 redundancy
· High Availability: 802.3ad (LACP) support 
· Quality of Service (QoS): Layer 2 QoS; Layer 3 QoS 
· Multicast: IGMP snooping; IGMP v1/v2/v3; PIM SM, PIM SSM, PIM DM; IGMP filter; MSDP
· Services and Manageability: support for CLI and Web interface; support for Out-of-band management; Rescue configuration; Image rollback
· Rack mount kit: Included
· Power supply: Two AC redundant power supply
· Warranty:  1 year
· Installation: Full installation and configuration with testing
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	L3 Modular Network switch

Chassis 
· Total number of slots: min. 6
· Line-card slots: min. 5
· Supervisor engine slots: min. 1
· Maximum PoE per slot: 1500W
· Bandwidth scalability per line-card slot: Up to 48 Gbps on all slots
· Number of power supply bays: Min. 2
· AC/DC input power: Supported 
· Power Supply: Min. 2x 1400W AC Power
· Number of fan-tray bays: Min. 1
· Rack units (RU): Max. 10RU
· Mounting: 19- and 23-in. rack compatible
· Number of Interfaces Supported per Line Card: Min. 240 x 10/100 Fast Ethernet (RJ‑45), Min. 240 x 10/100 Fast Ethernet (RJ+45) with IEEE 802.3af at Power over Ethernet (PoE/PoE+), Min. 244 x 1000BASE-X (fiber), Min. 240 x 10/100/1000BASE-T Gigabit Ethernet, Min. 240 x 10/100/1000BASE-T Gigabit Ethernet with IEEE 802.3af at PoE/PoE+, Min. 68 x 10 Gigabit Ethernet.
· Warranty:  1 year

Supervisor Engine (1 pcs.)
· Number of free uplink plug-in SFP/SFP+ port to perform optical backbone connections: Min. 4 nonblocking 10 Gigabit Ethernet uplinks (SFP+) or 4 nonblocking 1 Gigabit Ethernet uplinks (SFP)
· Centralized switching capacity: Min. 560 Gbps
· Per-slot switching capacity: Min. 48 Gbps
· Throughput: Min. 225 Mpps for IPv4, 110 Mpps for IPv6, 225 Mpps for L2 Bridging
· IPv4 routing entries: Min. 64,000
· IPv6 routing entries: Min. 32,000
· Multicast routes: Min. 32,000 
· CPU: Min. Quad core 1.8 GHz
· CPU queues: Min. 64
· Synchronous Dynamic RAM (SDRAM): Min. 4 GB
· Boot flash: Min. 2G
· Security and QoS hardware entries: Min. 64,000
· Dynamic Host Configuration Protocol (DHCP) snooping entries: Min. 12,000
· MAC addresses: Min. 55,000 
· Active VLANs: Min. 4,094
· Address Resolution Protocol (ARP) entries: Min. 47,000
· Spanning Tree Protocol instances: Min. 12,000
· Switched virtual interfaces (SVIs): Switched virtual interfaces (SVIs)
· SPAN: Min. 8 bidirectional sessions (ingress and egress)
· Feature set: advanced quality of service (QoS), rate limiting, access control lists (ACLs), and. Dynamic IP routing protocols Open Shortest Path First (OSPF), BGPv4, advanced hardware-based IP unicast and IP Multicast routing, support for IPv6 Layer 3 switching in hardware.
· Cluster: Possibiliy to connect min. 2 physical switches into a single virtual switch and the data plane of both clustered switches is active at the same time in both chassis. Cluster members are connected by virtual switch links (VSLs) using standard Gigabit or 10 Gigabit Ethernet connections between the cluster members. VSLs can carry regular user traffic in addition to the control plane communication between the cluster members.
· Warranty:  1 year

Line card (1 pcs.)
· Total number of ports: 24-port nonblocking GE SFP with min. 16x1GB SFP transceiver included
· L2-4 Jumbo Frame support: up to 9216 bytes
· Warranty:  1 year

Line card 2 (1 pcs.)
· Total number of ports: 48 10/100/1000 Gigabit nonblocking Ethernet ports
· L2-4 Jumbo Frame support: up to 9216 bytes
· Warranty:  1 year

Installation: Full installation and configuration (HW, SW) with testing
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	Network Switch
· Number of 10/100/1000 Base-T ports: min. 48
· Number of SFP ports: min. 2
· Packet-Switching Capacities: at least 100 Gbps
· Throughput: at least 104 Mpps
· MAC addresses supported per system: Min. 16,000 
· Support for Jumbo Frames: Min. 9216 bytes
· VLAN: Min. 64 VLANs supported 
· High Availability: 802.3ad (LACP) support
· Rack mount kit: Included
· Power supply: AC power supply
· Warranty:  1 year
· Installation: Full installation and configuration (HW, SW) with testing
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	FC SAN Switch
 
Fibre Channel Port Bandwidth: 8 Gbit/sec
Aggregate device bandwidth: Min. 405 Gbit/Sec end to end
FC Ports: Min. 24 Ports with 8 Ports Enabled and 8x 8Gb Short Wave SFP+ incl. 
Zoning Software: Yes (Included)
Fabric latency: 700 nanoseconds with no content, cut-through routing at 8 Gbit/sec 
Maximum frame size: 2112-byte payload
USB: One USB port for system log file downloads or firmware upgrades 
Number of Transceiver min. 8x hot-pluggable SFPs with  FC Cables min. 2m length
Data traffic types: Fabric switches supporting unicast and broadcast 
Media types: B-Series Branded Small Form-Factor Pluggable (SFP)
Management access: 10/100 Ethernet (RJ-45), serial port
Warranty: 1 year
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	Network router

Throughput: min. 300Mbps
WAN or LAN 10/100/1000 ports: min. 3 RJ-45
SFP ports: min. 1
DRAM: min 4 GB
Console port RJ-45: min. 1
USB 2.0 slots: min. 1
Protocols: IPv4, IPv6, static routes, RIP and RIPv2, OSPF, BGP, BGP Router Reflector, IS-IS, IGMPv3, PIM SM, MPLS, Layer 2 and Layer 3 VPN
Cryptographic algorithms: 
Encryption: DES, 3DES, AES-128, AES-256;
Integrity: MD5, SHA-1
Warranty and Support: 1 year
Training:
-number of participants: three participants 
-place of training: Banja Luka
-number of training days: min. 1 day
-training program: describe routing protocols, configure static routes, ospf and bgp.
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	DDoS Appliance

Throughput: min. 500Mbps
Legit Concurrent Sessions: Min. 1000000
DdoS Flood Attack Prevention Rate: 1000000 pps
Latency: < 60 micro seconds
Inspection Ports 10/100/1000 Copper Ethernet: min. 4
Inspection SFP ports: min. 2x1GE
Management Port                                                                                                                                                                                                                                                                                                                                                                                                          10/100/1000 Coper Ethernet: min. 1
Management Console: min. 1
Protect Actions: Layer 3, 4 and 7 DDoS attack identification and mitigation
High Availability: internal fail-open/fail-close for copper ports; 
Cluster active-passive: Yes
Dual Power Supply: Yes
Warranty and Support: 1 year
Training:
-number of participants: three participants 
-place of training: Banja Luka
-number of training days: min. 1 day
-training program: introduction to DDoS appliance, initial configuration, monitoring and reporting, HA configuration, implement protect actions.
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	Firewall type 1

Firewall Throughput: min. 15Gbps
Connections Per Second: min. 120K
Concurrent Sessions: min. 3M
VPN AES-128 Throughput: min 1,8 Gbps 
IPS Throughput: min. 3 Gbps
NGFW Throughput (Includes Firewall, Application Control and IPS): min 2.5 Gbps
Threat Prevention Throughput (Includes min. Firewall, Application Control, IPS, Antivirus): min. 1.5 Gbps
Network slots 10/100/1000Base-T: min. 6
Storage: min. 1x500GBHDD or min. 120 GB SSD
Memory: min. 8 GB
Virtual Systems: min. 10
High Availability for two firewall : Active/Active, Active/Passive 
Included Services: Firewall, Users Identity, IPSec VPN, Mobile Access, IPS, Application Control, URL Filtering, Antivirus, Anti-Botnet, Anti-Spam, Zero-Day Protection 
Subscription for included services: 1 year
Warranty and Support: 1 year
Training: 
-number of participants: three participants 
-place of training: Banja Luka
-number of training days: min. 1 day
-training program: introduction to Firewall appliance, initial configuration, implementation HA, IPsec VPN, Users Identity, configure IPS, Mobile Access, Application Control, URL filtering, Antivirus, Anti-Botnet, Anti-Spam, Zero-Day Protection.
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	Firewall  type 2

· Firewall throughput: min. 1 Gbps
· IPsec VPN 3DES/AES throughput: min. 250 Mbps
· Concurrent sessions: min. 60.000
· Connections per Second: min. 5.000
· IPS throughput: min 100 Mbps
· Ports: min. 8 x 10/100/1000 BASE-T
· Memory: min. 4 GB DRAM, 8 GB flash
· Routing Protocols: RIP v1/v2, OSPF/OSPF v3, MPLS (RSVP, LDP)
· Firewall Services: Stateful and stateless firewall, Zone-based firewall, Protection from protocol and traffic anomaly, Unified Access Control (UAC), User role-based firewall
· VPN Features: GRE, IP-IP, IPsec  
· High Availability Features: VRRP, Active/Passive and Active/Active
· Support for ( or upgrade with additional license ): Application visibility and control, Aplication based routing, URL filtering, SSL inspection, Intrusion prevention, Antivirus and Antispam
· Warranty: 1 year
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	Firewall type 3

· Firewall throughput: min. 2,8 Gbps
· IPsec VPN 3DES/AES throughput: min. 500 Mbps
· Concurrent sessions: min. 250.000
· Connections per Second: min. 10.000
· IPS throughput: min 200 Mbps
· Ports: min. 14 x 10/100/1000 BASE-T and min. 2x SFP ports with 1GE SFP transceiver included
· Memory: min. 4 GB DRAM, 8 GB flash
· Expansion min. 4 I/O slot and optional SSD hard disk
· Routing Protocols: RIP v1/v2, OSPF/OSPF v3, MPLS (RSVP, LDP)
· Multicast: IGMP v1/v2, PIM – SM/DM/SSM
· Firewall Services: Stateful and stateless firewall, Zone-based firewall, Protection from protocol and traffic anomaly, Unified Access Control (UAC), User role-based firewall
· VPN Features: GRE, IP-IP, IPsec 
· High Availability Features: VRRP, Active/Passive and Active/Active
· Support for: 
· Application visibility and control, Aplication based routing SSL inspection (included)
· URL filtering, Antimalware, Intrusion prevention, Antivirus and Antispam (possibility to upgrade with additional license)
· Warranty: 1 year
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	Firewall type 4

· Ports: min. 16x 10/100/1000Base-T LAN ports, 2x 10/100/1000Base-T WAN ports, 1x USB port, 1x Console port and 1x Management 10/100/1000BaseT port
· Internal Storage : min 64 GB SSD
· System Performance:
· Firewall Throughput :  min. 3 Gbps
· Concurrent Sessions: min 2 Million
· New Sessions/Sec: min 77 000
· IPsec VPN Throughput : min 1,2 Gbps
· IPSec VPN Tunnels min 2 000
· Site-to-site IPsec VPN Tunnels : min 2 000
· IPS Throughput : min. 1,7 Gbps 
· Virtual Domains: min. 10
· High Availability: Active/Active, Active/Pasive, Clustering
· Form Factor: Rack Mount, 1 RU
· Licenses and support included (1 year):
· 8x5 hardware support:  Hardware Replacement. Firmware and General Upgrades, 
· 8x5 Software Support: Antivirus, Web Content Filtering/URL Filtering, Antispam, IPS.
· Installation: Full installation and configuration (HW, SW) with testing
· Warranty: 1 year
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	Firewall cluster

· Firewall (2 pcs.)
· Type: 1U rack mountable physical appliance
· Firewall Throughput: min. 21 Gbps
· Connections Per Second: min. 150K
· Concurrent connection: min. 12M
· VPN Throughput: min 2.1 Gbps 
· IPS Throughput: min 3.8 Gbps
· NGFW Throughput (Includes Firewall, Application Control and IPS): min 3.3 Gbps
· Threat Prevention Throughput (Includes Firewall, Application Control, URL Filtering, IPS, Antivirus, Anti-Bot, Zero-Day protection): min. 1.7 Gbps
· Network ports 10/100/1000Base-T: min. 10
· Network ports 1000Base-F SFP: min. 4 with included SFP transceiver
· Storage: min. 240 GB SSD
· Memory: min. 16 GB expandable up to 32 GB
· LOM Card: Included
· High Availability : Active/Active, Active/Passive
· Included Services: Firewall, IPSec VPN, Mobile Access, IPS, Application Control (min 7600 Web 2.0 application and min 300 000 widget application), URL Filtering (min 200 000 000 web sites and min 64 category), Antivirus (min. 4.5 Million malware signatures and 300,000 malicious websites), Anti-Bot, Anti-Spam (min. 97% spam detection), Zero-Day Protection (Threat Emulation (sandboxing), and Threat Extraction)
· Warranty and Support: 1 year
· Firewall management (1 pcs.)
· Type: virtual or physical appliance
· Centralized management for min. 5 firewalls
· Searches and analyzes millions of logs per second to identify critical events
· Correlates data from network and 
· endpoint logs to catch suspicious activity
· Clientless integration with Active Directory
· Warranty and Support: 1 year
· Training
· number of participants: two participants 
· place of training: Brcko
· number of training days: min. 1 day
· training program: : introduction to Firewall appliance, initial configuration, implementation HA, IPsec VPN, Users Identity, configure IPS, Mobile Access, Application Control, URL filtering, Antivirus, Anti-Botnet, Anti-Spam, Zero-Day Protection
· Installation, configuration and testing
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	Sandbox appliance

Emulations files/month: min. 100K
Storage: min. 1TB HDD 10/100/1000Base-T
RJ45: min. 4
Compatibility with Firewall type 1 (Item Number 2.21): Yes
Virtual Machines: min. 4 with Preinstalled Operating System - Has to support integration with enterprise-class directory services MS Active Directory
Zero-day protection: Yes
File type support: MS Office, Adobe PDF, Java, Flash, executables, archives
Warranty: 1 year
Training: 
-number of participant: three participant 
-place of training: Banja Luka
-number of training days: min. 1 day
-training program: introduction to Sandbox appliance, initial configuration, sandbox deployment, monitoring and reporting, integration with Firewall type 1(Item Number 2.21).
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	Firewall Managment Appliance

Type: Virtual appliance 
Managed Gateways: min. 5
Compatibility with Firewall type 1 (Item Number 2.21), Sandbox appliance (Item Number 2.26): Yes
Included software package:
Management Network Policy; Management Endpoint policy; Monitoring, Logging, Reporting and Event Analysis; Integration with Active Directory 
VMware Support: VMware ESX 5.5, 6.0, 6.5

Warranty: 1 year
Training: 
-number of participant: three participant 
-place of training: Banja Luka
-number of training days: min. 1 day
-training program: introduction to firewall managment, initial configuration, administration and management policy, diagnostic and troubleshooting, integration with Firewall type 1(Item Number 2.21) and Sandbox appliance (Item Number 2.26).
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	Web application firewall – WAF

Throughput: min. 500Mbps
SSL/TLS Offload: RSA min. 2000 TPS
Interfaces: min. 4x1G Copper
Memory: min. 8GB
SSL Acceleration: Included
Actions: detects and mitigates attacks including DoS/DDoS, brute force, SQL injection, cross-site scripting, remote file inclusion, cookie poisoning, session hijacking
Warranty:  1 year
Training: 
-number of participants: three participants 
-place of training: Banja Luka
-number of training days: min. 2 days
-training program: introduction to WAF, initial configuration, implement protection and detection controls, analyze violations and alerts, implementation of SSL/TLS offload
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	WLAN Bridge 1
· Connectivity: min. 1x 10/100/1000 Ethernet Port
· Memory: min. 64 MB DDR2, 8 MB Flash
· Gain: min. 25 dBi
· Operating Frequency: 5150 - 5875 MHz
· Channel Sizes: 5/8/10/20/30/40 MHz
· Wind Survivability: Yes, 120 km/h
· Operating Temperature: -40 to 70°C
· Power Supply: 24V, 0.5A (PoE adapter included)
· Power Consumption: max 8W
· Outdoor Enclosure
· Mounting: Pole-Mount (Kit Included)
· Warranty: 1 year (Mounting included)
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	WLAN Bridge 2
· Connectivity: min. 1x 10/100 Ethernet Port
· Memory: min. 128 MB SDRAM, 8 MB Flash
· Output power: min. 27 dBm
· Operating Frequency: 5170 - 5875 MHz
· Channel Sizes: 5/8/10/20/30/40 MHz
· RF Connections: min. 2x RP-SMA (Waterproof )
· Operating Temperature: -30 to 75°C
· Power Supply: 24V, 1A (PoE adapter included)
· Power Consumption: max 8W
· Outdoor Enclosure
· Warranty: 1 year
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	WLAN Bridge 3
· Connectivity: min. 1x 10/100/1000 Ethernet Port
· Memory: min. 64 MB DDR2, 16 MB Flash
· Gain: min. 22 dBi
· Operating Frequency: 5150 - 5875 MHz
· Channel Sizes in PtP Mode: 5/8/10/20/30/40 MHz
· Channel Sizes in PtMP Mode: 10/20/30/40 MHz
· Wind Survivability: Yes, min 120 km/h
· Operating Temperature: -40 to 70°C
· Power Supply: 24V, 0.5A (PoE adapter included)
· Power Consumption: max 5,5W
· Outdoor Enclosure
· Mounting: Pole-Mount (Kit Included)
· Warranty: 1 year (Mounting included)
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	Wlan Access Point
· Connectivity: min. 1x 10/100 Ethernet Port
· Output power: min. 20 dBm
· Antennas: Integrated 3 dBi Omni
· Operating Frequency: 2,4 GHz
· BSSID: Up to Four Per Radio
· Wireless Security: WPA-Enterprise (WPA/WPA2, TKIP/AES)
· Operating Temperature: -10 to 70°C
· Power Supply: 24V, 0,5A (PoE adapter included)
· Power Consumption: max 4W
· Mounting: Wall/Ceiling (Kits Included)
· Warranty: 1 year
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	CENTRAL CALL RECORDER MoI

· The recorder must have: 
· min. 2x HDD in RAID 1 matrix,
· interface boards for TDM recording,
· single 230V AC power supply,
· housing with HDD trayless mobile rack.
· Recording buffer: min 30.000 h
· Recorded calls need to be stored on hard drive in a specific standard format 
· Operating system on recorder need to be installed on a separate memory/storage, so disk failure does not cause holdup the recorder

· Recorders must support: 
· recording telephone and radio calls on hard disk drive with accurate time, date and channel info, 
· recording numbers of call parties in case of ISDN, system or analogue (with FSK signaling) lines, 
· recording calls from ISDN PRI lines,
· recording calls from internal digital PBX station, 
· VoIP calls recording, 
· define the criteria for recording for each channel of the recorder, 
· call data encryption, 
· support for local and remote (via TCP/IP network) management and operating. 

· Supported number of channel:
· Supported 2-24 analog channel (two-way radios, phones) with included appropriate cards that supports recording for min. 8 simultaneous analog channels
· Supported 2-24 digital channel with included appropriate cards that supports recording for min. 4 simultaneous digital channels
	
· Warranty: 1 year

· After installation and setting of recorders it is obligatory to train technical personal and delivery technical and operational documentation on one of local languages
· Training:
-number of participants: two participants
-place of training: Cantonal Ministry of Interior
-number of training days: min. 1 day
-training program: Introduction to Call recorder solution; initial  
configuration, administration and management
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	Call recorder  FOR PS 1

· The recorder must have:
· 4-channel voice logger built on a Linux or other OS based embedded hardware platform
· It need to capable of recording phone calls and storing them internally without the need for a host PC
· Must upload data to a host computer in real-time due to lack of internal storage,
· The record data stored inside the recorder must be searched and reviewed from a remote PC via the network, using just a web browser
· Number of channel: min 4
· Storage: min 16GB (1000h)
· Connection type: 2-wire analog, 2-wire audio
· Ethernet port: Min 1x 10/100 Mbps 
· Warranty: 1 year
· Installation, configuration and testing. After installation, it is obligatory to deliver user guide in one of the local languages.
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	Call recorder for PS 2
· The recorder must have: 
· 2-channel voice logger built on a Linux or other OS based embedded hardware platform
· It need to capable of recording phone calls and storing them internally without the need for a host PC
· Must upload data to a host computer in real-time due to lack of internal storage,
· The record data stored inside the recorder must be searched and reviewed from a remote PC via the network, using just a web browser
· Number of channels: min. 2
· Storage: min 16GB (1000h)
· Connection type: 2-wire analog, 2-wire audio
· Ethernet port: Min. 1x 10/100 Mbps
· Warranty:  1 year
· Installation, configuration and testing. After installation, it is obligatory to deliver user guide in one of the local languages.
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	Server rack
· Type: pre-assembled
· Front door: Sheet metal perforated
· Rear door: Sheet metal double door perforated
· Side panel: Remove able with Lock
· Tilt protection: Yes
· Dimension: Min. 42U, max 600 mm width x 1000 mm depth with min. 1000 kg static load capacity.
Including assembly set with all necessary  assembly parts 
· PDU type 1, 1 pcs.
· Minimum 6 Socket outlets 250VAC 50/60Hz / 16A / 4000W
· PDU type 2, 2 pcs.
· Minimum 9 IEC C13 Socket outlets 250VAC 50/60Hz / 10A / 2500W
· Overload protection
· Horizontal Cable arranger, 4 pcs
· Min. 5 cable clamps
· Vertical Cable arranger, 2 pcs
· Inclusive fixing for mounting on the profile
· Patch panel, 2 pcs
· Min. 24 CAT6 ports manufactured for up to 250MHz, EN 50173 and ISO/IEC 11801
· Shielded RJ45 jacks
· Cable installation via LSA strips, color codes based on EIA/TIA 568 A & B
· KVM Console, 1 pcs
· Control panel with  min. 17", keyboard, touchpad, and built-in KVM switch for connecting up to 8 PCs/servers
· Appropriate cable (8 pcs.) must be included
· Non-reflective and break-proof  monitor min. 17"
· Warranty: 1 year
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	Rack cabinet 42U type 1
· 42U  rack server cabinet with basic technical characteristics as follows:
· dimensions:max. 1100x800x1995mm (DxWxH)
· front door: single perforated with a lock 
· rear door: double perforated with a lock
· temperature and humidity sensor (has to be compatible with device for connecting rack-sensors and device for security and enviromental monitoring specified in Item 3.10 Server room air conditioning system type 1 )
· temperature sensor, mount to the top of the door (has to be compatible with device for connecting rack-sensors and device for security and enviromental monitoring specified in Item 3.10 Server room air conditioning system type 1).
· degree of protection: IP-20
· max. 160 kg weight
· static load capacity: min. 1330 kg
· roof cable trough for low current cabling
· roof cable trough for power distribution cabling
· Vertical Cable Manager with Hinged Covers
· Controlled and manageable power distribution units (2 pcs.) with WEB / SNMP access and LCD display of basic technical characteristics as follows:
· Input Connection: 32A, 3-pin IEC-309 with min. 3m cable
· output sockets: min. 21x IEC-320-C13 + 3xIEC-320-C19
· overload protection: 2 x 16A circuit breaker
· Control: LCD display for control status
· Management: output for connection to a LAN network
· Installation is done verticaly on the side of the rack cabinet (zero U)
· Rack mount automatic transfer switch with the following technical characteristics:
· Input Current / Voltage: 16A/230V
· Input connections: 2 x C20 
· Output connections: min. 7 x C13 and 1 x C19
· Access control for front and rear doors, included: 
· Door sensors  
· Card readers 
· Rack mounting brackets
· has to be compatible with device for connecting rack-sensors and device for security and enviromental monitoring specified in Item 3.10 Server room air conditioning system type 1
· KVM Console
· Control panel with  min. 17" display, keyboard, touchpad, and built-in KVM switch for 8 PCs/servers with min. 4 KVM USB Cable
· Rack and accessoires (ATS, KVM console, sensors, cable management elements, power distribution units) has to be compatible 
· Closing of the warm zone with sliding door and roof elements

Full installation and configuration with testing
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	Rack cabinet 42U type 2

· 42U  rack server cabinet (1 pcs.) with basic technical characteristics as follows:
· dimensions: max. 1100x800x1995mm (DxWxH)
· front door: single perforated with a lock 
· rear door: double perforated with a lock .
· equipped with side walls
· degree of protection: IP-20
· max. 160 kg weight
· static load capacity: min. 1330 kg
· roof cable trough for low current cabling
· roof cable trough for power distribution cabling
· Vertical Cable Manager with Hinged Covers
· Controlled and manageable power distribution units (2 pcs.) with WEB / SNMP access and LCD display of basic technical characteristics as follows:
· Input Connection: 32A, 3-pin IEC-309 with min. 3m cable
· output sockets: min. 21x IEC-320-C13 + 3xIEC-320-C19
· overload protection: 2 x 16A circuit breaker
· Control: LCD display for control status
· Management: output for connection to a LAN network
· Installation is done vertically on the side of the rack cabinet (zero U)
· Rack mount automatic transfer switch (2 pcs.) with the following technical characteristics:
· Input Current / Voltage : 16A/230V
· Input connections: 2 x C20 
· Output connections: min. 7 x C13 and 1 x C19
· Rack and accessories (ATS, cable management elements, power distribution units, etc …) have to be compatible.
· Temperature and humidity sensor with display (1 pcs.) that provides visual reporting of temperature and humidity levels.
· Closing of the warm zone with sliding door and roof elements 

Installation: Full installation and configuration with testing
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	Micro Data Center
Micro Data Center with max. Dimension : 1150 x1800x2400 mm(WxDxH) and max weight: 900kg. The following elements are included in the Micro Data Center: 
· Structure
· 42U cabinet (min. 35U of usable IT space Power)
· Fully assembled in factory with interior cabling installed
· Min. 8kVA Smart-UPS with min. 5 minutes runtime at 8000W, 
· Power distribution unit with min. 3pcs with following specifications: In=16A, Voltage =230V, min. 7xC13 and 1XC19 outlet
· Smart UPS
· Includes:Rack Mounting brackets, Rack Mounting support rails, Temperature Probe, Web/SNMP Management Card
· Min. output power capacity 8000 Watts / 8 kVA 
· Batteries - battery type maintenance-free sealed 
· Recharge time max 2 hour(s) 
· Communications and management Interface Port(s):  RJ-45 10/100 Base-T, RJ-45 Serial, Smart-Slot, USB Available SmartSlot
· Doors 
· Front and back doors swing 180 deg. 
· Heavy duty steel hinges on the left side of doors 
· Double metal panel construction with a layer of insulation material in between. 
· Mechanical lock with 4 locking points to ensure a tight closing, physical security against vandalism and reduced deformation if the door is exposed to very high temperatures.

· Cooling
· Precision Cooling,  min. 9.0kW, cooling capacity and In-Row system cooling type 
· Flooded Receiver 
· Condenser, 2 Fan, Single Circuit, 220/1/50
· Includes cabling and circuit breaker protection
· Support monitoring for : 
· Temperature and humidity 
· Smoke 
· Video surveillence 
· Include Central Management System
· Security and Access Control 
· Electronic lock, 
· Rack access handle on front and rear doors
· Earth-bonding 
· Protection against water and dust 
· Cable gland for data/power, with min. capacity for 45 UTP cables.

Installation: Full installation and configuration with testing 
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	Micro Data Centar Rack

 42U, in form of modular safe.
Internal depth min. 1200mm equipped with:
· redundant min. 5kW air conditioner for exterior mount
· rack
· fire extinguishing system
· CMC or ambient monitoring system. 

Modular safety housing - safe, designed as a standard system with two doors and tested cable ducts on each side. (1 piece)

· Structure
· 42U cabinet (min. 35U of usable IT space Power)
· Fully assembled in factory with interior cabling installed
· Min. 8kVA Smart-UPS with min. 5 minutes runtime at 8000W, 
· Power distribution unit with min. 3pcs with following specifications: In=16A, Voltage =230V, min. 7xC13 and 1XC19 outlet
· Smart UPS
· Includes:Rack Mounting brackets, Rack Mounting support rails, Temperature Probe, Web/SNMP Management Card
· Min. output power capacity 8000 Watts / 8 kVA 
· Batteries - battery type maintenance-free sealed 
· Recharge time max 2 hour(s) 
· Communications and management Interface Port(s):  RJ-45 10/100 Base-T, RJ-45 Serial, Smart-Slot, USB Available SmartSlot
· Doors 
· Front and back doors swing 180 deg. 
· Heavy duty steel hinges on the left side of doors 
· Double metal panel construction with a layer of insulation material in between. 
· Mechanical lock with 4 locking points to ensure a tight closing, physical security against vandalism and reduced deformation if the door is exposed to very high temperatures.


· Cooling
· Precision Cooling,  min. 9.0kW, cooling capacity and In-Row system cooling type 
· Flooded Receiver 
· Condenser, 2 Fan, Single Circuit, 220/1/50
· Includes cabling and circuit breaker protection
· Support monitoring for : 
· Temperature and humidity 
· Smoke 
· Video surveillence 
· Include Central Management System
· Security and Access Control 
· Electronic lock, 
· Rack access handle on front and rear doors
· Earth-bonding 
· Protection against water and dust
· Cable gland for data/power, with min. capacity for 45 UTP cables. 

Additional features: 
· Left side wall: for connecting with neighboring module
· Right side wall: side element with 2 cable ducts (soft cable duct).
· Hight: 42 U
· Depth: min. 1000mm

Cooling device with redundant outdoor unit, for modular safe. (2 pieces)
Cooling capacity: min. 5000W, redundant 
Design:Internal component (vaporizer) is installed inside of safe, on the front part of the side wall.
External unit (compressor) is designed for mounting outside of the safe.

Pipe system for the cooling fluid (4 pieces)
Complete fitting with power and communication cables connecting external component with internal component. Internal and external components are connected with pipes for cooling fluid and control cables. 

TS8 frame for carrying of equipment inside the vault (1 piece)
Dimensions: Min. 800x2000x1000mm

Front and back doors, mounting, bottom and top boards are not included.
Materials: iron
Frame color: standard base color. 

Installed 19" profile carriers front and back 
Additional internal equipment: central grounding point 

Device extinguishing unit (1 piece): 
Early Fire Detection system via active circulation and constant monitoring of components which are separated in pirolitical (gas) phase of fire. Active automatic extinguishing system with Novec or equivalent 1230 gas. Technical data:
Height: min. 44.45 mm = 1 U
Width: 19" module, min. 447mm Depth: min. 620 mm
Weight: approximately 15 kg, including a bottle with extinguishing agens for extinguishing under pressure Protection level: IP 20
Power: 100/240 VAC, 50/60 Hz
Internal source of uninterrupted power: max. 4 hours
Sensors: two optical smoke detectors with different sensitivity:
o Sensitivity : close to 3.5% m of transparency
o Sensitivity: close to 0.25% m of transparency
External contacts: 4 non-power contacts
Extinguishing agens: min. 3,2 kg Novec 1230 or equivalent
Protected area: up to 3 m3 (in a sealed housing):
o Maximum number of slave units: 4
o Maximum number of protected housings: 5 (depending of housing volume)
o Hand trigger 
Blocking port: door micro switch port 
Ports: pre-alarm, alarm, extinguishing, cumulative error
- Working power: 100/240 VAC, 50/60 Hz
- Working temperature: +10°C to +35°C -
Protection level: IP 20 towards EN 60 529
access sensor (2 pieces)
Sliding rail min. 150kg of bearing capacity for 600-900 mm of depth (2 packages)
RJ12 extension, RJ12 cable l m (3 sets)

Processing unit (1 piece)
Dimensions: min. 138 x 40 x 120+12 front mm
Temperature range: + 0 °C to + 55 °C
Humidity: 5% to 95% RV
IP 30 towards EN 60 529
Ethernet (RJ 45): IEEE 802.3 lO/lOOBaseT PoE
Protocols: TCP/IP v4, TCP/IP v6, SNMPvl, SNMPv2c, SNMPv3, Telnet, SSH, FTP, SFTP, HTTP, HTTPS, NTP, DHCP, DNS, SMTP, XML, Syslog, LDAP, RS232 (RJ 12): for display, GSM or ISDN unit
Dl: 2 DO (relay): 1 CO 24 VDC, 1A
Service/reset button
Piezo alarm signal
LED : OK/warning/alarm/ network status
Power: 24 VDC, 3 redundant ports
Real time clock: 24h buffered
User administration: LDAP
User interface: WEB server
SCADA: OPC server
Sensors: Temperature/PIR
Max. number of CAN-bus sensors: 32
CAN-bus RJ45: 2 pieces
Max. Length of CAN-bus cable: 2 x 50 m

Entry/exit unit (8 digital input ports/ 4 digital output ports) (1 piece)
Power unit (1 piece)
module for 19" rack  (1 piece)
cable for USB programming (1 piece)
K cable-45 0.5 (1 piece)
cable RJ-45 lm (1 piece)
sensory unit (1 piece)
sensor of temperature/humidity (1 piece)
230V power cable (1 piece)
19"/1U mounting unit (1 piece)
cover for 1U opening (1 piece)
Smoke sensor (2 pieces)
Cable holding rail (2 sets)
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	Modular UPS unit and Electrical Panel Box

· UPS with integrated power distribution module with technical characteristics as follows :
· Rated power 32kW (two modular units 16kW)
· Max. power capacity 48kW
· Input voltage 3x380 / 220V; 50Hz
· Bypass input voltage 3x380 / 220V; 50Hz
· Output voltage 3x380 / 220V; 50Hz
· Min. overload operation 120% / 10min
· Max. input current 65A
· Rechargeable batteries: 3 Battery modules VRLA
· Min. runtime: 5.0 min / 100% load
· Communication: output for connection to a LAN network
· Max. noise level: 63dB / 1m
· Max. dimensions: 1100x670x2000mm (DxWxH)
· 9Ah Battery Unit (16 pcs.)
· Power Distribution Module 3x1 Pole 3 Wire 32A 3xIEC309 (3 pcs.)
· Power Distribution Module 3x1 Pole 3 Wire 16A 3xIEC309 (2 pcs.)
· Roof cable trough for low current cable
· Roof cable trough for power cabling
· Max. weight: 750 kg
Installation, configuration and testing
User training for min. 2 person
Training duration: 2 days
Warranty: 1 year

Electrical works
· The visit will be allowed to the companies
· Removing / isolating lamps, sockets and other unnecessary cables 
· Arrange the existing installations that are under the ceiling
· Checking the distribution boxes in the server room, if it is possible to isolate them.
· Procurement and installation of the RO-SS electrical panel board in the IP44 case version or more, with the single line diagrams, which will be provide power supply for all devices in server room. The distribution board will contain C-class MCBs: 
· 3P 50A pcs, 
· 32A pcs_8, 
· 1P 16A pcs_12, 
· 1P 10A pcs_3, 
· 1P 6A pcs_3, 
· 1P 2A pcs_3;
Signal lamps for voltage status, current and phase voltage meters, null conductor and grounding bus, disconnector with NV fuses 50A. All distribution panel elements will be marked and connected to terminal. The distribution panel should have enough space for mounting the smoke detector. Dimensions of distribution board ca. 500x700mm
· Procurement and installation of the power supply cable from the main distribution panel of the building to the new electrical distribution board (RO-SS) in the server room. Cable type is PP-y (or PP00) 5x16 mm2, length ca. 50m.
· Procurement and installation of cable from fire alarm central up to UPS cabinets, type JY (St) Y 2x2x0.8 mm2
· Procurement and installation of cable from UPS cabinets to trigger switch(DPX breaker or similar) in main distribution panel of building, cable type PP-y 5x1.5 mm2, length ca. 50m
· Procurement and installation of cable P / F 1x35 mm2 from main distribution panel to RO-SS and from RO-SS to UPS cabinets. Length ca.  60m.
· Procurement and installation of P / F cable 1x16 mm2 from RO-SS to Rack cabinets, air conditioning units and junction box of electrical-conductive floor in server room. The average length is ca. 6m.
· Procurement and installation of breaker 63A with trigger and power supply module for the trigger.
· Procurement and installation of cable with single phase socket IEC60309 32A. Cable connecting RO-SS and power distribution unit in rack. Cable type as H07RN-F 3x6mm2, cable length is 5m.
· Procurement and installation of cable with single phase socket IEC60309 32A. Cable connecting RO-SS and power of air-condition unit. Cable type as H07RN-F 3x2,5 mm2, cable length is 5m.
· Procurement and installation of PP-y 3x2.5 mm2 cables for sockets in server room (socket white - low voltage grid, socket red - UPS). The average length is approximately 7m.
· Procurement and installation of the PP-y 3x1.5 mm2 cable for the lighting in the server room, which will be connected to the UPS section in the RO-SS. Average length approx. 5 m.
· Procurement and installation of perforated steel cable tray dimension 200/60 – color white.
· Procurement and installation of perforated steel cable tray with cover, dimension 100/60 – color white.
· Procurement and installation of steel cable tray elements (width 200mm) with vertical cable entry opening – color white.
· Procurement and installation socket outlet - color white.
· Procurement and installation socket outlet - color red
· Procurement and installation of PVC ducts for electrical installations, diameter 16mm.
· Procurement and installation of PVC ducts for electrical installations, diameter 25mm.
· Procurement and installation  LED lamps
· Procurement and installation of LED lamps in warm zone in server room, Led panel round 780lm or equivalent.
· Procurement and installation of a panic lamp with mark ''EXIT'', autonomy of operation 1h.
· Procurement and installation of galvanization box for connecting electro-conductive floor.
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	UPS type 1

UPS topology: On line double conversion 
Input voltage range: 165V-280V Ph-N full load 
Power factor: Min. 0.99
Bypass type: Static and electro-mechanic 
Nominal power: Min. 3.000 VA 
Active power: Min 2.400 W 
Voltage variation (static): ± 1% 
Overload capability: Min. 2 minutes at 120% load rate with no bypass transfer
Battery type: Lead Acid, sealed, maintenance free VRLA
Backup time: Min. 8 minutes at 70% load
Output outlets powered from battery: min. 8x IEC C13 socket outlets
Communication interface: Min. 1x serial port RS232, 1x USB, 1x smart slot for optional internal SNMP, 1x EPO
Warranty: 1 year
Installation, configuration and testing
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	UPS type 2
UPS topology: On line double conversion
Input voltage range: 195V-280V Ph-N full load
Power factor: Min. 0.99
Bypass type: Static and electro-mechanic with built-in manual bypass
Nominal power: Min. 6.000 VA 
Active Power: Min 5.400 W 
Voltage variation (static): ± 1% 
Overload capability: Min. 2 minitues at 120% load rate with no bypass transfer
Battery type: Lead Acid, sealed, maintenance free VRLA
Backup time: Min. 17 minutes at 70% load
Output outlets powered from battery: min. 8x IEC C13 socket outlets
Communication interface: Min. 1x serial port RS232, 1x USB, 1x smart slot (for optional internal SNMP), 1x EPO
Warranty: 1 year
Installation, configuration and testing
	
	
	

	3.9
QTY:
2
	UPS type 3
UPS topology: On line double conversion
In/Out phase configuration: Three phase/Three phase (Optional Three phase/Mono phase)
Input voltage range: 312V – 467V Ph-Ph full load
Power factor: Min. 0.99
Bypass type: Static and electro-mechanic with built-in manual bypass
Nominal power: Min. 20.000 VA 
Active power: Min 18.000 W 
Voltage variation (static): ± 1% 
Overload capability: Min. 10 minutes at 125% load rate with no bypass transfer
Battery type: 7 or 9 Ah (12V) Lead Acid, sealed, maintenance free VRLA
Backup time: Min. 8 minutes at 70% load
Input/Output circuit breaker: 63A
Communication interface: Min. 1x serial port RS232, 1x RS485, 1x smart port for internal SNMP, 4x Dry Contacts, 1x EPO
Warranty: 1 year
Installation, configuration and testing
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	Server room air conditioning system type 1

· The internal air units (2 pcs.) in "InRow" design with the following general characteristics:
· The side of the housing is made of insulated panels and the front and the back of perforated sheet steel,
· Fans with variable speed, with continuous microprocessor controlled by adjusting the amount of air,
· Cooling flow gauge,
· Modulating three-way mixing valve,
· Exchangers with aluminium fins and copper tubing,
· Washable air filters G1 class,
· Connections for piping  from the lower side or upper side according to claim
· Condensate pump with bath, float for pump control and alarm float for overflow tubs,
· Control box with microprocessor for managing adjusted 2N configuration
· Cooling capacity up to 23,5 kW at q=0,87 l/s, Tw=7,2/13,8°C; Ta=32,2°C
· Sensors with temperature and humidity on the front and rear, factory-wired,enable transmission to a central control
· Network Card TCP / IP
· Flood sensor for water
· Max.dimensions INROW unit is 330x1100x2000 mm
· Temperature and humidity sensor with display (2 pcs.) that provides visual reporting of temperature and humidity levels
· Device for connecting rack-sensors (2 pcs.):
· Rack mount 19’’, 1U
· Support for minimum 6 sensors
· Device for security and enviromental monitoring:
· Rack mount 19’’, 1U
· Support: temperature sensors, temperature / humidity sensors, door contacts, smoke sensors, vibration, dry contact
· Support video surveillance to record human activity
· Alarm via network(e-mail) or flashlight
· Adjustable alert tresholds
· Alarm beacon
· Chiller air / water (glycol) (2 pcs.) for outdoor installation with the following general caracheristics:
· Number of fans: min. 3
· Number of compressors: min. 2
· Compressors type: scroll
· The number of cooling circuits: min. 1
· Number of the evaporator: min. 1
· Refrigerant R410A
· Mechanical cooling capacity min. 32 kW at Ta = 35 ° C, Tw = 7/12 ° C
· Sound pressure level max. 45 dB (A)
· Dimmensions: max. 650x2500x1500 mm
· Cooling distribution unit with general characteristics and components of the cabinet as follows:
· 2 pairs of dividers or more
· Number of connections per pair splitter 3 or more
· Branches dimensions DN25 - DN25 ball valve and the valve for measuring and regulating the flow of DN25
· Dimension DN50 splitter with dual ball valves and check valves DN50
· Connections external piping on the top side, DN50
· Pipe fitting DN50 for removal impurity
· Pan for receiving condensate from the drain pipe
· Pipes, manifolds and valves isolated,
· Unit_dimension: max. 1100x800x2000 mm
· Material cabinet steel sheet thickness of 1.0 mm with angular steel profiles and floor supports.
· Connecting indoor air-condition units to CDU and CDU to outdoor air-condition units with pipes, type as Pex-Al-Pex. The length from indoor air-condition units up to outdoor aircondition units is approximately 30m
· Full installation and configuration (HW, SW) with testing
· Warranty: 1 year



· Electrical works
· Procurement and installation of the extension electrical distribution board in the IP44 case version or more, with the single line diagrams, which will be provide power supply for rack cabinets, INROW air-condition units, alarm central and fire alarm central units. The distribution board will contain Circuit breaker: 3P 63A (2 pcs.) with trigger integrated, power module circuit breaker, c-class MCBs 32A (16 pcs.), 1P  6A (3 pcs.), null conductor bus and grounding bus, disconnector 2 pcs with NV fuses 63A. All distribution board elements will be marked and connected to terminal. The distribution board should have enough space for mounting the smoke detector. Dimensions of distribution board ca. 400x800.
· Procurement and installation of the power supply cable from the existing distribution panel of the building to the new electrical distribution board (RO-SS) in the server room. Cable type is PP-y (or PP00) 5x16 mm2, length ca. 4m.
· Procurement and installation of cable from fire alarm central up to new distribution board, type JY (St) Y 2x2x0.8 mm2
· Procurement and installation of cable P / F 1x35 mm2 from existing distribution panel to new distribution board. Length ca.  2m.
· Procurement and installation of P / F cable 1x16 mm2 from new distribution board to Rack cabinets, air conditioning units  9m.
· Procurement and installation of cable with single phase socket IEC60309 32A. Cable connecting new distribution board and power distribution unit in rack. Cable type as H07RN-F 3x6mm2, cable length is approximately 9m.
· Procurement and installation of cable with single phase socket IEC60309 16A for INROW air-condition unit . Cable type as H07RN-F 3x2,5 mm2, cable length is approximately 9m.
· Procurement and installation of perforated steel cable tray dimension 200/60.
· Procurement and installation of perforated steel cable tray with cover, dimension 100/60.
· Procurement and installation of steel cable tray elements (width 200mm)  with vertical cable entry opening.
· Procurement and installation of PVC ducts for electrical installations, diameter 16mm.
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	Server room air conditioning system type 2

· The internal air units in "InRow" design with the following general characteristics:
· The side of the housing is made of insulated panels and the front and the back of perforated sheet steel,
· Fans with variable speed, with continuous microprocessor controlled by adjusting the amount of air,
· Cooling flow gauge,
· Modulating three-way mixing valve,
· Exchangers with aluminium fins and copper tubing,
· Washable air filters G1 class,
· Connections for piping  from the lower side or upper side according to claim
· Condensate pump with bath, float for pump control and alarm float for overflow tubs,
· Control box with microprocessor for managing adjusted 2N configuration
· Sensors with temperature and humidity on the front and rear, factory-wired,enable transmission to a central control
· Network Card TCP / IP
· Flood sensor for water
· Max.dimensions INROW unit is 330x1100x2000 mm (2 psc)
· Temperature and humidity sensor with display that provides visual reporting of temperature and humidity levels (1 psc)

· Chiller air / water (glycol) for outdoor installation with the following general characteristics (2 psc):
· Minimum power 9,5 kW; 400/3/50
· Number of fans: min. 2
· Min. number of compressors: min. 2
· Compressors type: scroll
· The number of cooling circuits: min. 1
· Number of the evaporator: min. 1
· Refrigerant R410A
· Mechanical cooling capacity of min. 25 kW at Ta = 35 ° C, Tw = 7/12 ° C
· Sound pressure level of 38 dB (A)
· Dimensions: max. 500x1500x1300 mm

· Cooling distribution unit with general characteristics and components of the cabinet as follows (1 psc):
· 2 (or more) pairs of dividers
· Number of connections per pair splitter: 3 (or more)
· Branches dimensions DN25 - DN25 ball valve and the valve for measuring and regulating the flow of DN25
· Dimension DN40 splitter with dual ball valves and check valves DN40
· Connections external piping on the top side, DN40
· Pipe fitting DN40 for removal impurity
· Branch connections on the bottom side
· Pan for receiving condensate from the drain pipe
· Pipes, manifolds and valves isolated,
· Unit dimensions: max. 1100x800x2000 mm
· Connecting indoor air-condition units to CDU and CDU to outdoor air-condition units with pipes, type as Pex-Al-Pex. The length from indoor air-condition units up to outdoor aircondition units is approximately 30m
· Installation: Full installation and configuration (HW, SW) with testing
· Warranty: 1 year
· During the installation of AC system it would be necessary to perform the following (Border Police):
· Removing of the existing indoor and outdoor air conditioning units (2 pcs.)
· Removing and disposal of the existing ceiling in the server room
· Mounting the new ceiling in the server room which is made of fire-resistant gypsum and partly waterproofed panels in the part where water installations occur. The water-leakproof plates should be positioned so that they have a slope opposite to the server and communication equipment.
· Waterproof panels, min. 10 m2
· Fire-resistant panels, min. 20 m2
· Installation of Anti-static/ESD floor coatings with appropriate copper foil ground tape over existing floor (min. 22 m²)
· Procurement of materials and works for finishing of all walls, painting, etc.
· Removing existing extinguisher with Novec gas, relocating to a safe place during the reconstruction process.
· Dismantling of pipes that are currently installed in the server room.
· Creating new plan of pipes installation and adapt to new conditions in the server room, discharge nozzles will be installed in warm and cold zones of server room
· Installation of fire suppression system according to new plan
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	Server room air conditioning system type 3

· The internal air units (2 pcs.) in "InRow" design with the following general characteristics:
· The side of the housing is made of insulated panels and the front and the back of perforated sheet steel,
· Fans with variable speed, with continuous microprocessor controlled by adjusting the amount of air,
· Cooling flow gauge,
· Modulating three-way mixing valve,
· Exchangers with aluminium fins and copper tubing,
· Washable air filters G1 class,
· Connections for piping  from the lower side or upper side according to claim
· Condensate pump with bath, float for pump control and alarm float for overflow tubs,
· Control box with microprocessor for managing adjusted 2N configuration
· Cooling capacity up to 23,5 kW at q=0,87 l/s, Tw=7,2/13,8°C; Ta=32,2°C
· Sensors with temperature and humidity on the front and rear, factory-wired,enable transmission to a central control
· Network Card TCP / IP
· Flood sensor for water
· Max.dimensions INROW unit is 330x1100x2000 mm
· Chiller air / water (glycol) (2 pcs.) for outdoor installation with the following general caracheristics:
· Number of fans: min. 3 
· Number of compressors: min. 2
· Compressors type: scroll
· The number of cooling circuits: min. 1
· Number of the evaporator: min. 1
· Refrigerant R410A
· Mechanical cooling capacity min. 32 kW at Ta = 35 ° C, Tw = 7/12 ° C
· Sound pressure level max. 45 dB (A)
· Dimmensions: max. 650x2500x1500 mm
· Cooling distribution unit with general characteristics and components of the cabinet as follows:
· 2 pairs of dividers or more
· Number of connections per pair splitter 3 or more
· Branches dimensions DN25 - DN25 ball valve and the valve for measuring and regulating the flow of DN25
· Dimension DN50 splitter with dual ball valves and check valves DN50
· Connections external piping on the top side, DN50
· Pipe fitting DN50 for removal impurity
· Pan for receiving condensate from the drain pipe
· Pipes, manifolds and valves isolated,
· Unit_dimension: max. 1100x800x2000 mm
· Material cabinet steel sheet thickness of 1.0 mm with angular steel profiles and floor supports.
· Connecting indoor air-condition units to CDU and CDU to outdoor air-condition units with pipes, type as Pex-Al-Pex. The length from indoor air-condition units up to outdoor aircondition units is approximately 30m
· Full installation and configuration (HW, SW) with testing
· Warranty: 1 year
Procurement and installation aisle containtment curtain for separating warm and cold zones for server room with dimension 10x2,7m
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	Server room air conditioning system type 4

· Ceiling Model - SUPER DIGITAL INVERTER (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 1410 m3/h
· Sound pressure level (cooling): Max 41 dB(A)
· Sound power level (cooling): Max. 56 dB(A)
· DIGITAL INVERTER - OUTDOOR UNIT (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 2700 m3/h
· Sound pressure level (cooling): Max 48 dB(A)
· Sound power level (cooling): Max. 65 dB(A)
· Pipe length: Max. 30 m
· Height difference (outdoor unit higher/lower): 30 m
· Full system installation and user training for 2 person
· Warranty: 1 year
Removing the existing indoor and outdoor air conditioning units
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	Server room air conditioning system type 5

· Ceiling Model - SUPER DIGITAL INVERTER (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 1410 m3/h
· Sound pressure level (cooling): Max 41 dB(A)
· Sound power level (cooling): Max. 56 dB(A)
· DIGITAL INVERTER - OUTDOOR UNIT (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 2700 m3/h
· Sound pressure level (cooling): Max 48 dB(A)
· Sound power level (cooling): Max. 65 dB(A)
· Pipe length: Max. 30 m
· Height difference (outdoor unit higher/lower): 30 m
· Full system installation and user training for 2 person
· Warranty: 1 year
· Removing the existing indoor and outdoor air conditioning units


It is necessary to prepare electrical installation as follows:
· Server room
· Procurement and installation of the distribution electrical cabinet in the IP44 case version or more, with the associated single line diagram, cabinet providing supply for all devices in server room. The cabinet will contain MSBs class C: 3P 50A 1(1 pcs.), 1P 16A (12 pcs.), 1P 10A (3 pcs.), 1P 6A (3 pcs.); Signal lamps for voltage present, current and voltage meters, null conductor bus and earthing bus, smoke detector. All cabinet elements will be marked and connected to terminal rail. Dimension of the cabinet about 400x500mm or bigger.
· Procurement and installation the power cable from the main distribution cabinet to the new electrical cabinet, type PP-y 5x16 mm2 in length of 16m.
· Procurement and installation the cable from the central fire alarm system to trigger in the main distribution board, type JY (St) Y
· Procurement and installation the earthing cable from the main distribution cabinet to the new electrical cabinet, type P/F 1x16 mm2 in length of min. 16m.
· Procurement and installation breaker 63A with trigger module and power supply module
· Procurement and installation lamp for lighting, emergency lighting, single pole switch.
· Mounting material (PVC and metal cable trays, cables, glands etc.)
· Procurement and installation of the PP-y cable  3x2.5 mm2 for the outlet plug in the server room
· Procurement and installation of PVC cable tray,  length is 14m, 8x sockets of 220V/16A and 8x2 RJ45 sockets with the required frame and ram are installed in the PVC cable tray.
· Telecomunication room
· Removing the lights and isolate cables 
· Procurement and installation of the electro-distribution cabinet
· Power supply cabinet with PP-y 5x6 mm2 cable from main distribution cabinet. Cable length approx. 30m and is placed in PVC cable trays
· Installation of existing lamps 600x600 mm (6 pcs.)
· Procurement and installation of a single-pole switch (2 pcs.)
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	Server room air conditioning system type 6

· Ceiling Model - SUPER DIGITAL INVERTER (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 1410 m3/h
· Sound pressure level (cooling): Max 41 dB(A)
· Sound power level (cooling): Max. 56 dB(A)
· DIGITAL INVERTER - OUTDOOR UNIT (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 6,9 kW
· Range of performance (cooling): 1,5-7,4 kW
· Air power: Max. 2700 m3/h
· Sound pressure level (cooling): Max 48 dB(A)
· Sound power level (cooling): Max. 65 dB(A)
· Pipe length: Max. 30 m
· Height difference (outdoor unit higher/lower): 30 m
· Full system installation and user training for 2 person
· Warranty: 1 year
· Removing the existing indoor and outdoor air conditioning units
It is necessary to prepare electrical installation as follows:
· As part of the work, it is necessary to perform relocating, connecting and commissioning of existing diesel generator. The diesel generator is type P110-2 FG WILSON. The distance from the diesel generator and the future server room will be approx. 50 m. It is necessary to protect the generator with the appropriate civil construction and provide the fire protection. Cabling from diesel generator to distribution panel will be performed on exterior and interior walls.
· In the scope of work, it is necessary to perform relocating, connecting and commissioning of existing UPS, type SOCOMEC MODULYS GreenPower MOD3AB-02S-09L 40kVA(36kW).
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	Server room air conditioning system type 7

· Ceiling Model - SUPER DIGITAL INVERTER (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 5 kW
· Range of performance (cooling): 1,5-5,6 kW
· Air power: Max. 900 m3/h
· Sound pressure level (cooling): Max 37 dB(A)
· Sound power level (cooling): Max. 52 dB(A)
· DIGITAL INVERTER - OUTDOOR UNIT (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 5 kW
· Range of performance (cooling): 1,5-5,6 kW
· Air power: Max. 2400 m3/h
· Sound pressure level (cooling): Max 46 dB(A)
· Sound power level (cooling): Max. 63 dB(A)
· Pipe length: Max. 30 m
· Height difference (outdoor unit higher/lower): 30 m
· Full system installation and user training for 2 person
· Warranty: 1 year
Removing the existing indoor and outdoor air conditioning units
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	Server room air conditioning system type 8 

· Ceiling Model - SUPER DIGITAL INVERTER (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 5 kW
· Range of performance (cooling): 1,5-5,6 kW
· Air power: Max. 900 m3/h
· Sound pressure level (cooling): Max 37 dB(A)
· Sound power level (cooling): Max. 52 dB(A)
· DIGITAL INVERTER - OUTDOOR UNIT (2 pcs.) with the following technical characteristics:
· Cooling capacity (cooling): Min. 5 kW
· Range of performance (cooling): 1,5-5,6 kW
· Air power: Max. 2400 m3/h
· Sound pressure level (cooling): Max 46 dB(A)
· Sound power level (cooling): Max. 63 dB(A)
· Pipe length: Max. 30 m
· Height difference (outdoor unit higher/lower): 30 m
· Full system installation and user training for 2 person
· Warranty: 1 year
· Removing the existing indoor and outdoor air conditioning units
It is necessary to prepare electrical installation as follows:
· Procurement and installation of the distribution electrical cabinet in the IP44 case version, with the associated single line diagram, cabinet providing supply for all devices in server room. The cabinet will contain MSBs class C: 3P 32A (1 pcs.), 1P 16A (6 pcs.), 1P 10A (3 pcs.), 1P 6A (3 pcs.); Signal lamp for voltage present, current and voltage meters, null conductor bus and earthing bus, smoke detector. All cabinet elements will be marked and connected to terminal rail. Dimension of the cabinet about 400x500mm
· Procurement and installation the power cable from the main distribution cabinet to the new electrical cabinet, type PP-y 5x6 mm2 in length of 16m.
· Procurement and installation the cable from the central fire alarm system to trigger in the main distribution board, type JY (St) Y
· Procurement and installation the earthing cable from the main distribution cabinet to the new electrical cabinet, type P/F 1x16 mm2 in length of min. 16m.
· Procurement and installation breaker with triger module and power supply module
· Procurement and installation lamp for lighting, emergency lighting, single pole switch.
· Mounting material(PVC and metal tranche, cabel, glands etc.)
· Procurement and installation of  2x patch panel 24 ports cat.6
· Procurement and installation cable FTP cat.6 for displacement existing passive equipement, required length of cable min. 300m.
· Procurement and installation 1x optical patch panel with 6 ports, for terminating optical cable.
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	Server room fire suppression system type 1

· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 510x340x283 cm, suspended celling 16 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
[image: ]

· Installation of  17,5 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
Mounting 6 m² fireproof and anti-theft foil according to standards EN410 and EN673
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	Server room fire suppression system type 2

· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 550x233x300 cm, suspended celling 33 cm, raised floor 30cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation 13 m² of the new raised floor area with an entrance metal ramp. Raised conductive floor must be 30 cm high with a steel suspension constructions and boards size (60 * 60 cm - height min 38,5 mm) . Raised floor panels are made of calcium sulphate and must comply with minimum 6A capacity category or minimum 9 kN ie. 917 kg / panels surface area of raised-floor. This raised floor is able to withstand all the static requirements of modern server rooms with high-density rack cabinets and storage systems. The final layer provides antistatic characteristic whose resistance is   5*10ˆ4 ≤Rt≤ 10ˆ6. By using such a floor it is possible to  place all of the power cables in channels below the raised floor and low voltage cables (network, system of technical protection). The raised conductive floor must be grounded  with 6 mm² PF cable.
Mounting 2,5 m² fireproof and anti-theft foil according to standards EN410 and EN673
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	Server room fire suppression system type 3

· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 480x420x260 cm, raised floor 30 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation 21 m² of the new raised floor area with an entrance metal ramp. Raised conductive floor must be 30 cm high with a steel suspension constructions and boards size (60 * 60 cm - height min 38,5 mm) . Raised floor panels are made of calcium sulphate and must comply with minimum 6A capacity category or minimum 9 kN ie. 917 kg / panels surface area of raised-floor. This raised floor is able to withstand all the static requirements of modern server rooms with high-density rack cabinets and storage systems. The final layer provides antistatic characteristic whose resistance is   5*10ˆ4 ≤Rt≤ 10ˆ6. By using such a floor it is possible to  place all of the power cables in channels below the raised floor and low voltage cables (network, system of technical protection). The raised conductive floor must be grounded  with 6 mm² PF cable.
· Procurement and mounting of 15 m² fire resistant gypsum panels for walls
· Procurement and mounting of 21 m² fire resistant gypsum panels for ceiling
Procurement and installation of new windows (2 pcs.) with dimension of window pane 268x145 cm
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	Server room fire suppression system type 4

· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 264x455x270 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
[image: ]

· Installation 12,5 m² of the new raised floor area with an entrance metal ramp. Raised conductive floor must be 30 cm high with a steel suspension constructions and boards size (60 * 60 cm - height min 38,5 mm) . Raised floor panels are made of calcium sulphate and must comply with minimum 6A capacity category or minimum 9 kN ie. 917 kg / panels surface area of raised-floor. This raised floor is able to withstand all the static requirements of modern server rooms with high-density rack cabinets and storage systems. The final layer provides antistatic characteristic whose resistance is   5*10ˆ4 ≤Rt≤ 10ˆ6. By using such a floor it is possible to  place all of the power cables in channels below the raised floor and low voltage cables (network, system of technical protection). The raised conductive floor must be grounded  with 6 mm² PF cable.
· Installation of 12,5 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
· Mounting 8 m² fireproof and anti-theft foil according to standards EN410 and EN673
· Procurement and mounting 14 m² fire resistant gypsum panels for walls
Procurement and mounting 12,5 m² fire resistant gypsum panels for ceiling
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· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 500x330x307 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation of 16,5 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
Mounting 4,5 m² fireproof and anti-theft foil according to standards EN410 and EN673
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· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 370x480x279 cm, suspended celling 10 cm, raised floor 15 cm 
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation 18 m² of the new raised floor area with an entrance metal ramp. Raised conductive floor must be 30 cm high with a steel suspension constructions and boards size (60 * 60 cm - height min 38,5 mm) . Raised floor panels are made of calcium sulphate and must comply with minimum 6A capacity category or minimum 9 kN ie. 917 kg / panels surface area of raised-floor. This raised floor is able to withstand all the static requirements of modern server rooms with high-density rack cabinets and storage systems. The final layer provides antistatic characteristic whose resistance is   5*10ˆ4 ≤Rt≤ 10ˆ6. By using such a floor it is possible to  place all of the power cables in channels below the raised floor and low voltage cables (network, system of technical protection). The raised conductive floor must be grounded  with 6 mm² PF cable.
· Mounting 3 m² fireproof and anti-theft foil according to standards EN410 and EN673
· Procurement and mounting 18 m² fire resistant gypsum panels for ceiling
· Removing the existing interior wall with door and windows. The surface of the current wall is approximately 14 square meters . The new wall, will be moved one meter, so the space server room will be expanded.
Forming new wall, composed of gypsum-board tiles in 4 layers, mineral wool, steel sheet with thickness 0,5mm in 2 layers and reinforced wall construction for the creation anti-burglar wall. 
Installation two aluminum frames glazed with glass. Dimension of frame 2200x600 mm and colored like door.
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· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 540x480x290 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Mounting 16,5 m² fireproof and anti-theft foil according to standards EN410 and EN673
· Procurement and mounting 8 m² fire resistant gypsum panels for walls
· Procurement and mounting 26 m² fire resistant gypsum panels for ceiling
· Procurement and installation double-glazed doors and compact with three aluminium frames glazed with glass. The complete frame installation will be performed in the hallway area.
Door wing dimensions are : 
· First door wing       2000 x 900 mm
· Second door wing  2000 x 300 mm 
Frame dimensions :
· Two vertical aluminium frames, partly glazed with glass and partly fullfil with aluminium plate. Frame dimensions are  2000x450 mm.
· One horizontal frame glazed with glass. Frame dimension 2100x930 mm.
Procurement and installation Emergency and Exit Lighting (3 pcs.) in case of power failure
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	Server room fire suppression system type 8

· System for the automatic detection and extinguishing system (system must have certificate in accordance with VdS standard ) 
· Server room dimension: 340x240x350 cm
· Set for automatic fire extinguishing system with gas Novec 1230, consisting of the following elements:
· bottle 67L or 32L /min. pressure in bottle 42bar, empty - according to server room dimension
· Valve of bottle with protective cap
· Combined pressbox with switch (indicator) of pressure
· Flexible hose 1 1/4 "
· Fixation set for cylinder
· Protective caps for RAIL fixation set
· Safety belt for bottle
· Electrical Valve 24V DC
· Manual and pneumatic actuator
· Test Valve
· The original connection hoses 600mm, 300mm
· Red manifold pipe
· Junction box for electric cables
· Connecting cable for electric valve
· Switch (indicator) flow
· Extinguishing agent, quantity of extinguishing agent must be in accordance with standard ISO14520 (min. 0,9kg of extinguishing agent per 1m³ of space)  – according to server room dimension
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1'', min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension)
· Appropriate number of extinguishing nozzle (material: brass plated nickel) diameter 1/2'' for space of server room's raised floor or/and suspended ceiling, min. two nozzles per extinguishing zone, min. operating pressure 60bar  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· Creating hydraulic calculation per VdS standard: pipe dimensions, calculation amount of gas, the number and size of cylinders, number of nozzles, calculation of type and size of nozzles, calculation concentrations of gases after discharge extinguishing agents, the list of components, etc. (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling)
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO25 (1''), pipes must be certified for operating pressure
· pipe for extinguishing system: galvanized seamless high-pressure pipes, min. operating pressure 90bar NO15 (1/2''), pipes must be certified for operating pressure
· Galvanized fittings required when installing the pipes, miscellaneous, min. operating pressure 90bar, fittings must be certified for operating pressure
· The material required for fixing the pipe wall and ceiling (carriers of pipelines, suspension equipment, rubber collars, etc.)
· The label warning with the inscription "ALARM GAS PLEASE LEAVE THE ROOM" After the release of gas in room can be entered only after a complete ventilation and permission of the responsible person.
· Mounting pipe installation:
· Mounting suspension (rubber clamp, threaded rods, beams)
· Mounting galvanized pipes and pipe's fittings, together with the installation of nozzles
· Purging the installation and testing for leaks in accordance with ISO 14520
· The overpressure flap for reducing pressure in room during activation of fire extinguishing system, working surface 0,1m², working pressure min. 25Pa, with protective grille
· Mounting mechanical equipment of fire extinguishing system (wall mounting RAIL bracket for cylinder, placing and fixing cylinder in prepared mounts, installation the valve and flexible tube to cylinder, installation switches and discharge pressure Pressbox and mounting of box with corresponding bundle for connection. Commissioning of system , functional testing of systems, training of user's staff, issuing of the protocol, warranty and operating instructions
· Documentation of executed state for embedded system: isometrics of pipe network, layout with marked electrical and mechanical elements, block diagram of the electrical part of the system and hydraulic calculation
· Delivering of control unit for fire extinguishing system with the following characteristics:
· control one extinguishing sector
· control unit combines fire alarm and fire fighting management
· the ability to manage remote alarm
· possible connecting the solenoid or pyrotechnic actuator for extinguishing
· 3 detection lines (two for automatic detectors in space for extinguishing and one for areas which isn't covered by extinguishing)
· 4 supervised inputs
· 5 supervised control lines
· 8 outputs to activate relays
· access with a password or key switch
· automatic calibration for lines of extinguishing activator 
· backup power supply 2x4,5/12V, for continuous operation for 30 hours after loss main power supply
· in accordance with EN12094 and EN54 standard
· power supply 220VAC, 50 Hz
· Delivering of repeater terminal for fire extinguishing system with the following characteristics:
· for display and control of the system separate from main control unit 
· line length up to 1200m
· in case of unintentional disconnection of the terminal there is a beep sound from integrated battery
· Delivery of multicriterial addressable fire detector with combined processing of temperature and smoke signals, possibility of transmitting standard and high sensitive signal to central device, with-two built-in optical smoke sensors with different scattered light angles for reduction of false alarms, with two thermal sensors, with loop failure isolator installed into the detector, high humidity resistance, embedded light indicator for alarm signalization at site, type OOH740 with base DB721 for flush or n/f mounting, in accordance with VdS, CEA, LPCB and EN54 standard, min. two detectors per extinguishing zone  (according to server room dimension and depending on whether the server room have raised floor or/and suspended celling) 
· Delivery of light indicator for automatic fire detector which are difficult to access/hardly visible, activation immediately after activation of detector, on detector can be connected min. 1 indicator, IP40 protection (depending on whether the server room have raised floor or/and suspended celling, every detector in raised floor or suspended ceiling must have light indicator)
· Delivery of the manual call point yellow color, for manual activation of extinguishing system, with the inscription "ACTIVATE EXTINGUISHING"
· Delivery of the manual call point blue color, to stop or block the extinguishing, with the inscription "BLOCKING EXTINGUISHING"
· Delivery lamps for optical and acoustic signaling in fire extinguishing system, LED technology,  adjustable operating mode (continuous light, flashing) with the warning message printed with red flashing letters on a black background "EXTINGUISHING IN PROGRESS", with integrated audible alarm up to 85 dB, adjustable ton types  (continuous, intermittent sound), the maximum consumption of 100 mA, the lamp is activated directly by the control panel for managing extinguishing
· Delivery of alarm siren, multi-ton, min. 102 dB at 1 m, for outdoor and indoor use, IP 54
· Delivery of alarm siren with flash, min. 102 dB at 1 m, frequency 1Hz, for outdoor or indoor use, IP 54
· Installation of system elements (base of automatic fire detectors, housing of manual call points, etc.) and connecting cables on them, testing lines with universal instrument
· Delivery and installation partly in flexible PVC pipes, partly in the area of raised floor self-extinguishing red cable type JBY (St) Y 2x2x0,8 mm.
· Connecting cables to the premounted mechanical elements of extinguishing systems and control unit, programming of control unit, system testing, training of staff, issuing of the protocol, warranty and operating instructions

In order to increased efficiency of the server room fire suppression system and other systems that are part of this purchase it is required to:
· Replace the existing doors with two (2 pcs.) new fireproof and security doors with fire resistance factor F60. It is necessary to install aluminum, single-glazed doors, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation 8,5 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
Mounting 2,5 m² fireproof and anti-theft foil according to standards EN410 and EN673
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 1

· Control unit for access control, intruder detection and environment monitoring  with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (4 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (3 pcs.) that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (4 pcs.) with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (3 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (3 pcs.) that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (3 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (3 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (6 pcs.) with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch with minimum of 8 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules
· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Warranty – 1 year
Full system installation and user training for 2 person
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 2

· Control unit for access control, intruder detection and environment monitoring with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (4 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (3 pcs.)  that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (2 pcs.) with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (1 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (2 pcs.)  that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (2 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (2 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (4 pcs.)  with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.)  with minimum of 8 Gigabit Ethernet ports:
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules
· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Warranty – 1 year
Full system installation and user training for 2 person
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 3

· Control unit for access control, intruder detection and environment monitoring  with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (4 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (3 pcs.) that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (2 pcs.)  with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (1 pcs.) with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (2 pcs.) that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (2 pcs.)  with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (2 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras 
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (4 pcs.) with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.)  with minimum of 8 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules
· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Replace the existing doors with two (2 pcs.) new fireproof and security doors with fire resistance factor F60. It is necessary to install aluminum, single-glazed doors, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
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· Installation 16 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
· Mounting 12 m² fireproof and anti-theft foil according to standards EN410 and EN673
· Warranty – 1 year
· Full system installation and user training for 2 person
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 4

· Control unit for access control, intruder detection and environment monitoring  with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (1 pcs.)  with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (2 pcs.) that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (2 pcs.)  with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (1 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (1 pcs.) that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (1 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (1 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (2 pcs.) with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.) with minimum of 8 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules

· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Replace the existing door with new fireproof and security door with fire resistance factor F60. It is necessary to install aluminum, single-glazed door, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60.
[image: ]

· Installation 18 m² Anti static/ESD floor coatings with appropriate copper foil ground tape over existing floor
· Mounting 4 m² fireproof and anti-theft foil according to standards EN410 and EN673
· Warranty – 1 year
Full system installation and user training for 2 person
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· Control unit for access control, intruder detection and environment monitoring  with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (1 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (2 pcs.)  that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (2 pcs.) with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (1 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (1 pcs.)  that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (1 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (1 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (2 pcs.)  with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.)  with minimum of 8 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules
· Warranty – 1 year
· Full system installation and user training for 2 person
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 6

Procurement and installation new modules and sensors for existing system for access control, intruder detection and environment monitoring (NOX SYS - N101):
· IO module (1 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Temperature & humidity detector (2 pcs.) with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (2 pcs.) with a LED to indicate alarm, as well as with tamper protection against opening
Warranty – 1 year
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	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 7

· Control unit for access control, intruder detection and environment monitoring with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (4 pcs.) with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (4 pcs.) that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (4 pcs.)  with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (3 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (4 pcs.)  that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (7 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (4 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 16 cameras
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (10 pcs.)  with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.) with minimum of 16 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules

· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Warranty – 1 year
· Full system installation and user training for 2 person

	
	
	




	3.33
QTY:
1
	System for access control, video surveillance, intruder detection and environment monitoring in server rooms type 8

· Control unit for access control, intruder detection and environment monitoring (1 pcs.) with the following technical characteristics:
· Support for minimum 100 areas, 1000 users
· Ability to save at least 2000 Alarmlog, 6000 User log and 2000 Service log
· High level of security through support for arbitrary selection and programming of resistance values ​​for each alarm input in values ​​between (3-300 kΩ)
· Integrated Ethernet interface for parameterizing (system programming), for diagnosing and managing the system
· Integrated RTC (Real Time Clock), time synchronization via NTP protocol
· Connectivity to the main center via standardized SIA IP alarm protocol
· Supervised system power management with internal data storage within one year (battery voltage, output power, input voltage, power module temperature)
· Advanced battery testing (testing during load at a specified time) and generating of technical alarms in the case of anomalies detection
· Possibility of accepting digital temperature and relative humidity detectors with setting and receiving alarm information about values ​​directly via BUS with internal storage of temperature and relative humidity data within one year
· bidirectional integration with third party systems
· Support for minimum 7Ah batteries (2 pcs. included)
· Keyboard (1 pcs.) with 128x64 pixel LCD resolution and backlight
· Compliance with EN 50131 standard
· IO module (2 pcs.)  with minimum 4 Inputs and 4 Open Collector Outputs
· Relay module (1 pcs.) with minimum 4 programmable electrical relay
· Motion detector (1 pcs.) that supports dual technology PIR + MW and antimasking functionality
· Smoke and heat detector (2 pcs.)  that supports line type configuration (NO/NC/2EOL) with DIP switches
· Temperature & humidity detector (3 pcs.)  with operating temperature range 0-40 °C and humidity at +40°C (non condensing) up to 93 % RH
· Water flood detector (2 pcs.)  with a LED to indicate alarm, as well as with tamper protection against opening
· Indoor siren (1 pcs.) with acoustical signaling
· Outdoor siren (1 pcs.) with optical and acoustical signaling
· Access control module (1 pcs.)  that support card readers with OSDP protocol and support for 2 card reader with PIN Code and Hardware I/O`s. Acces control module must have option to save up to 200 card codes
· Card reader (1 pcs.) with OSDP and wiegand, communication and compatibility with 13.56 MHz cards
· Minimum 30 smart card configured for card reader
· Button for emergency exit (2 pcs.) that we use in case of emergency or inability to open the door through standard authorization, pressing the button automatically unblocks the the door and ensure unobstructed exit.
· Video surveillance unit with the following technical characteristics:
· support for minimum 8 cameras 
· support for live view, storage, and playback of the connected camera
· Minimum one Gigabit Ethernet interface
· Minimum 2 hard disk (2x 4TB) configured in RAID1. Hard disk must be designed for video surveillance systems
· Dome camera (4 pcs.) with minimum 2 megapixel (1920 × 1080) resolution and support for standard video compression with high compression ratio, built-in Micro SD/SDHC/SDXC card slot up to 128 GB and high performance IR up to 30m
· Rackmount PoE switch (1 pcs.)  with minimum of 8 Gigabit Ethernet ports
· Central Supervisory Control System with the following characteristics:
· Custom software that supports local languages in Bosnia and Herzegovina
· Integration with control unit for access control, intruder detection and environment monitoring
· Integration with video surveillance unit
· ability to connect at least 10 client applications with all the required licenses
· Store data in an RDBMS
· A built-in configuration application for creating floor plan views, active dynamic icons, disposition the actual layout of the system's technical protection elements, as well as the type of sound that can be assigned to each alarm event.
· Ability to create a custom screen interface through a configuration application that displays the escalation procedure when processing an alarm event. For each alarm event, the user must be able to define whether the event processing is a fast (without escalation procedure) or request processing that can be adapted to the look of the user interface (display of instant video from individual cameras, comments input field, a list with predefined comments, the ability to define clear text placement fields for each type of alarm)
· working mode: service within the operating system
· in the case of a communication failure with the particular system, the service should automatically inform the operator via the client application and try to establish a connection with the system
· Client application for Central Supervisory Control System with the following characteristics:
· ability to connect each floor view with a corresponding camera view on the second screen,
· The application must have the ability, in case of a certain alarm situation, to display a floor plan of a part of the object in which the alarm is changed with the color of the active symbol in the alarm and the operator can currently obtain the video from the alarm position on the auxiliary monitor
· ability to use the zoom function within the floor plan, through the mouse wheel,
· ability to quickly view video from the camera by positioning the cursor over the corresponding camera icon,
· ability to create executive (activation) functions over the appropriate icon (right click),
· support for unlimited number of maps
· icons should have the following functionality:
· possibility of displaying alarms with different colors
· possibility of changing the camera display on another monitor	
· ability to view another map (navigational element)
· ability to processing alarms according to predefined rules

· PC for Central Supervisory Control System and client application with the following technical characteristics:
· CPU - min 1 processor with  Pass mark CPU Mark 8980 or higher 
· RAM - minimum 16 GB 2400 MHz DDR4
· Graphic card – Integrated with HDMI, DVI and VGA port 
· Hard drive– min. 200 GB SSD and min. 1TB SATA 7.200 rpm 
· Optical devices – DVD-RW
· Connectivity – min. 1x Gigabit Ethernet port
· Monitor: 2x 22” monitor min. resolution 1920x1080 with  HDMI and DVI port
· Accessories: Mouse and keyboard
· Software –  Licensed OS that support integration with enterprise-class directory services MS Active Directory
· Civil works
· Removing the existing server room door
· Procurement and installation of steel  profiles for installation of new fireproof and security door (door dim. 2200x1050 mm) with necessary welding and fixing in floor and ceiling. The steel profiles must be of high strength with a minimum thickness of 3mm.Installation of fireproof and security doors with fire resistance factor F60. It is necessary to install aluminum, single-glazed doors, with the  fire resistance of the T-60.The door must be equipped with the necessary fittings, AA hydraulic zipper with a slider, door handles (knob from one side and panic horizontal bar according to EN 1125 from other side), The door must be equipped with eff-eff 143 electric strike and reed contacts. Door lower zone must be filled with panel and upper zone should be glazed with fire protection glass in class F-60. Door dimension 2200x1050 mm.
· Warranty – 1 year
· Full system installation and user training for 2 person
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	Certificate Authority Software and Hardware 
Certification: EAL4+  and CWA14167-1
Number of CA bodies: Unlimited
Number of PKI hierarchies: Unlimited
Required system modules: Certificate Authority, Registration Authority, Validation Authority (supporting CRL distribution and OCSP protocol), Time Stamp Authority and Document Signing&Code Signing module.
Functionality: x.509 certificates with RSA and ECC keys (RFC5280), XKMS standard support, SCEP support, RFC 3161 compatibile TSA, exchange of certificates between CA and VA in real time.
Integration to existing infrastructure: API based on WebServices, C# or Java examples and documentation
Administration application for all modules: WEB based
HSM:  FIPS 140-2 level 3 certificated 
Hardware - with software must be delivered hardware (one or more servers, storage devices, racks) which executes all software in proper manner and have this performance: storage for at least 4 milion of certificates, RSA 2048 (SHA256WithRSA) certificate generation speed of min. 5 certificates per second,  OCSP respond (RSA2048-SHA256WithRSA) speed min. 40 responds per second.
Training for 4 MoI persons: 
· basic PKI training, instalation and configuring delivered software, HSM and hardware (duration 2 days), 
· usage and administration of software, HSM and hardware (duration 2 days), 
· API for integration training (duration 1 day)
Tenderer pays all training expenses.
Licencing: Number of issued certificates can not be limited by licence on any way. All delivered components must have proper licence for unlimited time.
Instalation and configuration. 
Warranty: 1 Year
	
	
	







LOT 5: Law enforcement information system for the Police 

System Installation and integration: Installation, configuration, integration of all below mentioned components in the fully functional system and subsystems (hardware and software components)
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	5.
Evaluation Committee’s notes 
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	Document Management system module license
DMS system must be centralized on the level of a single County, while the access to the system will be available to all police stations inside the County, all of this being in accordance with existing organizational structure. The system must enable creating cases/acts/documents in a way that the basic parameters are entered through the System and then adding of scanned version of paper document must be enabled. The system must have predefined electronic forms for standard police documents. 
The module should have the following functionality:
· Official record
· Official record on the violation
· Official record on receiving verbal report via phone
· Official record on collected notifications from the citizens
· Record on investigation
· Record on face recognition
· Record on receiving verbal report
· Record on questioning the suspect
· Record on hearing the witness
· Record on recognizing objects
· Reports on body searching without warrant
· Report on usage of the force
· Report with photo document
· Report on the committed violation
· Report supplement to the Prosecution's office
· Order for deposit
· Request for expertising papillary lines
· Document approval
The system must enable to the chiefs of departments, units, sectors views and approval of the documents received for approval:
· Forwarding documents as tasks
· The system must enable to the users forwarding documents that has been delivered to them or they have created themselves, in accordance with the rules of command hierarchy
· Review of assigned documents as tasks
· Review of finished task
· Review of sent tasks
· Review of all correspondence by certain task
· Task filtration according to parameters date from, date to, number of cases/acts/documents, who created the task
· Direct adding of document/act which came as a task into an opened case
The system must enable entering of identification of physical document label:
· Opening the case
· The system must enable opening the case and adding document to the created case
· Reports that need to be implemented within this project (which are parts of one of the categories listed above
· Report on incident (incident diary)
· Report on citizens' complaints
· Official notes report
· Report on traffic accidents with material damage
· Report on arrested/liberty deprived persons
· Report on traffic accidents with injured people
· Report on vehicles excluded from the traffic

The system must have the following reports implemented within itself (the listed reports are not project object in terms of delivery, but if the user decides to use it, the reports are included in the case system only by entering activation key without additional programming:
· Order for service
· Report on arrested/liberty deprived persons
· Report on fingerprints
· Report on employees
· Report on the issued weapons document
· Reports on received requirement for weapon procurement
· Report on drivers excluded from the traffic
· Reports on committed raids
· Reports on issued permission for carrying weapons
· Report on issued approvals for work of detective agencies
· Report on warned persons
· Report on attacks of police officials
· Report on felonies committed by unknown perpetrators
· Report on issued licenses for carrying weapons 
Within every report it is necessary that the following is implemented:
· Search based on different parameters important for every single report
· Connecting every note within a report with notes within report incident
· Connecting every note within all reports with documents/acts or cases that went through DMS or creating new notes for DMS directly from the report
· Adding attachments with every note report
Incident report must have the following parameters or functionalities at least:
· Search of all incidents by parameters: ordinal number, name of the applicant, surname of the registration applicant, content of the registration, type of incident, type of act, acting official, date of the incident from, date of the incident to, research export
· Entering of new incident with minimal parameters: who created the note, time of note creation, information on the applicant (name, surname, JMBG, description, address, city, state, official), act, officials, traffic accident, damage, proceedings, associated notes, associated report, associated document, associated act, associated case, associated files/folders, participants of the incident
· If there is an associated report for the given incident, opening note from the report must be enabled directly from incident report
· The system enables receiving, placing and activating acts, and identification of case carrier
· The system enables case  history
· The system enables assigning number of items, number of acts in accordance with office business 
· The system enables tracking case in real time with status of what has been done
· DMS system enables grouping of all case necessary info (case description, electronic documents)
· DMS is enabled to be integrated with other applicative solutions via web service
· The solution must support workflow process, i.e. Task exchange between users
· The system must enable easy adding of new index data which describe documents, in order to be able to continuously accord with changes of law
· The system must enable mask with index data for describing every single document, so that these documents can be researched by those index data afterwards
· Document classification support included (defining type and document index data)
· While distributing single document it is necessary to enable sending of associated message or explanation
· All data (index data) need  to be stored in data base with possibility of document research by index data
· The system must enable research report export
· DaThe system must have web interface, i.e. it has to be enabled to initiate from a web browser without installing additional applications on client’s computer
· The system must have possibility of managing data content, which means it has to enable data entering, changing, deleting, archiving and searching
· The system must support all three official languages and writing scripts of Bosnia and Herzegovina
· The system has to manage data content via user roles/authorizations. Depending on the assigned role the user has appropriate authorizations of the content, part of business process or system administration
· The system must have access control. Only the authorized users can access the content
· The system enables work on at least one of hardware platforms and operation systems (Linux, Microsoft Windows Sever, Unix)
· Each user of the system must have at least one user role assigned
· The solution is based on principles of three-layered architecture with separated presentation, applicative and data base layer
· Support adding of new functionalities in a simple modular way without threatening existing functionalities
· Audit action support
· The offered solution must be licensed for usage with at least 500 users per county
Along the case system, it is necessary to deliver appropriate data base license compatible with the offered solution. The offered license must cover at least 500 system users per county, it has to support installation on one server minimally with one processor and it has to have possibility to allocate more than 128 GB of RAM memory and 1 TB HDD. 
Warranty 1 year
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	Dynamic Case management module license

Case management module must ensure coordination between information and tasks, so that it enables user creating and reading different notes – cases (incidents, traffic accidents, warrants, etc.) and adding tasks and warrants directly to the terrain police officer. 
The module should have the following functionality:
· While creating new case, two options must exist: quick entry and case entered completely, i.e. previously defined case pattern
· Some of the most important data entered for a single case are: type of location, city, street, who reported the case and its basic and contact data, procedure choice, priority and classification
· Each case is shown on Google maps or equivalent platform, automatically while entering address and place when creating a case or manually by one click of a mouse
· All currently opened cases are marked on a map. By clicking the mark the case itself in the system is opened
· For every case there is an option of adding documentation, when creating new or editing existing case
· All created cases, no matter of their status, are shown on the case list
· Data shown on the list are: case name, date and time, case location, caller, classification, priority, status, etc.
· For each case details can be opened and viewed by using the list, or the case can be edited or deleted if needed
· The system has interface for manual entering of different types of violations (text, photo, video, category) with integrated search engine
· The solution enables indexing of all external data, indexing videos by time and license plate, location, speed, and possibility of detailed analysis of case data by all attributes of the central data base
· The solution enables centralized input and managing information which enables incident repot, assigning work order, monitoring status of work order to the user
· The solution enables monitoring phases and lifecycle of each Case
· The solution enables notifications on changes and modifications of case on the home page and via mail and mobile application
· The solution enables monitoring of charging and  discharging of basic means 
· The solution enables expanding by functional module for sending SMS and notifying terrain police officer, reporting on threatening etc.
· The solution enables dynamic creation of content (charging penalties register, criminally interesting faces register, stolen vehicles register, stolen license plates register, prohibited driver’s license register, violation order register, issued violations order register)
· The solution enables expanding with functional module for traffic accidents register and belonging procedures
· The system enables control of discharging violation orders of mobile police officer (review of issued violation orders, terrain efficiency and discharging physical paper violation orders issued by the police officer on that day) 
· The solution enables identification of incident, case or occurrence
· The solution enables collecting information influenced by the incident
· The solution enables deciding on what needs to be done in order to solve the report/case
· The solution enables  automatic delivering of the report according to the Case defined
· The solution enables documenting the incident and solving procedures in the knowledge base
· The solution enables reporting of all users request (24/7 availability) 
· The solution enables strategic and integrated process and procedure developing management (case) via procedure designer with graphic interface (GUI). For each step it must be possible to define conditions and actions depending on the requests of each step
· The solution enables central reporting of requests and request managing
· The system has simple usage of multilingualism in the system, quick and efficient interface
· The solution enables registration and processing the request via e-mail, phone, application input or API
· The solution enables accurate automatized escalations
· The system enables sending application notification
· The system manages information: cause of report, report status, phase of solving the incident, report system, monitoring of report solving efficiency
· The system supports integration with other systems: directory services for authentication (AD, eDirectory or OpenLDAP, agreement or project systems, etc.)
· The system supports installation on the following operating systems: Microsoft Windows XP/7 at least
· The system supports integration with the following data base: MySQL, PostgreSQL, Oracle, MS SQL

· The system supports integrations with IP phone infrastructure, in a way of forwarding phone calls, e-mails and SMS directly within the procedure of a single case
· The solution has integrated address book with classification and special marking of single notes
. 
Warranty 1 year (with possibility of upgrading to a newer software version)
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	Integration module license

The wanted integration module represents platform which enables integration of different data base, services, hardware (meteorological stations, Capturing & loT devices, cameras, radars) into unique data layer via standardized data exchange interface, so that the technology enables acceptance, processing and delivery of key data and information in real time, which are being used in ”end-to-end” police processes. The module should have the following functionality:
· The solution enables information and process integration of terrain police office, police official in the office, local data base and register (Interpol, suspects, wanted faces, suspicious vehicles, drivers with prohibition of driving the vehicles, stolen things and vehicles and license plates, vehicles under investigation, foreign vehicle with unpaid penalties) and distant bases via connection services (IDDEEA – registered vehicles, stolen vehicles and license plates, owner data, charged penalties, other register…)
· The system has no limited number of web services and it can be expanded at any moment by some other option interesting to the safety institutions
· Within the integration module of CMS-a there has to be an option for dynamic creation of register, based on which a research can be done and whose results present integrated and complete display of all associated data by research object
· The system must have available integrated interface for view of logins, reports, monitoring and availability of web-service, as well as giving warnings of their unavailability
· Connecting to the base of registered vehicles - via web service - IDDEEA
· Connecting to the base of vehicle owner via web service – IDDEEA
· Integration with register of penalties
· Integration with local data base of drivers with prohibition of conducting a vehicle
· Integration with criminally interesting vehicles
· Integration with register of penalties 
· Integration with stolen vehicles register
· Integration with stole license plates register
· Integration with research register
· Expanding integration on any other data base
· Integration with cameras for monitoring movements (vehicle cameras)
· Integration with radar photo base
· Integration with video-surveillance cameras
· Integration with mobile devices
· Supported integration with video-content managing systems
· Supported integration with radar systems
· The solution supports integration with VOIP systems
· The solution supports integration with ERP systems
· The solution supports integration with smart watch devices
· The solution has integrated interface for logging review, monitoring and reporting availability of integrated web services and giving warnings of their unavailability 
· Integration with loT device for detection of signal disturbance device and potential vehicles which are victims of theft
· Integration with loT meteorological stations for detecting weather conditions on the road
· Web links and web places database interesting for police institutions
· Database for resource and basic assets
Warranty 1 year

	
	
	




	5.4
QTY
8
	Mobile police officer license
Including and alarming of police officer in real time, task distribution, orders (suspects, detected vehicles with violation, stolen vehicles and license plates, warrants for changing action location, notification on the incidents nearby...) represent set of functionalities which can drastically influence increase of productivity of the Police. By using the mobile app, mobile police officer will have the right of creating the violation, its categorization (wrong parking, incident), and checking the status of each order. The module should have the following functionality:
· Authorization and authentication of mobile app user
· Active research of all data base integrated into system via search engine in real time
· Geographical limitation of access to the content (if the police office is outside of his jurisdiction)
· Limitation of access to the content (user can see and access only to the content that he is allowed to access to)
· Proactive alarming of the mobile app user via sound and visual signal, if the system detects some kind of anomaly in the traffic
· Task and order review
· Check-up of all integrated data in real time
· Review of finished work on daily basis
· Change of order and task status, issuing violation warrant
· Adding new violation via mobile app with automatic note of GPS location, time and date, adding photo of vehicle with violation, server upload
· Discharging order after it has been done or finished 
· The content is not stored on mobile app in order to protect the data; reaching all data is done via web service exclusively instead
· Categorization of warning (detected unregistered vehicle, stolen vehicle, etc.)
· Text communication between mobile device users (via integrated p2p text messages).
Warranty 1 year

	
	
	




	
5.5
QTY
8

	Activity management and GIS module license
By using modern, up-to-date IoT (Internet of things) sensors and capturing devices this module enables proactive surveillance and alarming in areas of special interest like public squares, schools, traffic black dots, special crossways, roundabouts and similar, and present the alarm to central operating monitoring center in counties MoI. 
The module should have the following functionality:
· Software solution automatically processes input data, searches all relevant and integrated registers, compares data, gets conclusions and alarms operator and mobile policeman for suspects, crime in action, stolen vehicles, plates, unregistered vehicles and drivers under driving prohibition, crime interesting persons and their vehicles under investigation, foreign vehicles with unpaid tickets and similar, and correlates checked events for monitoring and reporting
· Solution has to enable officers and their vehicles GPS positioning in real time which enables unique centralized management of the police resources from centralized operative center
· Solution uses mobile devices GPS to track productivity and map coverage (Google maps or similar) and all other similar usage scenarios
· Solution shows users active movement, draws the movement route in determined timelines on the maps
· Solution provides the function to integrate with GPS devices in vehicles to track the vehicle and info about it for example who is driving, register plates, patrol number, take-over time etc.
· Solution enables vehicle and officers filtering in the maps, shows their current efficiency (number of finished tasks, controlled vehicles, application usage, their search history etc.)
· Solution shows locations and perimeters under special surveillance on the maps like schools, public squares, black dots, special crossways, roundabouts and similar and their filtration and event monitoring
· Solution has integrated GIS component with integrated BiH maps
· Solution has  integrated route mapping with personalized data for every GPS device
· Solution has integrated statistics and data reporting on click availability using the same integrated user interface
· Solution has integrated traffic congestion and rerouting based on the camera network
. Warranty 1 year 

	
	
	




	5.6
QTY
8
	Proactive security, surveillance and process automatization license
When considering the informatization by using IoT and capturing/optical devices, system has to enable special areas surveillance, speed monitoring, tracking for speeding vehicles, black and grey list management, red light detection, wrong turn detection, traffic congestion, weather on the areas of interest and similar.
The module / system should have the following functionality:
· Solution provides full autonomous ticket printing regarding processed vehicle, it enables the option to create and update criteria’s and special procedures for printing (time period), interface to customize printing material, option to create multiple violation tickets forms, printing schedule, print history, printing queue lifecycle
· Integration with advanced module for tickets automatization: automatized traffic violation processing from integrated radars (it exports the data from a radar picture non dependable of the manufacturer), supported multiple imported radar pictures and violations creation with indexed content, supported text recognition and automatic violation creation based on the recognized content (violation recognition, location, speed, speed limit, license plates and automatically records the data in the violation database)
· Solution enables target vehicle detection using integrated capturing devices and process it by using defined procedures, categorizes and stores in to special database which will be used by mobile policeman in real time
· All the GPS data is correlated and shown to the operating-monitoring center on the info board by using integrated GIS system, roads are colored in corresponding colors to show traffic congestion on the area of interest. That info can help police institutions to re-route traffic, planning and control
· Module enables preview of moving suspect vehicle info (robbery involved, stolen vehicle etc.), movement prediction based on the sensors and capturing devices network and similar scenarios
· Solution is able to provide process automatization (suspects processing, unregistered vehicles, ticket printing, case phases management etc.). Police officer detects a license plate, vehicle color or model, sends it to the system where it is automatically checked in all relevant databases for example IDDEEA to check if the vehicle has an expired license plate, than it automatically creates template based notification to the vehicle owner which gets automatically printed or sent by email to the vehicle owner. Every lifecycle phase of this case is monitored in integrated interface
· Solution provides the ability to graphically define special interest area, their respected filtration and management
· Solution has integrated algorithm to calculate and predict suspect’s vehicle moving
· System has option to integrate with the functional module for traffic congestion and rerouting
· System has option to integrate with the functional module for red light detection, processing and management, violation creation, event video and violation picture management 
· Solution has the ability to filter and categorize vehicles based on their speed where over-speeding vehicles are categorized and stored in black or grey list to create an internal database of the vehicles  that represent danger for the traffic and pedestrians
· System has wrong turn detection 
Warranty 1 year

	
	
	




	5.7
QTY
8
	Administration module license
This module enables settings, access and usage rights and activity logging. 
Basic administration functionalities which system has to offer are listed below. 
· Web based, responsive client application available for all standard operating systems not depending on the user PC infrastructure
· Not depending on the screen resolution, adaptable to every resolution
· Integrated user management system (adding and managing users, user groups, roles)
· Supports AD, eDirectory or OpenLDAP 
· System has access prohibition management to restrain unauthorized access to confidential data
· All system activities are logged based on every user action
· Integrated mobile device logging (access time, search terms, activities, location and movement detection)
· Advanced log management (backup, deletion restriction, criteria based filtering and search)
· Integrated workflow management system for Standardized workflows management with visual and graphical interface (business process management)
· Integrated GIS
· Client-server architecture (server based application, client uses web browser on desktop for access
· Automatic backup for the system, data and settings
· Dynamic reporting creation for traffic, violations, unregistered vehicles, CRIME 
· Graphical data statistics (Graphs, Piecharts) in real time for spotted vehicles per their category, classes etc. (unregistered, under violation…) plus users activity (tickets done, working time) 
· Multi-language support, all elements of the user interface are supported on the three local languages
· Report are saved in PDF, DOCX or equivalent formats, all print ready
· Option to upgrade the system with the functional module which is going to enable citizens the option to proactively report any kind of incident using web application (registration plates of a thief, criminal, runaway driver, kidnapper)
· System offers upgrade with the functional module which is going to enable citizens the option to proactively report any kind of incident using SMS (registration plates of a thief, criminal, runaway driver, kidnapper)
· System offers upgrade with the functional module which is going to enable citizens the option to proactively report any kind of incident using mobile application (registration plates of a thief, criminal, runaway driver, kidnapper)
· Retention policy definition with storage location
· System offers upgrade with the functional module for red light detection
· Native mobile app and smartwatch integration. Warranty 1 year
	
	
	

	5.8
QTY
39
	OCR camera – 1 + CMS connectivity license
· Image sensor: progressive scan
· Min. Illumination: Color: 0.02 Lux @ (F1.2, AGC ON), 0 Lux with IR
· Lens: 11 mm to 40 mm,
· Day night: IR cut filter
· Video Compression: H.264/MJPEG
· Resolution: 1280 x 720 minimum
· Frame rate: 50fps (1920x1080) minimum
· Protocols: TCP/IP, ICMP, HTTP, HTTPS, FTP, DHCP, DNS, DDNS, RTP, RTSP, RTCP, NTP, SMTP, SNMP, IGMP, 802.1X, QoS, IPv6
· Operating Conditions: -30 °C to   +55 °C  
· Ingress Protection: IP66 minimum
· Communication Interface: minimum 1 x RJ45   10M/100M Ethernet port,      
· Video capture: license plate recognition processing in camera
· Accuracy: Capture Rate > 99%, Recognition Rate > 95%
· Vehicle Speed: Support vehicle speed min. 80 km/h 
· Line number: Minimum one line supported
· Warranty: 1 year
· 
	
	
	




	
5.9
QTY
50
	OCR camera – 2 + CMS connectivity license
· Image sensor: progressive scan
· Min. Illumination: Color: 0.02 Lux @ (F1.2, AGC ON), 0 Lux with IR
· Lens: 11 mm to 40 mm, 
· Day night: IR cut filter
· Video Compression: H.264/MJPEG
· Resolution: 1280 x 720 minimum 
· Frame rate: min. 50fps (1920x1080)
· Video capture: license plate recognition processing in camera
· Accuracy: Capture Rate > 99%, Recognition Rate > 95%
· Vehicle Speed: Support vehicle speed min 140 km/h
· Line number: Minimum one line supported.
· Protocols: TCP/IP, ICMP, HTTP, HTTPS, FTP, DHCP, DNS, DDNS, RTP, RTSP, RTCP, NTP, SMTP, SNMP, IGMP, 802.1X, QoS, IPv6	
· Communication Interface: 1 RJ45 10M/100M Ethernet port,	
· Operating Conditions: -30 °C to +55 °C	
· Ingress Protection: IP66
· Warranty: 1 year
· 
	
	
	




	
5.10
QTY
96
	Mobile device + CMS connectivity license
· Processor: min Quad core, min 1,1 GHz
· Memory: min 1 GB RAM
· Internal memory: min. 2 GB
· Display: min 4,7" touchscreen 
· Resolution: min 720x1280
· Camera: Rear – min. 2 MP with flash, Front – min. 2 MP
· Micro SD slot: Yes, min. up to 32 GB
· Communication: min 3G,EDGE,GPRS,WAP, WiFi 802.11 b/g/n, Buletooth 4.0
· Battery: min. Li-Ion 2000 mAh
· Operating system: If Android min. Android 6.0 or if Windows min. Windows 10 
· Warranty: 1 year
	
	
	

	5.11
QTY:
10
	Mobile device
Processor: min Quad core, min 1,1 GHz
Memory: min 1 GB RAM
Internal memory: min. 2 GB
Display: min 4,7 touchscreen 
Resolution: min 720x1280
Camera: Rear – min. 2 MP with flash, Front – min. 2 MP
Micro SD slot: Yes, min. up to 32 GB
Communication: min 3G,EDGE,GPRS,WAP, WiFi 802.11 b/g/n, Bluetooth 4.0
Battery: min. Li-Ion 2000 mAh
Operating system: min. Android 6.0, Windows 10 or equivalent
Warranty: 1 year

	
	
	

	
5.12
QTY:
34
	Tablet

Processor: processor with 4 core, min 1.3 GHz
Memory: min. 2 GB RAM
Internal memory: min. 16 GB
Display: min. 10.1'' IPS/PLS touchscreen 
Resolution: min. 1280 x 800 pixels
Camera: Rear – min. 2 MP with flash,  Front – min. 2 MP
Micro SD slot: Yes, min. up to 32 GB
Communication: 3G,EDGE,GPRS,WAP, WiFi 802.11 b/g/n, Bletooth 4.0, micro USB
Battery: min. Li-Ion 4600 mAh
Operating system: min. Android 6.0 or equivalent
Warranty: 1 year
	
	
	

	5.13
QTY:
8
	System Installation and integration

Installation, configuration, integration of all above mentioned components in the fully functional system and subsystems (hardware and software components)
Education for 5 key people for 8 counties for 3 days duration (total 40 people for 30 days).
The counties are: 
MoI of Herzegovina Neretva Canton
MoI of Sarajevo Canton
MoI of Bosnian Podrinje Canton
MoI of Tuzla Canton
MoI of Posavina Canton
MoI of Zenica-Doboj Canton
BiH District Brcko Police Administration
MoI of Una Sana Canton
	
	
	



LOT 6: Software

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	6.1
QTY:
1
	Replication software

· Compatible with VMware Essentials, VMware Enterprise and VMware Vcenter Standard
· Licence for min 75 virtual machines
· Provide simple and reliable recovery and mobility of virtual machines between sites with minimal or no downtime.
· Needs to be designed for virtual machines and scalable to manage all applications in a VMware vSphere environment
· Should be able to deliver flexibility and choice, it and to integrate natively with vendors replicating software and also to support a broad range of array based replication solutions (VMware Storage partners)
· Replication with customizable recovery point objective and multiple point-in-time recovery.
· Fast and reliable recovery
· Non-disruptive recovery testing 
· Automated orchestration workflows 
· Automated recovery of network and security settings
· Extensibility for custom automation
· Zero-downtime application mobility
· Simple and policy-based management
· Centralized recovery plans

Warranty: 1 year

	
	
	

	6.2
QTY:
1
	Network Monitoring Software 

Network monitoring software must have license for minimum 200 devices.
· Discovery
· Automatic discovery through ICMP, TCP and SNMP
· Discovery by CSV file import
· Network Mapping
· Category-based Infrastructure Views
· Custom Infrastructure View
· Device Templates for Classification
· Web-based Map-Maker
· Special Business View Dashboards
· Customizable Dashboards with widgets to facilitate NOC operations
· Monitoring
· Advanced Application Monitoring like
· MSSQL, Active Directory and Exchange
· VMWare ESX server using VMware’s API
· MS Hyper-V Monitoring
· XenServer Monitoring
· URL Monitoring
· WMI-based Performance Monitoring
· CLI Based Performance Monitoring
· Custom WMI monitoring
· File / Folder monitoring
· Interfaces Monitoring
· Configurable Transmit And Receive Bandwidth
· Failover/ Hot standby support
· Alerts
· Event-Alarm Correlation
· Custom Trap Processor
· Acknowledge Alarms
· Restarting the Services and Running self-curing patches on the event of an Alert
· Alerts based on Windows Event Logs
· Time based action or alert triggering
· Alerts based on other Syslogs
· Smart Phone WEBGUI
· Network Configuration Manager
· Supported Device Types: Routers, Switches, Wireless Access Points, Integrated Access Devices, Voice Gateway Devices, VPN Concentrators
· Multi-vendor Support: Cisco, HP, Juniper, D-Link, Aruba, Extreme, Enterasys, Huawei, Blue Coat, Proxim, NetScreen, Netgear, Fortinet, Brocade, Radware
· Supported Protocols: TFTP, TELNET, SCP, SNMP, HTTPS, SSH
· Grouping Devices for Bulk Operation
· Configuration Backup
· Side-by-side comparison of Configurations
· Configuration Editor for changing configurations
· Configuration Upload to Devices
· Transfer of IOS images
· Restricted, Role-based access to configurations for users
· Enforcing administrator approval for configuration changes
· Real-time Change Detection
· Backing up Configuration upon detecting changes
· Alert / Notifications on Detecting Configuration Changes
· Configuration Roll-back to prevent unauthorized changes
· Generating Trouble-ticket to Helpdesk applications upon change detection
· Checking configurations for compliance to internal / external standards & policies
· Compliance / Violation Reports
· Encrypted Storage of Configurations in Database
· SSL support in Web Interface
· Inactivity Logout
· Warranty: 1 year
· Training
· number of participants: two participants 
· place of training: Brcko
· number of training days: min. 1 day
· training program: introduction to network monitoring software, initial configuration and implementation 
· Installation, configuration and testing
	
	
	

	
6.3
QTY:
6
	Virtualization software

OS independent virtualization hypervisor, with following features:
· High availability virtualization cluster
· Live migration of VMs without downtime
· Backup integration API
· ability to over-provision virtual memory, ‘Dynamic Memory’
· ability to perform concurrent live migrations on a single host
· Ability to take snapshots of live running VMs and restore to a snapshot point without powering down the VM
· Proposed solution must provide support for centralized management of virtual machines and hosts from one location via web interface.
· Solution must support utilization monitoring of virtual machines and hosts
· USB bootable hypervisor
· Supplied software must have sufficient number of licenses for 3 servers with 2 CPUs and centralized management
Warranty: 1 year


	
	
	




	6.4
QTY:
3
	Backup & Replication Software 
Required SW features are as follows:
· Software for Backup & Replication (licensees for 6CPU) (3 servers with 2 CPU)
· Proposed solution must protects or backup virtual environments
· Integrated deduplication and compression
· Possibility start up VM directly from backup
· Possibility verification VM replication
· Auto archiving backup
· Recover an individual file directly from an image backup or individual components, applications.
· Possibility of backup on tape drive
· Softver must work with virtual scope, like VMware, Hyper-V.
· Possibility backup direct to SAN, LAN or I/O stack 
· Supplied software must have a sufficient number of licenses and for the primary  side (3 servers with 2 CPUs) and the secondary side (3 servers with 2 CPUs) that provide backup & replication and Disaster recovery functionality for two locations. 
Management:
Centralized and Remote Management support for sending alerts via e-mail.
Compatibility: compatible with VMware software 
Installation: Installation, configuration and testing.
Warranty: 1 year
	
	
	




LOT 7: Smart Cards 

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	7.1
QTY:
10000
	Smart Cards

· OS: Java Based
· GlobalPlatform version: min. 2.2.1
· Crypto operations minimally supported: TDES, 
· AES (256 bits), 
· RSA (2048 bits), 
· ECC (320 bits), 
· SHA-2
· DESfire EV1 8K Emulation: Yes
· Certification: EAL5+
· Interface: Dual (contact and contactless)
· Free memory for applets and data: min. 80KB
· Applet developing IDE: Yes
· Card body material: polycarbonate
Warranty: 1 year
	
	
	





LOT 8: Hardware equipment for implementation of digital signing and two factor authentication

	1.
Item Number
	2.
Specifications Required
	3.
Specifications Offered
	4. 
Notes, remarks, 
ref to documentation
	5.
Evaluation Committee’s notes 

	8.1
QTY:
100
	Bluetooth smart card reader
· Bluetooth interface
· ID-1 card format
· Supported OS: Windows 7/10, Android OS
· Standard ISO 7816
Warranty: 1 year
	
	
	

	8.2
QTY:
1
	ID card printer, SDK for card personalization and all supplies for 10000 smart cards printing
· Printing method: min. Thermotransfer
· Printing resolution: min. 300 dpi
· Colour printing: Yes
· Both side printing: Yes
· Lamination: One-side with possibility of folio secret element design
· Format: ID-1
· Card material: polycarbonate.
· Chip Coding modul: Contact and contactless
· Input bin capacity: min 30 cards
· Output bin capacity: min 30 cards
· ID-1 sized card printing and lamination speed: min 75 cards per hour
· Client SDK for developing printing, coding and integration of printer in existing IT system of MoI based on C# or Java, with possibility to send any APDU's to coding stations, examples and documentation
· Software tool for ID-1 card print design and label position defining: Yes
· Warranty: (print head included): 1 year 
	
	
	

	8.3
QTY :
100
	Dual Interfaces Smart Card Readers 
· Host Interface: USB 2.0 full speed 
· Connector Cable: USB Type A Connector
· Contact Smart Card Interface Standards: ISO 7816 A/B/C
· Protocols: T=0, T=1
· Card Size: ID-1
· Contactless Smart Card Interface Standards: ISO 14443 A/B
· Extended Length APDU support: Yes
PC / SC Driver Support:
-Up to Windows 10
-Linux	
-Mac OS X
Durability: min. 100000 insertions
Warranty: 1 year
	
	
	

	Consumables for 8.2
· YMCK ribons full color for 10000 cards printing (both side): Yes
· Lamination folio with secure element for both side laminating 10000 cards with smart card window: Yes
· Set of spare parts needed for printing and laminating 10000 smart cards (set for print head cleaning, set of laminator cleaning, etc.): Yes

	
	
	


Summary information on delivery places and quantities 

LOT 1: Computers and peripheral hardware devices

	Item
	Type
	Institutions for delivery
	Total Qty

	1.1 
	Monitor
	RS Ministry of the Interior
	441
	698

	1.2 
	
	Ministry of Security
	25
	

	1.3 
	
	BiH Border Police
	50
	

	1.4 
	
	State Agency for Investigation and Protection
	95
	

	1.5 
	
	MoI of Herzegovina Neretva Canton
	20
	

	1.6 
	
	MoI of Posavina Canton
	15
	

	1.7 
	
	MoI of Zenica-Doboj Canton
	10
	

	1.8 
	
	MoI of Central Bosnia Canton
	25
	

	1.9 
	
	Federation Police Administration
	5
	

	1.10 
	
	BiH District Brcko Police Administration
	12
	

	1.11 
	Desktop computer type 1
	RS Ministry of the Interior
	441
	611

	1.12 
	
	Ministry of Security
	25
	

	1.13 
	
	BiH Border Police
	50
	

	1.14 
	
	State Agency for Investigation and Protection
	95
	

	1.15 
	Desktop computer type 2
	MoI of Herzegovina Neretva Canton
	20
	87

	1.16 
	
	MoI of Posavina Canton
	15
	

	1.17 
	
	MoI of Zenica-Doboj Canton
	10
	

	1.18 
	
	MoI of Central Bosnia Canton
	25
	

	1.19 
	
	Federation Police Administration
	5
	

	1.20 
	
	BiH District Brcko Police Administration
	12
	




	1.21 
	Notebook
	State Agency for Investigation and Protection
	7
	62

	1.22 
	
	BiH District Brcko Police Administration
	7
	

	1.23 
	
	BiH Border Police
	20
	

	1.24 
	
	BiH Directorate for Coordination of Police Agencies
	4
	

	1.25 
	
	Ministry of Security
	14
	

	1.26 
	
	RS Ministry of the Interior
	10
	

	1.27 
	Document scanner with barcode module
	RS Ministry of the Interior
	30

	1.28 
	Handheld barcode reader
	RS Ministry of the Interior
	30

	1.29 
	Multifunctional printer 
	RS Ministry of the Interior
	50
	82

	1.30 
	
	BiH District Brcko Police Administration
	15
	

	1.31 
	
	State Agency for Investigation and Protection
	7
	

	1.32 
	
	Ministry of Security
	10
	

	1.33 
	Multifunctional Copier
	Ministry of Security
	3
	4

	1.34 
	
	BiH District Brcko Police Administration
	1
	

	1.35 
	Contact Smart Card Reader
	RS Ministry of the Interior
	3000

	CONSUMABLES

	
Toner for multifunctional printer Item 1.7

	Ministry of Security
	20
	34

	
	State Agency for Investigation and Protection
	14
	

	Toner for multifuntional copier Item 1.8
	Ministry of Security
	6
	8

	
	BiH District Brcko Police Administration
	2
	





LOT 2: Server and storage equipment and network equipment

	Item
	Type
	Institutions for delivery
	Total Qty

	2.1 
	Server type 1
	Ministry of Security
	4
	13

	2.2 
	
	RS Ministry of the Interior
	5
	

	2.3 
	
	BiH Directorate for Coordination of Police Agencies
	1
	

	2.4 
	
	MoI of Herzegovina Neretva Canton
	1
	

	2.5 
	
	BiH District Brcko Police Administration
	2
	

	2.6 
	Server type 2
	State Agency for Investigation and Protection
	4
	7

	2.7 
	
	BiH Directorate for Coordination of Police Agencies
	3
	

	2.8 
	Server type 3
	MoI of Canton 10 Livno
	1
	16

	2.9 
	
	MoI of West Herzegovina Canton
	1
	

	2.10 
	
	Federation Police Administration
	2
	

	2.11 
	
	MoI of Herzegovina Neretva Canton
	1
	

	2.12 
	
	MoI of Bosnian Podrinje Canton
	1
	

	2.13 
	
	MoI of Zenica-Doboj Canton
	2
	

	2.14 
	
	MoI of Central Bosnia Canton
	1
	

	2.15 
	
	MoI of Una Sana Canton
	2
	

	
	
	State Agency for Investigation and Protection
	5
	

	2.16 
	Server type 4
	MoI of Sarajevo Canton
	3
	4

	2.17 
	
	MoI of Zenica-Doboj Canton
	1
	

	2.18 
	Storage type 1
	MoI of Herzegovina Neretva Canton
	1
	6

	2.19 
	
	MoI of Central Bosnia Canton
	1
	

	2.20 
	
	Federation Police Administration
	1
	

	2.21 
	
	RS Ministry of the Interior
	2
	

	2.22 
	
	Ministry of Security
	1
	

	2.23 
	Storage type 2
	MoI of Sarajevo Canton
	1
	2

	2.24 
	
	State Agency for Investigation and Protection
	1
	

	2.25 
	Storage type 3
	BiH Directorate for Coordination of Police Agencies
	1

	2.26 
	Deduplication storage
	BiH Directorate for Coordination of Police Agencies
	1

	2.27 
	NAS Storage
	MoI of Canton 10 Livno
	1
	6

	2.28 
	
	MoI of West Herzegovina Canton
	1
	

	2.29 
	
	MoI of Bosnian Podrinje Canton
	1
	

	2.30 
	
	MoI of Tuzla Canton
	1
	

	2.31 
	
	MoI of Zenica-Doboj Canton
	1
	

	2.32 
	
	BiH District Brcko Police Administration
	1
	

	2.33 
	GPS NTP Server
	RS Ministry of the Interior
	2

	2.34 
	PtP Link
	BiH Directorate for Coordination of Police Agencies
	1

	2.35 
	Network Switch L2 type 1
	BiH District Brcko Police Administration
	2
	6

	2.36 
	
	BiH Directorate for Coordination of Police Agencies
	4
	

	2.37 
	Network Switch L2 type 2
	MoI of Herzegovina Neretva Canton
	3
	26

	2.38 
	
	MoI of Sarajevo Canton
	1
	

	2.39 
	
	MoI of Bosnian Podrinje Canton
	2
	

	2.40 
	
	MoI of Tuzla Canton
	4
	

	2.41 
	
	MoI of Zenica-Doboj Canton
	4
	

	2.42 
	
	MoI of Central Bosnia Canton
	2
	

	2.43 
	
	MoI of Una Sana Canton
	2
	

	2.44 
	
	Federation Police Administration
	8
	

	2.45 
	Network Switch L3 type 1
	RS Ministry of the Interior
	11
	13

	2.46 
	
	Ministry of Security
	2
	

	2.47 
	Network Switch L3 type 2
	MoI of Tuzla Canton
	2
	13

	2.48 
	
	MoI of Zenica-Doboj Canton
	2
	

	2.49 
	
	MoI of Central Bosnia Canton
	2
	

	2.50 
	
	MoI of Una Sana Canton
	1
	

	2.51 
	
	Federation Police Administration
	3
	

	2.52 
	
	BiH District Brcko Police Administration
	1
	

	2.53 
	
	BiH Directorate for Coordination of Police Agencies
	2
	

	2.54 
	L3 Modular Network switch
	State Agency for Investigation and Protection
	1

	2.55 
	Network Switch
	State Agency for Investigation and Protection
	5

	2.56 
	FC SAN Switch
	MoI of Herzegovina Neretva Canton
	1
	3

	2.57 
	
	Ministry of Security
	2
	

	2.58 
	Network router
	RS Ministry of the Interior
	3

	2.59 
	DDoS Appliance
	RS Ministry of the Interior
	2

	2.60 
	Firewall type 1
	RS Ministry of the Interior
	3

	2.61 
	Firewall type 2
	MoI of Herzegovina Neretva Canton
	6
	18

	2.62 
	
	MoI of Tuzla Canton
	3
	

	2.63 
	
	MoI of Zenica-Doboj Canton
	4
	

	2.64 
	
	Federation Police Administration
	5
	

	2.65 
	Firewall type 3
	MoI of Herzegovina Neretva Canton
	1
	5

	2.66 
	
	MoI of Zenica-Doboj Canton
	1
	

	2.67 
	
	Federation Police Administration
	3
	

	2.68 
	Firewall type 4
	MoI of Canton 10 Livno
	1
	5

	2.69 
	
	BiH Directorate for Coordination of Police Agencies
	2
	

	2.70 
	
	State Agency for Investigation and Protection
	2
	

	2.71 
	Firewall cluster
	BiH District Brcko Police Administration
	1

	2.72 
	Sandbox appliance
	RS Ministry of the Interior
	1

	2.73 
	Firewall Managment Appliance
	RS Ministry of the Interior
	1

	2.74 
	Web application firewall – WAF
	RS Ministry of the Interior
	3

	2.75 
	WLAN BRIDGE 1
	BiH District Brcko Police Administration
	6

	2.76 
	WLAN BRIDGE 2
	BiH District Brcko Police Administration
	2

	2.77 
	WLAN BRIDGE 3
	BiH District Brcko Police Administration
	4

	2.78 
	WLAN ACCESS POINT
	BiH District Brcko Police Administration
	4

	2.79 
	CENTRAL CALL RECORDER MoI
	MoI of Tuzla Canton
	1
	3

	2.80 
	
	MoI of Central Bosnia Canton
	1
	

	2.81 
	
	MoI of Una Sana Canton
	1
	

	2.82 
	Call recorder for PS 1
	MoI of Bosnian Podrinje Canton
	1
	19

	2.83 
	
	MoI of Central Bosnia Canton
	11
	

	2.84 
	
	MoI of Una Sana Canton
	7
	

	2.85 
	Call recorder for PS 2
	MoI of Herzegovina Neretva Canton
	14
	39

	2.86 
	
	MoI of Tuzla Canton
	15
	

	2.87 
	
	MoI of Central Bosnia Canton
	10
	





LOT 3: Server room equipping

	Item
	Type
	Institutions for delivery
	Total Qty

	3.1 
	Server rack
	RS Ministry of the Interior
	5
	17

	3.2 
	
	Ministry of Security
	1
	

	3.3 
	
	MoI of Canton 10 Livno
	1
	

	3.4 
	
	MoI of Herzegovina Neretva Canton
	2
	

	3.5 
	
	MoI of Sarajevo Canton
	3
	

	3.6 
	
	MoI of Tuzla Canton
	1
	

	3.7 
	
	MoI of Zenica-Doboj Canton
	1
	

	3.8 
	
	MoI of Central Bosnia Canton
	1
	

	3.9 
	
	MoI of Una Sana Canton
	1
	

	3.10 
	
	BiH District Brcko Police Administration
	1
	

	3.11 
	Rack cabinet 42U type 1
	State Agency for Investigation and Protection
	6

	3.12 
	Rack cabinet 42U type 2
	BiH Border Police
	4

	3.13 
	Micro Data Center
	State Agency for Investigation and Protection
	1

	3.14 
	Micro Data Center Rack
	BiH Directorate for Coordination of Police Agencies
	1

	3.15 
	Modular UPS unit and Electrical Panel Box
	BiH Border Police
	1

	3.16 
	UPS type 1
	MoI of Herzegovina Neretva Canton
	4
	28

	3.17 
	
	MoI of Bosnian Podrinje Canton
	1
	

	3.18 
	
	MoI of Tuzla Canton
	2
	

	3.19 
	
	MoI of Central Bosnia Canton
	5
	

	3.20 
	
	Federation Police Administration
	5
	

	3.21 
	
	RS Ministry of the Interior
	8
	

	3.22 
	
	BiH District Brcko Police Administration
	1
	

	3.23 
	
	Ministry of Security
	2
	




	3.24 

	UPS type 2
	MoI of Sarajevo Canton
	1
	6

	3.25 
	
	MoI of Central Bosnia Canton
	2
	

	3.26 
	
	MoI of Una Sana Canton
	1
	

	3.27 
	
	BiH Directorate for Coordination of Police Agencies
	2
	

	3.28 
	UPS type 3
	MoI of Canton 10 Livno
	1
	2

	3.29 
	
	MoI of Zenica-Doboj Canton
	1
	

	3.30 
	Server room air conditioning system type 1
	State Agency for Investigation and Protection
	1

	3.31 
	Server room air conditioning system type 2
	BiH Border Police
	1

	3.32 
	Server room air conditioning system type 3
	Ministry of Security
	1

	3.33 
	Server room air conditioning system type 4
	MoI of West Herzegovina Canton
	1
	2

	3.34 
	
	MoI of Zenica-Doboj Canton
	1
	

	3.35 
	Server room air conditioning system type 5
	MoI of Sarajevo Canton
	1

	3.36 
	Server room air conditioning system type 6
	MoI of Tuzla Canton
	1

	3.37 
	Server room air conditioning system type 7
	MoI of Canton 10 Livno
	1
	3

	3.38 
	
	MoI of Central Bosnia Canton
	1
	

	3.39 
	
	MoI of Una Sana Canton
	1
	

	3.40 
	Server room air conditioning system type 8
	MoI of Bosnian Podrinje Canton
	1

	3.41 
	Server room fire suppression system type 1
	MoI of Canton 10 Livno
	1

	3.42 
	Server room fire suppression system type 2
	MoI of West Herzegovina Canton
	1

	3.43 
	Server room fire suppression system type 3
	MoI of Sarajevo Canton
	1

	3.44 
	Server room fire suppression system type 4
	MoI of Sarajevo Canton
	1

	3.45 
	Server room fire suppression system type 5
	MoI of Bosnian Podrinje Canton
	1

	3.46 
	Server room fire suppression system type 6
	MoI of Tuzla Canton
	1

	3.47 
	Server room fire suppression system type 7
	MoI of Zenica-Doboj Canton
	1

	3.48 
	Server room fire suppression system type 8
	MoI of Central Bosnia Canton
	1

	3.49 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 1
	MoI of Sarajevo
	1

	3.50 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 2
	MoI of Tuzla Canton
	1

	3.51 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 3
	MoI of Una Sana Canton
	1

	3.52 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 4
	MoI of Posavina Canton
	1

	3.53 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 5
	MoI of Canton 10 Livno
	1

	3.54 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 6
	MoI of Zenica-Doboj Canton
	1
	2

	3.55 
	
	MoI of West Herzegovina Canton
	1
	

	3.56 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 7
	Ministry of Security
	1

	3.57 
	System for access control, video surveillance, intruder detection and environment monitoring in server room type 8
	Border Police
	1






LOT 4: CA equipment

	Item
	Type
	Institutions for delivery
	Total Qty

	4.1 
	Certificate Authority Software and Hardware 
	RS Ministry of the Interior
	1



LOT 5: Law enforcement information system for the Police

	Item
	Type
	Institutions for delivery
	Total Qty

	5.1 
	Document Management system module license
	MoI of Canton 10 Livno
	1
	9

	5.2 
	
	MoI of West Herzegovina Canton
	1
	

	5.3 
	
	MoI of Herzegovina Neretva Canton
	1
	

	5.4 
	
	MoI of Sarajevo Canton
	1
	

	5.5 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.6 
	
	MoI of Tuzla Canton
	1
	

	5.7 
	
	MoI of Posavina Canton
	1
	

	5.8 
	
	MoI of Central Bosnia Canton
	1
	

	5.9 
	
	MoI of Una Sana Canton
	1
	

	5.10 
	Dynamic Case management module license
	MoI of Herzegovina Neretva Canton
	1
	8

	5.11 
	
	MoI of Sarajevo Canton
	1
	

	5.12 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.13 
	
	MoI of Tuzla Canton
	1
	

	5.14 
	
	MoI of Posavina Canton
	1
	

	5.15 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.16 
	
	BiH District Brcko Police Administration
	1
	

	5.17 
	
	MoI of Una Sana Canton
	1
	

	5.18 
	Integration module license
	MoI of Herzegovina Neretva Canton
	1
	8

	5.19 
	
	MoI of Sarajevo Canton
	1
	

	5.20 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.21 
	
	MoI of Tuzla Canton
	1
	

	5.22 
	
	MoI of Posavina Canton
	1
	

	5.23 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.24 
	
	BiH District Brcko Police Administration
	1
	

	5.25 
	
	MoI of Una Sana Canton
	1
	

	5.26 
	Mobile police officer license

	MoI of Herzegovina Neretva Canton
	1
	8

	5.27 
	
	MoI of Sarajevo Canton
	1
	

	5.28 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.29 
	
	MoI of Tuzla Canton
	1
	

	5.30 
	
	MoI of Posavina Canton
	1
	

	5.31 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.32 
	
	BiH District Brcko Police Administration
	1
	

	5.33 
	
	MoI of Una Sana Canton
	1
	

	5.34 
	Activity management and GIS module license
	MoI of Herzegovina Neretva Canton
	1
	8

	5.35 
	
	MoI of Sarajevo Canton
	1
	

	5.36 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.37 
	
	MoI of Tuzla Canton
	1
	

	5.38 
	
	MoI of Posavina Canton
	1
	

	5.39 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.40 
	
	BiH District Brcko Police Administration
	1
	

	5.41 
	
	MoI of Una Sana Canton
	1
	




	5.42 
	Proactive security, surveillance and process automatization license
	MoI of Herzegovina Neretva Canton
	1
	8

	5.43 
	
	MoI of Sarajevo Canton
	1
	

	5.44 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.45 
	
	MoI of Tuzla Canton
	1
	

	5.46 
	
	MoI of Posavina Canton
	1
	

	5.47 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.48 
	
	BiH District Brcko Police Administration
	1
	

	5.49 
	
	MoI of Una Sana Canton
	1
	

	5.50 
	Administration module license
	MoI of Herzegovina Neretva Canton
	1
	8

	5.51 
	
	MoI of Sarajevo Canton
	1
	

	5.52 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.53 
	
	MoI of Tuzla Canton
	1
	

	5.54 
	
	MoI of Posavina Canton
	1
	

	5.55 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.56 
	
	BiH District Brcko Police Administration
	1
	

	5.57 
	
	MoI of Una Sana Canton
	1
	

	5.58 
	OCR Camera – 1 + CMS connectivity license
	MoI of Canton 10 Livno
	8
	39

	5.59 
	
	MoI of West Herzegovina Canton
	12
	

	5.60 
	
	MoI of Sarajevo Canton
	3
	

	5.61 
	
	MoI of Tuzla Canton
	3
	

	5.62 
	
	MoI of Zenica-Doboj Canton
	3
	

	5.63 
	
	BiH District Brcko Police Administration
	10
	

	5.64 
	OCR Camera – 2 + CMS connectivity license

	MoI of Herzegovina Neretva Canton
	5
	50

	5.65 
	
	MoI of Sarajevo Canton
	2
	

	5.66 
	
	MoI of Bosnian Podrinje Canton
	4
	

	5.67 
	
	MoI of Tuzla Canton
	18
	

	5.68 
	
	MoI of Posavina Canton
	5
	

	5.69 
	
	MoI of Zenica-Doboj Canton
	7
	

	5.70 
	
	MoI of Una Sana Canton
	9
	

	

	5.71 


	Mobile device + CMS connectivity license
	MoI of Canton 10 Livno
	5
	96

	5.72 
	
	MoI of West Herzegovina Canton
	13
	

	5.73 
	
	MoI of Herzegovina Neretva Canton
	10
	

	5.74 
	
	MoI of Sarajevo Canton
	6
	

	5.75 
	
	MoI of Bosnian Podrinje Canton
	4
	

	5.76 
	
	MoI of Tuzla Canton
	16
	

	5.77 
	
	MoI of Posavina Canton
	5
	

	5.78 
	
	MoI of Zenica-Doboj Canton
	10
	

	5.79 
	
	MoI of Central Bosnia Canton
	10
	

	5.80 
	
	BiH District Brcko Police Administration
	10
	

	5.81 
	
	MoI of Una Sana Canton
	7
	

	5.82 
	Mobile device
	MoI of Central Bosnia Canton 
	10

	5.83 
	Tablet
	MoI of Central Bosnia Canton 
	34

	5.84 
	System Installation and integration
	MoI of Herzegovina Neretva Canton
	1
	8

	5.85 
	
	MoI of Sarajevo Canton
	1
	

	5.86 
	
	MoI of Bosnian Podrinje Canton
	1
	

	5.87 
	
	MoI of Tuzla Canton
	1
	

	5.88 
	
	MoI of Posavina Canton
	1
	

	5.89 
	
	MoI of Zenica-Doboj Canton
	1
	

	5.90 
	
	BiH District Brcko Police Administration
	1
	

	5.91 
	
	MoI of Una Sana Canton
	1
	







LOT 6: Software

	Item
	Type
	Institutions for delivery
	Total Qty

	6.1 
	Replication software
	BiH Directorate for Coordination of Police Agencies
	1

	6.2 
	Network Monitoring Software 
	BiH District Brcko Police Administration
	1

	6.3 
	Virtualization software 
	MoI of Canton 10 Livno
	1
	6

	6.4 
	
	MoI of West Herzegovina Canton
	1
	

	6.5 
	
	MoI of Sarajevo Canton
	1
	

	6.6 
	
	MoI of Zenica-Doboj Canton
	1
	

	6.7 
	
	Federation Police Administration
	1
	

	6.8 
	
	BiH District Brcko Police Administration
	1
	

	6.9 
	Backup & Replication Software
	MoI of Sarajevo Canton
	1
	3

	6.10 
	
	MoI of Zenica-Doboj Canton
	1
	

	6.11 
	
	State Agency for Investigation and Protection
	1
	







LOT 7: Smart Cards 

	Item
	Type
	Institutions for delivery
	Total Qty

	7.1 
	Smart Cards
	RS Ministry of the Interior
	10000



LOT 8: Hardware equipment for implementation of digital signing and two factor authentication

	Item
	Type
	Institutions for delivery
	Total Qty

	8.1 
	Bluetooth smart card reader
	RS Ministry of the Interior
	100

	8.2 
	ID card printer, SDK for card personalization and all supplies for 10000 smart cards printing
	RS Ministry of the Interior
	1

	8.3 
	Dual Interfaces Smart Card Readers
	RS Ministry of the Interior
	100

	Consumables for 8.2
· YMCK ribons full color for 10000 cards printing (both side)
 
· Lamination folio with secure element for both side laminating 10000 cards with smart card window 

· Set of spare parts needed for printing and laminating 10000 smart cards (set for print head cleaning, set of laminator cleaning, etc.)

	RS Ministry of the Interior

RS Ministry of the Interior


RS Ministry of the Interior



	10000

10000


10000







Delivery Locations with addresses:

	Institution
	Address

	Ministry of Security 
	Trg BiH 1, 71000  Sarajevo, BiH

	State Agency for Investigation and Protection
	Nikole Tesle 59, 71123 Istočno Sarajevo, BiH

	BiH Border Police
	Reufa Muhića 2A, 71000 Sarajevo, BiH

	BiH Directorate for Coordination of Police Agencies
	Aleja Bosne Srebrene bb, 71000  Sarajevo, BiH

	BiH District Brcko Police Administration
	Trg Mladih 10, 76100 Brčko, BiH

	RS Ministry of the Interior
	Bulevar Desanke Maksimović 4, 78000 Banja Luka, BiH

	Federation Police Administration 
	Mehmeda Spahe 7, 71000 Sarajevo, BiH

	MoI of Una Sana Canton 
	502 V.br.brigade  br. 2, 77000 Bihać, BiH

	MoI of Zenica-Doboj Canton 
	Trg BiH 6, 72000 Zenica, BiH

	MoI of Central Bosnia Canton
	Aleja konzula bb, 72270 Travnik, BiH

	MoI of West Herzegovina Canton 
	Kralja Zvonimira 1, 88320, Ljubuški, BiH

	MoI of Herzegovina Neretva Canton 
	Brune Bušića 6, 88101 Mostar, BiH

	MoI of Sarajevo Canton
	La Benevolencije 16, 71000 Sarajevo, BiH

	MoI of Posavina Canton
	III ulica 21, 76270 Orašje, BiH

	MoI of Bosnian Podrinje Canton
	Zaima Imamovića 5, 73101, Goražde, BiH

	MoI of Tuzla Canton
	Turalibegova bb, 75000 Tuzla, BiH

	MoI of Canton 10 Livno
	Silvija Strahimira Kranjčevića 8, 80101 Livno, BiH
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